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	Cisco has been participating in the ATIS M2M Focus Group, and the ATIS M2M Committee. The work of these groups included a survey of vertical segments including Connected Vehicle, Smart Grid, eHealth, and Connected Home.  A part of the ATIS work was a survey of use cases relative to the three verticals mentioned here.  It is our opinion that at least a couple of the uses cases relative to Connected Vehicle are important considerations for the oneM2M WG1 discussions.  Therefore, we respectfully submit two use case scenarios you will see below.

1)  Corridor Management Planning

This use case covers the case where anonymous trip path data are collected from vehicles along regional corridors of multimodal transportation. The collected trip path data are used to improve the transportation planning of a regional corridor as a whole. 

2) Electronic Commerce

This use case covers the case where the account associated with the vehicle can be used to pay for goods.  This could include purchases such as food and drink, fuel, entertainment, parking, etc.
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1.0 Corridor Management Planning
This use case covers the case where anonymous trip path data are collected from vehicles along regional corridors of multimodal transportation. The collected trip path data are used to improve the transportation planning of a regional corridor as a whole
1.1 Description
This use case covers the case where anonymous trip path data are collected from vehicles along regional corridors of multimodal transportation. A regional corridor connects two or more non-contiguous urban centers. It could connect a port or other major regional transportation facilities, and carry regional highway and transit trips along with long-haul or regional truck and freight movement. The collected trip path data are used to improve the transportation planning of a regional corridor as a whole. This use case only addresses the data collection portion of the issue, not how the data are processed for corridor planning.

This use case has the following characteristics:

1. Vehicles collect trip path data such as the type of vehicles, trip origins and destinations, travel time, vehicle occupancy or ridership, etc.

2. If additional information is required such as loaded vehicle weight, it is collected by roadside equipment (RSE).

3. Anonymous data are transmitted to the corridor TMC which then processes this data to determine any changes to the corridor traffic management
1.2 Source 
ATIS
1.3  Actors 

The following actors are involved in the use case:

· Vehicle: This could be any of several types of vehicle including cars, emergency vehicles, commercial vehicles, transit vehicles, and maintenance and construction vehicles. Vehicles are assumed to contain OBE that collects and transmits the trip path data to the TMC periodically.

· Field: This includes sensors such as weigh-in-motion scales, and associated equipment to communicate with the TMC.

· Centers: The TMC receives and processes trip path data, determines and implements appropriate corridor management plans, and provides information to the subscribing end-users (e.g., Traffic Information Service Providers). How the TMC processes the information is outside the scope of this use case
1.4 Pre-conditions
NONE
1.5 Triggers (if any)
NONE
1.6 Normal Flow 

The following flow is proposed for this use case:

· Vehicle OBE collects anonymous trip path data, generates reports, and transmits the reports to the TMC.

· Field RSE collects additional data such as loaded vehicle weights, generates reports, and transmits the reports to the TMC.

· The TMC processes the data for corridor management plans. This may includes the following tasks:

· Archive trip path data

· Fuse trip path data with data from other sources

· Analyze archived trip path data and generate new corridor management plans

· Determine times for implementing corridor management plans

· Measure and record traffic performance due to corridor management plans

· The TMC provides trip path data to subscribing end users.

1.7 Post-conditions
NONE
1.8 High Level Illustration 
       NONE
1.9 Potential requirements 
1-Service Layer Considerations

The service layer should provide the following capabilities to the applications:

· Transport independence: The applications should not need to be aware of the transport technology being used.

· Mobility: Any mobility or roaming considerations should be handled by the service layer.

· Security: The security (encryption) of the information exchanges should be assured. Authentication, authorization, and privacy aspects could also be included in this layer.

2-Management Considerations

Appropriate communication identifiers such as trip path numbers must be regularly assigned and changed to ensure privacy.

3-Security Considerations

The privacy-preserving security measures should be applied to the transmitted trip path data to ensure that data are both anonymous and trusted. Furthermore, bad actors sending bogus data should be detected with timely distribution of Certificate Revocation Lists (CRLs).

2.0    Electronic Commerce
This use case covers the case where the account associated with the vehicle can be used to pay for goods.  This could include purchases such as food and drink, fuel, entertainment, parking, etc.

2.0 Description
This use case covers the case where the account associated with the vehicle can be used to pay for goods.  This could include purchases such as food and drink, fuel, entertainment, parking, etc.

This use case has the following characteristics:

1. The vehicle is assumed to have a subscription to a service for purchasing items.  This could be associated with other accounts such a cellular account.

2. The vendor sends an invoice to the vehicle.  The vehicle alerts the driver.

3. The driver acknowledges the purchase

4. Upon completion of the exchange, the purchase amount is securely debited against the drivers account

2.1 Source 
ATIS

2.2  Actors 

· Traveler – this includes the driver or passenger who is responsible for accepting financial responsibility for the transaction. 

· Vehicles – this category consists primarily of private vehicles, but will also include commercial vehicles for some portions of the use case. It is assumed that the vehicle will have a gateway that has cellular service.  It is also assumed that the vehicle has a method to identify which field unit it is near.

· Field – point of sale-type terminals to include:

· Parking: 

· meters;

· Entry gates for parking lots;

· Fuel pumps;

· Drive-through Centers – various centers will be required:

· Policy – parking rates may vary by time-of-day/day-of-week and/or vehicle;

· Parking Management – this is either a publicly or privately owned entity

2.3 Pre-conditions 
NONE
2.4 Triggers 
NONE
2.5 Normal Flow 

This use case assumes that the payee has already established any necessary payment subscription.

Parking: In this scenario it is assumed that the parking device does not have a means of connecting to a telecommunications network.  Geolocation is not assumed for this use case.  This use case assumes a direct interaction between the payee and their debit/credit institution.  A second use case, not considered here, entails the payee having a financial arrangement directly with the Parking Management agency or a third-party broker, who then clears the transaction with the credit/debit card or bills them separately.

1. As the vehicle approaches the parking device (meter or lot), 

a. the vehicle sends a message to the parking device via short-range radio requesting the device’s ID (meter number, meter type, parking service, etc.) and the parking device

b. the device flashes to visually indicate its identity and an application in the gateway asks the traveler to acknowledge that the correct parking device is selected

c. the parking device delivers its ID (meter number, meter type, parking service, etc.) via short range radio to the vehicle

2. Upon receiving the parking device’s ID, an application in the gateway sends a message with the vehicle identifier and parking device information to the Parking Management Center;

3. The Parking Management Center:

a. Checks with the Policy Center to determine the parking rate and time-of-day/day-of-week policy (i.e. no parking allowed between 7am and 7pm, etc);

b. Verifies that the parking device is not already in use;

c. Sends a message to the gateway indicating whether it is valid to park at the location and the parking rate.

4. The gateway informs the traveler of the parking rate and conditions and requests:

a.  confirmation from the traveler that they want to park;

b. Payment information

i. Via subscription to the Parking Management service and enters username/password; or,

ii. Via bank card, requiring secure connection with card granting entity.

5. Upon departure:

a. gateway informs Parking Management Center that vehicle is moving away;

b. Parking Management Center sends message to the gateway informing the traveler of the total charges;

c. Parking Management Center updates parking meter status;

d. Parking Management Center sends charge information to appropriate entity.

2.5.1  Alternative flow 

NONE
2.6 Post-conditions 
NONE
2.7 High Level Illustration 
      NONE
2.8 Potential requirements 
1-Service Layer Considerations

The service layer should provide the following capabilities to the applications:

· Mobility.  Any mobility or roaming considerations should be hidden from the applications

· Security.   Encryption and authentication will be required.

2-Management Considerations

Vehicle-specific identifiers will be required as well as correlation between vehicle and gateway as well as to payee.

3-Security Considerations

A trusted execution environment will be required in the gateway to protect against fraud. 
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