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Introduction
This contribution proposes a result of study for the disaster alert system use cases and potential requirements.
-----------------------Start of input 1-------------------------------------------
6. Use cases and potential requirements

6.1
Disaster alerting service triggered by external system
6.1.1
Description
Background

· The USA, South Korea, Japan and some countries in Europe operate their own disaster warning and alerting systems to propagate alerts and manage disasterous situations quickly and accurately.

· M2M/IoT systems which enables communications between machines or applications can play a pivotal role in this disaster alerting systems while interworking with exsiting alerting systems.
Description

· This is the use case of IoT/M2M enabled disaster alerting service that is based on interworking between an existing integrated public warning system (IPWS) and an IoT/M2M system to transmit disaster information to User Devices (UDs) and Public Devices (PDs) located in devastated area.
· In peace time, the UDs and the PDs do their programed tasks, for example playing audio, locking door, lighting, displaying advertisement, etc. These UDs and PDs could work as safety assistive devices under disaster situations.
· Authorities invocate the IPWS to send out alerting messages to citizens using the open API of the IPWS. Then the IPWS distributes alerting messages through multiple channels including IoT/M2M systems. Finally, the IoT/M2M systems will propagate the warning messages to the UDs and the PDs in a high priority immediately. 
6.1.2
Source
- void -
6.1.3
Actors
· Authorities: Public authorities that are responsible for warning and alerting ctizens in disasters 
· Integrated Public Warning System(IPWS): Integrated warning system that is operated by multiple authorities which can distribute messages to multiple communication channels
· IPWS-M2M Interworking Proxy (IMIP): Proxy that gets disaster messages from IPWS and send the translated message to M2M/IoT Service Platform 
· M2M Service Platform(MSP): M2M service platform that communicates with UDs and PDs in its M2M system
· User Device(UD): Citizen-owned M2M/IoT devices which has safety assistive features in disaster
· Public Device(PD): Public infrastructure M2M/IoT devices, owned by government or municipality, which has safety assistive features in disaster
6.1.4
Pre-conditions
· IPWS uses CAP (OASIS Common Alerting Protocol) protocol which carries human understandable information
· IMIP that gets disaster messages from IPWS as human understandable information translates into machine understandable one, and send it to M2M/IoT system.
· Alert messages from IPWS can contain geo-location information on devastated areas so that a specific group of devices can get the alerts
· UDs and PDs understands the alert messages from the MSP so that reacts for disasters
6.1.5
Triggers
A disaster situation occurs and the authority delivers the information to IPWS.
6.1.6
Normal Flow
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Figure 6.1.6-1 Usecase Scenario Service Flow
1. Disaster information triggered by authority is distributed to multiple channels including M2M/IoT system
2. IMIP interprets the received IPWS alert into M2M/IoT message in disaster alert data model and send it to M2M Service Platform
3. M2M Service Platform propagates the alert message to a group of UDs and PDs in specific geo-locations
4. When the UDs and the PDs receives alert messages, they change the operation mode and work as safety assistive devices
6.1.7
Alternative Flow
None
6.1.8
Post-conditions
None
6.1.9
High Level Illustration
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Figure 6.1.9-1 High level system view

6.1.10
Potetial Requirements
This use case scenario can be fulfilled by the existing requirements as below. 
Table 6.1.10-1 Related exiting requirements
	Requirement ID 
	Description
	Release

	OSR-094 See REQ-2015- 0631R02
	The oneM2M System shall provide Information Model(s) to support interoperability among different devices/applications.
	Implemented in Rel-2

	OSR-095 See REQ-2015-0631R02
	The oneM2M System should provide mappings between different Information Models from non-oneM2M System(s).
	Not implemented

	OSR-096 See REQ-2015- 0631R02
	The oneM2M System should be able to interwork with non-oneM2M System(s).
	Implemented in Rel-2

	OSR-037
	The oneM2M System shall enable an M2M Application to request to send data, in a manner independent of the Underlying Network, to the M2M Applications of a group of M2M Devices and M2M Gateways in geographic areas that are specified by the M2M Application.
	Not implemented


Additionally a new requirement is needed.

Table 6.1.10-2 New potential requirement
	Requirement ID
	Description

	HLR-001
	The oneM2M System shall provide standardised geographic location information formats.


-----------------------End of input 1---------------------------------------------
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