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1.  Scope
This contribution describes the high level of security context for oneM2M. It is proposed to discuss and agree to the text in section 2 below for inclusion in SEC TR. 
2. oneM2M Security Context
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Figure 1 : Overview of the oneM2M Security context
The oneM2M security context described in Figure 1 is based on the high level functional view given in ARC TS [X].  Four security domains are identified. Each of these domains provides security features to meet certain threats and which in particular protect against attacks.
· (1)  Application domain security: the set of security features that enable Applications and Common Services to securely exchange messages  and protect against attacks on the  X Reference Points 
·  (2)  Intra Common Services domain security FFS): the set of security features that enable Common Service Functions (CSF) in the Common Service Entity (CSE)  to securely exchange messages and which in particular protect against attacks on the CSE
· (3) Inter Common Services domain security: the set of security features that enable secure exchange of messages between Common Service Entities (CSE) and  protect against attacks on the Y Reference Points.
· (4)  Underlying Network security: the set of security features that enable Underlying  Network Services and Common Services  to securely exchange messages  and protect against attacks on the  Z Reference Points
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