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	Agenda

	Meeting title:
	SEC # 4

	Chair:
	Francois Ennesser, Gemalto, francois.ennesser@gemalto.com
Dragan Vujcic, Oberthur Technologies, v.dragan@oberthur.com
Youn-Sung Chu, LG Electronics, ys.chu@lge.com

	Secretary:
	Victoria Gray, ETSI, victoria.gray@etsi.org

	Meeting Date:
	2013-08-06 and 07 

	Meeting Details:
	ordinary face-to-face meeting during TP6 in Toronto
SEC (WG4) sessions (tentative, subject to alignment of TP Agenda):

Session S1: Tuesday August 6, 9:00 – 10:15, Room 1

Session R1 (Joint with WG1/WG5): Tuesday, 14:00 – 17:00, Room 1

Session S2: Tuesday, 17:15 – 18:30, Room 1
Session P1 (joint with WG3): Wednesday, 10:45-12:00, Room 2
Session S3: Wednesday, August 7, 14:00 – 15:15, Room 1
Session S4: Wednesday, August 7, 15:45 – 17:00, Room 1

Session A1 (joint with WG2): Wednesday, 17:15 – 18:30, Room 2



	Intended purpose of

document:
	 FORMCHECKBOX 
 Decision

 Discussion

 FORMCHECKBOX 
 Information

 Other <specify>
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1
Opening of meeting 
1.1
Welcome
1.2
Schedule for WG4 
	Tuesday

	Room 1 
	9:00-10:15
14:00-17:00
	WG4 (session S1)
a) Review of agenda and objectives
b) WI 0007: Proposed updates to TR-0008
c) WI 0007: draft TS-0003 skeleton

	
	
	Joint WG1/WG4/WG5 (Session R1)
REQ contributions related to Security

	Room 1 
	17:00-18:15
	WG4 (Session S2)

Security Architecture contributions (on TS-0001)

	WEDNESDAY

	Room 2 
	10:45-12:00
	Joint WG3/WG4 (session P1)
Security protocols related contributions

	Room 1 
	14:00-15:15
15:45-17:00
	WG4 (Session S3)
WI 0007, TR-0008: Review of Threats and Countermeasures related contributions  

	
	
	WG4 (Session S4)
Any pending contributions
Conclusion and work plan  to complete TR-0008 and to progress TS-0003

Future Work Plan and actions

	Room 2
	17:15-18:30
	Joint WG2/WG4 (session A1)

WG4 report to WG2 on security architecture contributions
and architecture contributions with security impact


1.3
Attendees
2
Review and Approval of Agenda

oneM2M-SEC-2013-0033R02-SEC4_Agenda (Present Document)

3
Review and Approval of previous Minutes 
oneM2M-SEC-2013-0025R02-Minutes_Seoul
4
Review of Objectives for the Meeting
· Populate Security Analysis TR-0008
· Initiate the work on Security Solutions TS-0003 

· Plan future actions to progress WI 0007, as needed to remain on schedule
· Jointly with WG1, consolidate Security Requirements, Definitions and Roles
· Jointly with WG2, provide information on security architecture for inclusion in the Architecture TS.
5
Action Item Status

6
Contributions
For WG4 dedicated sessions:
On Threats and Countermeasures
	Document No
	Title
	Source

	oneM2M-SEC-2013-0027
	Common security threats to M2M Arcitectures
	ILS Technology LLC, Georgia Tech

	oneM2M-SEC-2013-0028
	Threats 15, 16 and 17 of ETSI TR 103 167 for oneM2M TR-0008
	BT Group

	oneM2M-SEC-2013-0030
	Threats 1 to 7 from ETSI TR 103 167
	Giesecke & Devrient, Gemalto

	oneM2M-SEC-2013-0031
	Countermeasures for Threats from ETSI TR 103 167
	Giesecke & Devrient, Gemalto

	oneM2M-SEC-2013-035 (TBC)
	 Threats ETSI 11, 15 + ISO SWG IoT Canadian mirror
	Intel (McAfee)


On other aspects of TR-0008
	Document No
	Title
	Source

	oneM2M-SEC-2013-0029
	Proposed enhancements of Security TR
	Giesecke & Devrient

	oneM2M-SEC-2013-0032R03
	Proposed updates to TR-0008
	Gemalto

	oneM2M-SEC-2013-0034
	Levels of Assurance for Authentication
	Giesecke & Devrient


On TS-0003

	Document No
	Title
	Source

	oneM2M-SEC-2013-0026
	Skeleton TS “Security Solutions”
	Rapporteur (Giesecke & Devrient)


Security Requirements related Contributions (Session R1 with WG1):
Includes:

·  oneM2M-REQ-2013-0362 (update to Security Terminology), 
· oneM2M-REQ-2013-0367R01 (Good Practice Security Requirements), 

· oneM2M-REQ-2013-0369R01 (Design Principles), and 

· oneM2M-REQ-2013-0360R02 (Role-Based Access Control)
See WG1 agenda for further details
Security Architecture related contributions (Session A1):

Contribution to be handled in WG4 session before reporting to WG2/WG4 joint session:

·  oneM2M-ARC-2013-0345 (Security related CSFs)
Contributions to be handled directly in the joint WG2/WG4 session:

· oneM2M-ARC-2013-0346R03 (Trust Scenarios) 
· oneM2M-ARC-2013-0305R01 (Registration)

· oneM2M-ARC-2013-0334 (Session Management)

· oneM2M-ARC-2013-0339 (Charging/Accounting)

· oneM2M-ARC-2013-0341R01 (Access Rights Resource)

· oneM2M-ARC-2013-0342 (Access Rights Procedures)

See WG2 agenda for further details
Security Protocols related contributions (session P1):

Includes:

· oneM2M-PRO-2013-0027 (Data Access Authorisation)

Sees WG3 agenda for further details.
6
Planning for next Meeting(s)
Organization of e-mail discussion threads

Next Conference Calls
Next Face-to-Face
7
Any other business
8
Closure of meeting
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