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Introduction:

The following comments and editors notes are addressed from oneM2M-SEC-2013-0041R01 are addressed :
Editor’s note: Several changes to the figure required, incl.: internal interface for interaction CSF – CSF to be replaced/removed, there is only one API at CSE level (X,Y ending at CSE), removal of tbd interfaces, introduce Security CSF as a separate box. Plug-in boxes to be removed as they are not going to be standardized. Illustrate security framework. Find different name for “Security Transport” in order to reduce confusion (e.g. SE Transport)

Editor’s note: Clarification on that structure required. E.g. Sensitive Data Handing and Secure Environment to be restructured

Editor’s note: Merge Access Control with Authorization (into one box).

The Security CSF architecture figure below addressing the above editor’s note is proposed for addition in the Security TS: 

Proposed addition to the Security TS:
5
Security CSF Architecture
5.1
Overview
The following figure provides an overview of the Security CSF architecture.

The architecture consists of following layers:

· Application layer

· Service layer

· Security Transport layer

======================= START of change ============================
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Editor’s note: Blue components may be Enabler Functions rather than resources of a CSF. 

NOTE: The specification of the SE Plug-in is out of scope of the present document They are necessary to enables physical access to the respective Secure Environment. Depending on the type of Secure Environment, The SE Plug-in may be implemented differently for each Secure Environment..
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