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This contribution proposed the procedure for application registration on CSE by AE.
After registration is done, ether delivery for notification message targeted AE, or API call at Mca reference point is by requested AE itself or delegated AE, are enabled.
x.x
Procedures in Security CSF 
x.x. 1
Application Registration Handing
1. Name: 

Registration Handling”

2. Short Description:

In order to establish the communication path between AE and CSE, AEs will be required to register itself  on local CSE to use M2M Service.
CSE will requires AE to provide credential to authorize ‘Registration’ .

AE will receive another credential to share the secret between AE and registered CSE (e.g. local CSE), which is used to authenticate communication peer for further communication.
3. Residing On

local CSE 
4. Scope (Multiplicity)

within local CSE
5. Called by

AE
6. Trigger Condition
When AE starts to use M2M Service
7. Prerequisites / Starting state

· Master credential is provisioned(by bootstrapping procedure)
· Secure communication channel between AE and hosting CSE  is established
· 
8. Input parameters
a. security credential to be authorized ‘Registration’
b. Identity information for authorization
c. expiration time of Registration (optional)
d. 

e. 

f. 

g. 

h. 

9. Output parameters / final state
a. Status
Indicate status of registration
b. security credential 
shared secret to use for authentication on communication between AE and local CSE 
c. Duration for registration validity
Determined duration for registration which is expressed as expiration time
d. Registration ID
ID which is assigned to manage the requested registration. Existing registration may be deleted (revoked), or updated 
10. External Interactions
a. Request to issue the authorization token to infrastructure node
b. Setup the timer event to delete the registration on its expiration
c. Distribute (or register) issued token to targeted CSE which is associated with authorized activity for token holder.
11. Constraints
(FFS)
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