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Access Management Function is consist with authentication part , and authorization part.
Proposed Change start here
6.3.1
Access Control Management

6.3.1.1
Access Control Enforcement
The access control enforcement point is the location where a request is accepted or not. There are two locations which access control enforcement happens: local CSE of AE, resource hosting CSE. 
· Local CSE of AE: If Originator is AE, local CSE of AE is the access control enforcement point where it evaluates whether a request is granted to forward to another CSE based on access control decision when the request addresses another CSE as shown at below flow.
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· Resource Hosting CSE: Resource hosting CSE evaluates whether a request is granted to be performed based on access control decision when the request addresses a resource in resource hosting CSE. 
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6.3.1.2
Access Control Decision
The access control decision is performed in two steps:

1. Check whether Originator is correctly registered on local CSE, and AE will be requested to register, if the Originator is not registered

2. Evaluate whether the request can be performed or not by hosting CSE.





1. Editor’s note: whether access control decision 



and access control enforcement are done at the same entity in release 1 is FFS.



Access polies are comprised of accessRight and m2mServiceSubscription resource.


















Editor’s note: detail access control decision mechanism is FFS.

6.3.1.3
Authentication

This component provides authentication services to within the same CSE.
Credentials to be shared with authorized entities (AEs or CSEs) should be store in secure storage.
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