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Below are samples of the styles to be used in this document
Adding following sub-clauses
---- start of proposed new test

6.3.1.A
Issuing Access-key
As the result of Registering on local CSE, access-key will be issued by IN-CSE to the Originator.

The access-key is also delivered to local CSE to enable local CSE checking sending request from Originator is allowed or not.

6.3.1.B
Issuing Access-token
As the result of Registering on hosting CSE, access-token will be issued by a remote CSE which is hosting targeted resource.

AE will attach the issued access-token when it requests to access the resource.

---- end of proposed new text
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