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1. Introduction

This contribution proposes a new section in the ARC TS 0001 for Access control Management.

2. Proposal


-------------------------------------------Start -------------------------------------------------

X. Initial Attachment
This section introduces high level procedures before CSE and AE registration can take place
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Figure 1. High Level Procedures before CSE Registration
The details of procedures are defined in [SEC TS]

0.  A CSE as a Registree shall have its oneM2M subscriber profile with the security information that allows the Attachmlent to another CSE acting as a Registrar. The oneM2M security profile shall be either Pre-povisioned offline or Remotly Provisioned on-line. The details of procedures are defined in [SEC TS]
1. When a CSE Registree requests registration the CSE Registrar will initiate following security procedures check, to check if the requested oneM2M security subscriber profile is allowed to Attach or not. 
2. Mutual authentication and Identification, with purpose to permit the CSE Registrar to check whether the identity provided by the CSE Registree is acceptable or not and to provide security parameters for the security session establishments. The details of authentication procedure is defined in [SEC TS
3. The Security Session establishment procedure allow the association of the security parameters to apply (e.g. encryption algorithm, integrity algorithm , the security association duration start time and duration, …). The details of Security Session Establishment procedure is defined in [SEC TS]
4. Upon security session establishemnt the CSE registration procedure is ready perform. The detail CSE registration procedure is specified in [ARC TS].  

-------------------------------------------End -------------------------------------------------
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