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1
Introduction
This contribution contains two proposals for the Security TS:
Proposal 1:

The process of authentication is often considered to consist of two distinct phases: (1) identification and (2) (actual) authentication. However, identification generally belongs to authentication, so the identification box in the SEC CSF Architecture figure should be merged into one. The identification will be described in authentication part.
Proposal 2:

In the Section 5.1 of Security TS it should contain some high level general description for each box shown in the SEC CSF Architecture figure. This proposal provides two subsections that give some general description about Authentication and Authorization respectively.
2
Proposal 1
5.1
Overview
-----------------------Start of 1st   change-------------------------------

[x]
TS-0001 Functional Architecture (draft)

-----------------------End of 1st  change-------------------------------


-----------------------Start of 2nd   change-------------------------------

5.1.1
Identification

The Identification service provides oneM2M identities / identifiers to the requesting entity in case those identities are stored within the secure environment. oneM2M identifiers as defined in [x] may also be treated as sensitive data that are accessible to AEs or CSEs and used independently of Authentication or Authorization functions. 
5.1.2
Authentication
The Authentication service is in charge of i mutual authentication of CSEs and AEs. 

Authentication is the process of validating the supplied  enrolled and/or subscribed identity  with associated trustworthy credential. How to perform an authentication process will depend on the applied mutual authentication mechanism. For example, in the case of using certificate based authentication mechanism, the authentication function may require the authentication to verify a digital signature; in the case of using symmetric key based authentication mechanism, the authentication function may require the authentication to verify a Message Authentication Code (MAC). Once passing this validating process, the AE or CSE is authenticated.
5.1.3
Authorization
The Authorization service is responsible to control access to resources and services by CSEs and AEs according the associated access control policies. Access control policy is a set of access control rules derived from privileges. These privileges define CSE or AE (originator) privileges for certain access modes (operation) privileges associated to certain context privileges. The authorization/access grant involves an Access Decision to allow the access to the requested resource by evaluating the CSE or AE  originator privileges with the set of allowed operations and context privileges, 
Prior authorization it is required that the originator CSE or AE has been identified first to an M2M Authentication Function and mutually authenticated and associated with an M2M Service Subscription. 


.
-----------------------End of 2nd  change-------------------------------
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