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This contribution proposes below abbreviations for credentials used in oneM2M security procedures. The changes to SEC TS-003 are indicated via revision marks. 

3.1
Definitions

For the purposes of the present document, the terms and definitions given in [i.2] and the following apply:

Local CSF:  A CSF may provide services to another local CSF, i.e. a CSF that is present in the same CSE than the CSF providing the services.
Certificate: See Public Key Certificate
M2M Secure Connection Key: Key shared between two CSEs of M2M Nodes (e.g. ASN/MN-CSE and IN-CSE) in order to secure the communication between those two entities. This M2M Secure Connection Key results from a successful M2M Security Association Establishment procedure. 
Master Credentials: Credentials used to mutually authenticate between an ASN/MN-CSE and the MAF. This is done to secure access to the infrastructure of an M2M Service Provider. The Master Credentials are either pre-provisioned or remotely provisioned (without relying on those credentials). 
Policy Access Point: The system entity that finds applicable policy or policy set.
Policy Decision Point [i.7]: The system entity that evaluates applicable policy and renders an authorization decision.

Policy Enforcement Point [i.7]: The system entity that performs access control, by making decision requests and enforcing authorization decisions.
Policy Information Point [i.7]: The system entity that acts as a source of attribute values.

Public Key Certificate [i.4]: An electronic document that uses a digital signature to bind a public key with an identity.

Public Key Infrastructure [i.5]: a set of hardware, software, people, policies, and procedures needed to create, manage, distribute, use, store, and revoke Public Key Certificates 
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