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==================<Start of Change (New Text 1)>=================
3.1
Definitions

For the purposes of the present document, the terms and definitions given in [i.2] and the following apply:
End-to-End Security: it allows securing messages that might traverse multiple hops between entities. This will allow secure delivery even when some entities on a delivery path are not trusted.

Group Authentication: This is used where a set of group members (e.g. Application Service Node CSEs [i.4]) communicate via a group agent (e.g. Middle Node CSE [i.4]) with a common destination (e.g. Infrastructure Node-CSE [i.4]). Through group authentication, the common destination could authenticate each group member just like individual authentication, but the security handshake messages that the common destination must handle can be minimised. Group authentication provides end-to-end security context between the group members (e.g. ASN-CSEs) and the common destination. Further introduction to Group Authentication is provided in Annex B.1 [i.6].
Editor Node: the definitions are subject to further refinement.

NOTE:
This may contain additional information.
==================<End of Change1>==========================

==================<Start of Change (New Text 2)>=================
5.2.1.4
Normal flow

1. DAP sends a message to indicate that there is a specific group of smart meters that need to communicate with the Utility Data Center / AMI Headend.

2. Each smart meter in the group sends a request via the DAP in order to report to the Utility Data Center / AMI Headend.

3. DAP needs to verify the smart meters identities to upload information before it forwards the request to the Utility Data Center/ AMI Headend.
4. Utility Data Center/ AMI Headend verifies the identity of DAP, and performs mutual authentication with each smart meter in the group simultaneously.
5. 
6. 
7. 
==================<End of Change 2>==========================
==================<Start of Change (New Text 3)>=================
5.2.2.4
Normal Flow
1. The remote vehicle gateway sends a message to indicate that there is a specific group of vehicles that need to communicate with the vehicle service centre.

2. Each vehicle in the group sends request to the remote vehicle gateway at the same time. 

3. 
4. The remote vehicle gateway verifies the vehicles and then sends request to the vehicle service centre, including vehicle identity list.
5. The vehicle service centre verifies the remote vehicle gateway, and performs mutual authentication with each vehicle on the list simultaneously.
6. 
7. 
==================<End of Change 3>==========================
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