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1
Introduction

This contribution provides some new security requirements for the WI-0023 (TR-0016) for Release 2.
2
Proposal
	Requirement ID
	Description
	Release

	SER-xxx
	The oneM2M System shall be able to support distributed authorization functions. The authorization functions include making access control decisions, providing access control policies and providing authorization attributes (e.g. roles).
	

	SER-xxx
	The oneM2M System shall be able to support user specified access control mechanisms (e.g. attribute based access control) and/or access control policy languages (e.g. XACML).
The oneM2M System shall be able to expose an interoperable interface to provide Access Control Policies (e.g. by means of specified access control policy language such as XACML).
	

	SER-xxx
	
The oneM2M system shall be able to rely on Access Control Policies from Data Providers to preserve privacy.
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