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1
Introduction

This contribution provides a proposal about how to implement Attribute Based Access Control in the oneM2M System for TR-0016.
2
Proposal
6.x
Implementing Attribute Based Access Control
6.x.1
Introduction of Attribute Based Access Control
6.x.2
General procedure of Attribute Based Access Control
The components and general procedure of enforcing ABAC mechanism in oneM2M System conforms to the authorization architecture and procedure described in clause 5, i.e. the PRP is responsible for providing ABAC policies, the PIP is responsible for providing required attributes, the PDP is responsible for evaluating ABAC policies and making access control decisions, and the PEP is responsible for enforcing the access control decision.
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