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Introduction
Relevant security requirements:
	SER-044

	For M2M Application Service data, that are processed by an M2M Application B in a M2M entity (e.g. M2M Gateway) on its path from an originator A to the recipient  M2M Application C, the oneM2M System shall provide means that enable the recipient to verify both: 
· integrity of the data received by the M2M Application B  from the originator A 
and, at the same time

· that the M2M Application B that has processed the data has not been compromized.
	Targeted for Release 2

	SER-050

	The oneM2M System shall enable pre-defined conditions to be protected from unauthorized modification.
	Targeted for Release 2


There are also weaker requirements about data integrity only.
5.x Use case for remote attestation
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