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GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
In case of a correction, and the change apply to previous releases, a separated “mirror CR” should be posted at the same time of this CR
Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.
All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction
Clause 6.2.6 of TS-0003 currently introduces only the trust functions defined in Release 1. In Release 2, the clause should be updated to include additional functionalities introduced in Release 2. 
-----------------------Start of change 1-------------------------------------------
6.2.6
Trust Enabler security functions

oneM2M Trust Enabling Architecture may require the presence of security functionalities within the Infrastructure Domain: an M2M Authentication Function (MAF),  an M2M Enrolment Function (MEF) ), a Trust Enabler Function for End-to-End security (TEF), and a Dynamic Authorization System (DAS) server. The M2M Authentication Function and the M2M Enrolment Functions shall incorporate the ability to provide for End-to-End credential registration and provisioning. In addition, a Privacy Policy Manager functionality (PPM) may be implemented to protect user’s privacy. All of these functions can be either under M2M Service Provider control or delegated to a M2M Trust Enabler (i.e. a party trusted by all involved M2M ecosystem stakeholders).

· M2M Enrolment Function (MEF):
· The MEF is used during the enrolment phase to associate a device/node/AE with an M2M Service Provider, and supports the security bootstrap procedure enabling the provisioning of the Master Credentials to be used to mutually authenticate entities accessing the infrastructure of an M2M Service Provider. The MEF relies on an initial credential pre-provisioned in the M2M node (e.g. during manufacturing). In case of MAF-based M2M Remote Security Provisioning procedure, the MEF provides the M2M Master Credential both to the MAF and the ASN/MN-CSE.

· M2M Authentication Function (MAF), used during the operational phase of M2M Services:
· M2M Master Credentials, used to mutually authenticate CSEs/AEs before granting them access to M2M services, shall be securely stored in a specific infrastructure functionality named M2M Authentication Function (MAF).

· The MAF securely contains the set of M2M Master Credentials that are used for authenticating CSEs/AEs that have been enrolled for M2M services. The MAF stores the M2M Master Credentials and possibly the identifiers of the associated CSE/AE. The MAF is identified by  its MAF-ID.

· When M2M Remote Security Provisioning procedure takes place to share a M2M Master Credential between an ASN/MN CSE and the M2M Authentication Function, the M2M Enrolment Function (MEF) communicates with the MAF through an appropriate secure interface, if not co-located.

· The MAF is also in charge of all security operations involving the usage of the M2M Master Credentials.
· Trust Enabler Function (TEF): This functionality for provisioning and managing end-to-end security credentials is described in clause 8.6.
· Dynamic Authorization System (DAS) server and Role Authorities: This functionalities manage authorization privileges to access resources that may be assigned during operation and are described in clause 7.3 and 7.4, respectively.
· Privacy Policy Manager (PPM) : This functionality that assist in the management of privacy preferences expressed by data subject with respect to service requirements and applicable regulations is described in clause 11.
-----------------------End of change 1---------------------------------------------
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