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Introduction
This contribution corrects the Dynamic Authorization text to clarify that the DAS Server is contacted via the the DAS Server’s dynamicAuthorizationPoA attribute rather than the AE-ID attribute of the <dynamicAuthorizationConsultation> resource which does not exist. 
----------------------- Start of change 1 -----------------------
7.3.1 Purpose of the Dynamic Authorization 

The Dynamic Authorization provides an interoperable framework for an Originator to be dynamically issued with temporary permissions providing the Originator with access to one or more resources on one or more CSEs. 

Applicable use cases, requirements and proposals are discussed in TR-0019 [i.15]. 

The present document specifies the exchanged Dynamic Authorization parameters and associated processing at the Originator and Hosting CSE. The transport of dynamic authorization parameters is specified in TS-0001 [1] and TS‑0004 [4].

----------------------- End of change 1 -----------------------
----------------------- Start of change 2 -----------------------
7.3.2.2 
Direct Dynamic Authorization 

The present document specifies the exchanged parameters and associated processing at the Hosting CSE. The transport of parameters is specified in clause 11.5.2, TS-0001 [1].

The message flow for the Direct Dynamic Authorization is shown in Figure 7.3.2.2-1 “Message flow for Direct Dynamic Authorization”, and described in the following text.
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Figure 7.3.2.2-1: Message flow for Direct Dynamic Authorization 

1. The Originator sends request (called the request from the Originator for this message flow) to the Hosting CSE. This request may include Tokens or Token-IDs; see the clause 7.3.2.3 “Indirect Dynamic Authorization”.

2.  Initial Hosting CSE processing:

2.1. 
If the request from the Originator includes Tokens or Token-IDs then these are processed as described in clause 7.3.2.3 “Indirect Dynamic Authorization”. The Hosting CSE evaluates the access decision algorithm, but is unable to grant access for the request from the Originator based on configured access control policies. 

2.2. 
The Hosting HCSE determines the set of DAS Server with which Direct Dynamic Authorization may be performed.

2.2.1. The HCSE examines all accessControlRules for which request satisfies the accessControlOperations and accessControlContexts in the <accessControlPolicy> resources linked to the requested resource. The HCSE collects the set of all Role-IDs in the accessControlOperators of these accessControlRules.  This Role-IDs are grouped according to the DAS Server AE-ID identified by the Role-ID.

Editor’s note: The parameters comprising the Role-ID are not yet defined, but are assumed to contain at least an identifier for a DAS Server and a label that is unique within the scope of Role-IDs assigned by the DAS Server.

NOTE: Regarding the Role-ID(s) parameter: The Originator would be granted access if a Token(s) is issued which associates the Originator with one or more of the Role-ID(s). Providing this list to the DAS Server allows the DAS Server to select a suitable set of one or more Role-ID(s) to associated with the Originator in Token(s), thereby authorizing the Originator to access the requested resources. The policies configured to the DAS Server would dictate which Role-ID(s) (if any) are included in Token(s) issued to the Originator.

2.2.2. The HCSE shall also collect the set of <dynamicAuthorizationConsultation> resources linked to the requested resource, and group these according to the DAS Server’s dynamicAuthorizationPoA  attribute of the <dynamicAuthorizationConsultation> resource.

2.3. 
The Hosting CSE selects a DAS Server (from the set determined in step 2.2) and sends a oneM2M request message containing the information described in Table 7.3.3.2-1 “Information in the Direct Dynamic Authorization message sent from Hosting CSE to DAS Server”. The transport of parameters is specified in step 2.3, clause 11.5.2, TS-0001 [1].
----------------------- End of change 2 -----------------------
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