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6
Security Area #1: Attribute Based Access Control Policy

6.1
Introduction
Editor's Note: This clause will provide general description related to each security area.

<Text>
6.2
Key Issues
Editor's Note: This clause will contain the key issues that need to be addressed on each security area.
6.2.m
Key Issue #1.m: <key issue name>
Editor's Note: Key issues within the security area are not in any particular order but they are added incrementally (m = 1, 2, 3…) when new key issue is identified.

6.2.m.1
Key issue details
Editor's Note: This clause will describe the key issue.

<Text>
6.2.m.1
Potential security requirements
Editor's Note: This clause will describe the potential requirements arising from the key issue.

<Text>
6.3
Solutions
Editor's Note: This clause will contain the solutions that address the key issues in this security area.
6.3.n
Solution #1.n: <solution name>
Editor's Note: Solutions within the security area are not in any particular order but they are added incrementally (n = 1, 2, 3…) when new solution is identified.

6.3.n.1
Introduction
Editor's Note: Each solution should list the key issues that it addresses. There may be references to the key issues outside the security area.

<Text>
6.3.n.2
Solution details
Editor's Note: This clause will describe the solution.

<Text>
6.3.n.3
Evaluation
Editor's Note: This clause will contain a variety of evaluations of this solution.
<Text>
6.4
Conclusions
Editor's Note: This clause will contain the evaluation between the solutions, and the conclusions made by WG4.
<Text>
7
Security Area #2: Enhanced Privacy Policy Enforcement
7.1
Introduction
Editor's Note: This clause will provide general description related to each security area.

<Text>
7.2
Key Issues
Editor's Note: This clause will contain the key issues that need to be addressed on each security area.
7.2.m
Key Issue #2.m: <key issue name>
Editor's Note: Key issues within the security area are not in any particular order but they are added incrementally (m = 1, 2, 3…) when new key issue is identified.

7.2.m.1
Key issue details
Editor's Note: This clause will describe the key issue.

<Text>
7.2.m.1
Potential security requirements
Editor's Note: This clause will describe the potential requirements arising from the key issue.

<Text>
7.3
Solutions
Editor's Note: This clause will contain the solutions that address the key issues in this security area.
7.3.n
Solution #2.n: <solution name>
Editor's Note: Solutions within the security area are not in any particular order but they are added incrementally (n = 1, 2, 3…) when new solution is identified.

7.3.n.1
Introduction
Editor's Note: Each solution should list the key issues that it addresses. There may be references to the key issues outside the security area.

<Text>
7.3.n.2
Solution details
Editor's Note: This clause will describe the solution.

<Text>
7.3.n.3
Evaluation
Editor's Note: This clause will contain a variety of evaluations of this solution.
<Text>
7.4
Conclusions
Editor's Note: This clause will contain the evaluation between the solutions, and the conclusions made by WG4.
<Text>
8
Security Area #3: Heterogeneous Access Control Policy Integration
8.1
Introduction
Editor's Note: This clause will provide general description related to each security area.

<Text>
8.2
Key Issues
Editor's Note: This clause will contain the key issues that need to be addressed on each security area.
8.2.m
Key Issue #3.m: <key issue name>
Editor's Note: Key issues within the security area are not in any particular order but they are added incrementally (m = 1, 2, 3…) when new key issue is identified.

8.2.m.1
Key issue details
Editor's Note: This clause will describe the key issue.

<Text>
8.2.m.1
Potential security requirements
Editor's Note: This clause will describe the potential requirements arising from the key issue.

<Text>
8.3
Solutions
Editor's Note: This clause will contain the solutions that address the key issues in this security area.
8.3.n
Solution #3.n: <solution name>
Editor's Note: Solutions within the security area are not in any particular order but they are added incrementally (n = 1, 2, 3…) when new solution is identified.

8.3.n.1
Introduction
Editor's Note: Each solution should list the key issues that it addresses. There may be references to the key issues outside the security area.

<Text>
8.3.n.2
Solution details
Editor's Note: This clause will describe the solution.

<Text>
8.3.n.3
Evaluation
Editor's Note: This clause will contain a variety of evaluations of this solution.
<Text>
8.4
Conclusions
Editor's Note: This clause will contain the evaluation between the solutions, and the conclusions made by WG4.
<Text>
9
Security Area #4: Access Control Policy Management
9.1
Introduction
Editor's Note: This clause will provide general description related to each security area.

<Text>
9.2
Key Issues
Editor's Note: This clause will contain the key issues that need to be addressed on each security area.
9.2.m
Key Issue #4.m: <key issue name>
Editor's Note: Key issues within the security area are not in any particular order but they are added incrementally (m = 1, 2, 3…) when new key issue is identified.

9.2.m.1
Key issue details
Editor's Note: This clause will describe the key issue.

<Text>
9.2.m.1
Potential security requirements
Editor's Note: This clause will describe the potential requirements arising from the key issue.

<Text>
9.3
Solutions
Editor's Note: This clause will contain the solutions that address the key issues in this security area.
9.3.n
Solution #4.n: <solution name>
Editor's Note: Solutions within the security area are not in any particular order but they are added incrementally (n = 1, 2, 3…) when new solution is identified.

9.3.n.1
Introduction
Editor's Note: Each solution should list the key issues that it addresses. There may be references to the key issues outside the security area.

<Text>
9.3.n.2
Solution details
Editor's Note: This clause will describe the solution.

<Text>
9.3.n.3
Evaluation
Editor's Note: This clause will contain a variety of evaluations of this solution.
<Text>
9.4
Conclusions
Editor's Note: This clause will contain the evaluation between the solutions, and the conclusions made by WG4.
<Text>
x
Security Area #y: <security area name>
Editor's Note: The study is expected to be divided into several security areas which all have their own key issues and solutions. Security areas are not in any particular order but they are added incrementally (y = 1, 2, 3…) when new area is identified.

x.1
Introduction
Editor's Note: This clause will provide general description related to each security area.

<Text>
x.2
Key Issues
Editor's Note: This clause will contain the key issues that need to be addressed on each security area.
x.2.m
Key Issue #y.m: <key issue name>
Editor's Note: Key issues within the security area are not in any particular order but they are added incrementally (m = 1, 2, 3…) when new key issue is identified. 'y' refers to the security area.

x.2.m.1
Key issue details
Editor's Note: This clause will describe the key issue.

<Text>
x.2.m.1
Potential security requirements
Editor's Note: This clause will describe the potential requirements arising from the key issue.

<Text>
x.3
Solutions
Editor's Note: This clause will contain the solutions that address the key issues in this security area.
x.3.n
Solution #y.n: <solution name>
Editor's Note: Solutions within the security area are not in any particular order but they are added incrementally (n = 1, 2, 3…) when new solution is identified. 'y' refers to the security area.

x.3.n.1
Introduction
Editor's Note: Each solution should list the key issues that it addresses. There may be references to the key issues outside the security area.

<Text>
x.3.n.2
Solution details
Editor's Note: This clause will describe the solution.

<Text>
x.3.n.3
Evaluation
Editor's Note: This clause will contain a variety of evaluations of this solution.
<Text>
x.4
Conclusions
Editor's Note: This clause will contain the evaluation between the solutions, and the conclusions made by WG4.
<Text>
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