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oneM2M Notice
The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.
GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.

All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
---------------------------- Start of change 1 ---------------------------------
6.3.2.1   Simple Data Types

Table 6.3.2.1‑1 describes oneM2M-specific simple data type definitions.
Table 6.3.2.1‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Examples
	Description

	m2m:id
	Generic ID
	(TBD)
	Used to represent generic IDs generated and used within oneM2M

	m2m:nodeId
	Node ID
	(TBD)
	Used for Node IDs. The constraints on this type are different from those on Generic IDs

	m2m:requestId
	Request ID
	(TBD)
	Used for Request IDs. This type includes the ID of the target CSE as well as a part that varies for each ID

	m2m:acpType
	ACP Type
	(TBD)
	Used to represent an AccessControlPolicy identifier. This can be either a URI or an opaque token

	m2m:networkaccessIdentifier
	Network Access Identifier
	user@realm
	The networkaccssIdentifier is a standard way of identifying users who request access to a network as specified at IETF RFC 4282 [18]. 

	
	
	
	

	m2m:listOfM2MID
	List of M2M identifiers
	
	xs:list of elements of data type m2m:id

	m2m:listOfEventCat
	List of (applicable) Event Categories
	(default bestEffort latest 1 10)


	xs:list of elements of data type m2m:eventCat

	m2m:listOfMinMax
	List of Time Limits
	(10  2560) 
	xs:list of two xs:long values defining min and max limits of time intervals in units of milliseconds (value -1 representing infinite time)

	m2m:backOffParameters
	List of Backoff Parameters
	(100 100 2000)
	Ordered sequence of 3 values of data type xs:nonNegativeInteger representing backoffTime, backoffTimeIncrement, maximumBackoffTime  (in units of milliseconds)

	
	
	
	

	m2m:ipv4
	IPv4 address string with optional CIDR suffix
	10.125.0.0/16,   122.77.12.1
	Required  in m2m:acr

	m2m:ipv6
	IPv6 address string with optional CIDR suffix
	::/0,  Fadf:ddd0::/32,  abcd:ffff:abb0:aaaa::/64
	Required  in m2m:acr


---------------------------- End of change 1 ---------------------------------
---------------------------- Start of change 2 ---------------------------------
6.3.2.3  Complex Data Types
Table 6.3.2.3‑1describes oneM2M-specific complex data type definitions.
Table 6.3.2.3‑1: oneM2M Complex Data Types

	XSD type name
	Element
	Element Data Type 
	Description

	m2m:filterCriteria
	createdBefore
	xs:dateTime
	Used for fc (filter criteria) parameter in a request.

	
	createdAfter
	xs:dateTime
	

	
	modifiedSince
	xs:dateTime
	

	
	unmodifiedSince
	xs:dateTime
	

	
	stateTagSmaller
	xs:positiveInteger
	

	
	stateTagBigger
	xs:nonNegativeInteger
	

	
	expireBefore
	xs:dateTime
	

	
	expireAfter
	xs:dateTime
	

	
	labels
	xs:token
	

	
	resourceType
	m2m:resourceType
	

	
	sizeAbove
	xs:nonNegativeInteger
	

	
	sizeBelow
	xs:positiveInteger
	

	
	contentType
	m2m:typeOfContent
	

	
	limit
	xs:positiveInteger
	

	
	attribute
	m2m:attribute
	

	
	filterUsage
	m2m:filterUsage
	

	m2m:eventCat
	eventCatType
	m2m:eventCatType
	Used for ec parameter in request and eventCat attribute of <delivery> resource.

	
	eventCatNo
	xs:nonNegativeInteger
	

	m2m:deliveryMetaData
	TBD
	
	Used for deliveryMetaData attribute in <delivery> resource.

	m2m:aggregatedRequest
	TBD
	
	Used for aggregatedRequest attribute in <delivery> resource.

	m2m:metaInformation
	TBD
	
	Used for metaInformation attribute in <request> resource.

	m2m:content
	TBD
	
	Used for cn parameter in request/response and content attribute in <request> resource.

	m2m:batchNotify
	number
	xs:nonNegativeInteger
	Used for batchNotify attribute in <subscription> resource.

	
	duration
	xs:duration
	

	m2m:eventNotificationCriteria
	createdBefore
	xs:dateTime
	Used for eventNotificationCriteria of a <subscription> resource..

	
	createdAfter
	xs:dateTime
	

	
	modifiedSince
	xs:dateTime
	

	
	unmodifiedSince
	xs:dateTime
	

	
	stateTagSmaller
	xs:positiveInteger
	

	
	stateTagBigger
	xs:nonNegativeInteger
	

	
	expireBefore
	xs:dateTime
	

	
	expireAfter
	xs:dateTime
	

	
	sizeAbove
	xs:nonNegativeInteger
	

	
	sizeBelow
	xs:positiveInteger
	

	
	resourceStatus
	m2m:resourceStatus
	

	
	operationMonitor
	m2m:operation
	

	
	Attribute
	m2m:attribute
	

	m2m:aggregatedNotification
	singleNotification
	list of m2m:singleNotification
	

	m2m:singleNotification
	notificationEvent
	list of m2m:notificationEvent
	

	
	verificationRequest
	xs:boolean
	

	
	subscriptionDeletion
	xs:boolean
	

	
	subscriptionReference
	xs:anyURI
	

	
	creator
	m2m:id
	

	
	notificationForwardingURI
	xs:anyURI
	

	m2m:notificationEvent
	all resource specific attributes of subscribable resource types.
	data type of each attribute

(This is defined in the sub-clauses of clause 7.3)
	Used for representation of resource at notification event.

	
	resourceStatus
	m2m:resourceStatus
	

	
	operationMonitor
	m2m:operationMonitor
	

	m2m:operationMonitor
	operation
	m2m:operation
	

	
	originator
	m2m:id
	

	m2m: externalID
	accessId
	m2m:networkaccessIdentifier
	The identifier of the node for the underlying network provider.

In 3GPP case, the accessId is mapped to External Identifier as specified in TS 23.003 [17].

	
	MSISDN
	xs: string
	The identifier of the node as specified in TS 23.003 [17],

	m2m:actionStatus
	action
	xs:anyURI
	Reference to the action (represented by a resource attribute) being performed

	
	status
	m2m:status
	Indicates the status of the operation is successful, failure or in process. See Table 6.3.2.2 1

	m2m:mgmtLinkRef
	
	(base content)
	xs:anyURI
	URI (of type xs:anyURI) with name and type attributes. 

	
	
	name (XML attribute)
	xs:string
	The name attribute represents the name of the referenced resource instance.

	
	
	type (XML attribute)
	m2m:mgmtDefinition
	The type attribute is restricted to the allowed specializations of resource type <mgmtObj>

	m2m:setOfAcrs
	
	accessControlRule
	anonymous
	Data type of privileges and selfPrivileges attributes

	
	
	accessControlOriginators
	anonymous
	

	
	
	accessControlOperations
	anonymous
	

	
	
	accessControlContexts
	anonymous
	


NOTE: List of subscribable resource types are <accessControlPolicy>, <CSEBase>, <remoteCSE>, <AE>, <container>, <contentInstance>, <schedule>, <locationPolicy>, <delivery>, <request>, <group>, <mgmtObj>, <mgmtCmd>, <execInstance>, <node>, <m2mServiceSubscription>, <nodeInfo>, <statsConfig>, <eventConfig> and <statsCollect>

---------------------------- End of change 2 ---------------------------------
---------------------------- Start of change 3 ---------------------------------
6.3.2.2.2.29    m2m:listOfBoolean
Used to define the value space of the attribute “limitsDelAggregation” by imposing restrictions on the value space of xs:boolean.
Table 6.3.2.2.2.29‑1: Interpretation of listOfBoolean 

	Value
	Interpretation
	Note

	1
	true
	

	2
	false
	

	3
	True and false
	

	See Clause D.1.5 “[cmdhLimits] Recource” 


---------------------------- End of change 3 ---------------------------------
---------------------------- Start of change 4 ---------------------------------
7.3.1      Resource Type accessControlPolicy
7.3.1.1     Introduction

The <accessControlPolicy> resource is comprised of  privileges and selfPrivileges attributes which represent a set of access control rules  defining which entities (defined as accessControlOriginators) have the privilege to perform  certain operations (defined as accessContolOperations) within specified contexts (defined as accessControlContexts) and are used by the CSEs in making access decision to specific resources.
The detailed description can be found in clause 9.6.2 in Architecture TS [6].

Table 7.3.1.1‑1: Data Type Definition of accessControlPolicy

	Data Type ID
	File Name
	Note

	accessControlPolicyType

	CDT-accessControlPolicy.xsd
	


Table 7.3.1.1‑2: Applicable Common Attributes on accessControlPolicy

	Attribute Name
	Request Optionality 
	Default Value
	Resource Specific Note

	
	C
	R
	U
	D
	
	

	resourceType
	NP
	O
	NP
	NP
	
	

	resourceID
	NP
	O
	NP
	NP
	
	

	parentID
	NP
	O
	NP
	NP
	
	

	expirationTime
	O
	O
	O
	NP
	
	

	Labels
	O
	O
	O
	NP
	
	

	creationTime
	NP
	O
	NP
	NP
	
	

	lastModifiedTime
	NP
	O
	NP
	NP
	
	

	announceTo
	O
	O
	O
	NP
	
	

	announcedAttribute
	O
	O
	O
	NP
	
	


Table 7.3.1.1‑3: Data Types for resource specific attributes
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints 

	
	C
	R
	U
	D
	
	

	Privileges
	M
	O
	O
	NP
	m2m:setOfAcrs
	

	selfPrivileges
	M
	O
	O
	NP
	m2m:setOfAcrs
	


Table 7.3.1.1‑4: Child resources of accessControlPolicy
	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to Resource Type Definition

	<subscription>
	[variable]
	0..n
	Clause 7.3.7


---------------------------- end of change 4 ---------------------------------
---------------------------- Start of change 5 ---------------------------------
Note: the changes below are relative to the approved CR PRO-2014-0436R03-TS-0004_Annex_F_Cleanup
Annex F (informative):
Guidelines for one M2M resource type XSD

This Annex contains rules to be followed when creating XML Schema Definition (XSD) files to represent the oneM2M resources. The XSD files themselves form part of the oneM2M protocol specification, but the rules used to construct them do not, hence this Annex is informative.

The purpose of these rules is:

· To keep a consistent style between the schemas for different resources

· To keep the XSD simple

· To allow individual resource schemas to be authored and maintained separately, while minimising the risk of conflict when they are all used together

1) Each XSD file should include a schema element with following namespace declarations: 

        <xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" 

                      targetNamespace="http://www.onem2m.org/xml/protocols" 
                      xmlns:m2m="http://www.onem2m.org/xml/protocols"
                      elementFormDefault="unqualified" attributeFormDefault="unqualified" >
This defines the prefix xs: for the XML Schema namespace, a target namespace http://www.onem2m.org/xml/protocols, and the prefix m2m: as equivalent for the target namespace. Locally declared elements and attributes shall be unqualified (elementFormDefault and attributeFormDefault declarations are not strictly required since “unqualified” is the default value setting).  

2) Each Resource XSD file will contain a single Global Element Declaration whose name is the name of the Resource Type in accordance with [6]. This means that the root element of a Resource (when represented as an XML instance) contains an m2m: (or equivalent) namespace prefix. It shall not contribute anything to the m2m: namespace other than this root element.

3) The root element of each Resource XSD file shall have an attribute called “name” which gives an identifier for that particular resource instance. A URI to the resource instance can be constructed by taking the URI of its parent and appending /<name> where <name> is the value of the name attribute.

4) Each resource attribute of the Resource Type in accordance with [6] is represented as a child element of the top level element. It shall be declared as an element that is local to the resource that contains it, and so does not have a namespace prefix in any XML instance representation of the resource.
5) Each child resource of the Resource Type in accordance with [6] shall be represented as a child element of the top level element using the name ‘childResource’ of data type m2m:childResourceRef. 
6) Each resource attribute shall be declared to use one of the following data types:

a. A data type listed in clause 6.3.1 or 6.3.2. 

b. A list of one of the data types listed in clause 6.3.1 or 6.3.2. If the list type is not already included in 6.3.2 it may be defined inside the XSD file for the resource, but if so it must be defined as an anonymous type in the attribute declaration itself. 

c. A data type derived by restriction from one of the types listed in clause 6.3.1 or 6.3.2. This may either be added to clause 6.3.2 or defined inside the XSD file for the resource, but in the latter case it must be defined as an anonymous type in the attribute declaration itself.

d. An anonymous complex type defined as part of the attribute declaration (inside the XSD file for the resource). The complex type should only be composed out of the types listed in clause 6.3.1 or 6.3.2.  

7) If a data type is used by more than one attribute (either in the same resource or in two different resources) it must be included in 6.3.2, and referenced by each attribute that uses it. Options 6b, 6c, 6d should only be used in cases where the type is only used by one attribute.
8) With the exception of CSEBase, all Resource types will extend one of the XML complex types regularResourceType, subordinateResourceType or announceableResourceType defined in the file CDT-commonTypes-v1_0_0.xsd.

9) The resource-specific attributes and child resources shall appear as a sequence of elements in the XSD file, with their order being determined by the order shown in the tables in clause 9.6 of [6].

10) Each XSD file shall include an XML comment that contains a oneM2M Copyright Notification,  Notice of Disclaimer & Limitation of Liability, and a change history. The change history is to be filled in only after the initial release.

11) To enable distinction between element names used for resource attributes and their data types in the m2m: namespace, it shall be avoided to use identical names. It is recommended to use the text suffix ‘Type’ in data type names.


Example:    


<xs:element name="status" type="m2m:statusType />
---------------------------- End of change 5 ---------------------------------
CHECK LIST

· Does this change request include an informative introduction containing the problem(s) being solved, and a summary list of proposals.?
· Does this CR contain changes related to only one particular issue/problem?
· Does this change request  make all the changes necessary to address the issue or problem?  E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable?
· Does this change request follow the drafting rules?
· Are all pictures editable?
· Have you checked the spelling and grammar?
· Have you used change bars for all modifications?
· Does the change include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change? (Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.)
· Are multiple changes in this CR clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.?
�This data type should be listed together with  m2m:childResourceRef. both data types may be renamed to childResourceType and mgmtLinkType.


�The structure of this table is not appropriate to fully define this data type 


�accessControlPolicy attribute is defined currently with an unnamed anonymous data type. 
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