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Introduction
The ‘Filter Criteria’ cannot be applied on RETEIVE operation in HTTP and CoAP operation with current sepecification since GET operation won’t take body content with structured data.
This contribution proposed to change the definition of Fileter Criteria as concept instead of structured data.

Following definition texts of fc(filter criteria) are cited from “clause 8.1.2 Request” in architecture TS.

· fc: optional filter criteria: conditions for filtered retrieve operation are described in table 8.1.2-1. This is used for resource discovery (clause 10.2.6) and general retrieve, update, delete requests (clause 10.1.2, 10.1.3 and 10.1.4). 
Example usage of retrieve requests with filter criteria using modifiedSince condition tag: if a target resource is modified since 12:00 then the Hosting CSE will send a resource representation. 
Disrestype: Optional Discovery result format. This parameter applies to discovery related requests (see clause 10.2.6) to indicate the preference of the Originator for the format of returned information in the result of the operation. This parameter shall take on one of the following values reflecting the options in clause 9.3.1:
Hierarchical URI option.

Non-hierarchical URI option.

CSE-ID, and resource identifier option.

For example if Disrestype is set to Non-hierarchical URI option, then the request Originator indicates that the discovered resources should be in the form of Non-hierarchical URI.

The absence of the parameter implies that the result shall be in Hierarchical URI format.
Table 8.1.2-1: filterCriteria conditions

	Condition tag
	Multiplicity
	Matching condition

	createdBefore
	0..1
	The creationTime attribute of the resource is chronologically before the specified value.

	createdAfter
	0..1
	The creationTime attribute of the resource is chronologically after the specified value.

	modifiedSince
	0..1
	The lastModifiedTime attribute of the resource is chronologically after the specified value.

	unmodifiedSince
	0..1
	The lastModifiedTime attribute of the resource is chronologically before the specified value.

	stateTagSmaller
	0..1
	The stateTag attribute of the resource is smaller than the specified value.

	stateTagBigger
	0..1
	The stateTag attribute of the resource is bigger than the specified value.

	expireBefore
	0..1
	The expirationTime attribute of the resource is chronologically before the specified value.

	expireAfter
	0..1
	The expirationTime attribute of the resource is chronologically after the specified value.

	labels
	0..n
	The labels attributes of the resource matches the specified value.

	resourceType
	0..n
	The resourceType attribute of the resource is the same as the specified value. It also allows differentiating between normal and announced resources.

	sizeAbove
	0..1
	The contentSize attribute of the <contentInstance> resource is equal to or greater than the specified value.

	sizeBelow
	0..1
	The contentSize attribute of the <contentInstance> resource is smaller than the specified value.

	contentType
	0..n
	The typeOfContent attribute of the <contentInstance> resource matches the specified value.

	limit
	0..1
	Limitation the number of matching resources to the specified value.

	attribute
	0..n
	This is an attribute of resource types (clause 9.6). Therefore, a real tag name is variable and depends on its usage. E.g. creator of container resource type can be used as a filter criteria tag as “creator=Sam”. 

	filterUsage
	0..1
	Indicates how the filter criteria is used. E.g. if this parameter is not provided, the Retrieve operation is for generic retrieve operation. If filterUsage is provided, the Retrieve operation is for resource <discovery> (clause 10.2.6).


The rules when multiple conditions are used together shall be as follows:

different conditions shall use the "AND" logical operation

same conditions shall use the "OR" logical operation

Below is an example usage of filter criteria conditions in a HTTP query: an HTTP GET operation can be requested applying also a filter in the query part of the request itself:


GET /root?label=one&label=two&createdBefore=2014-01-01T00:00:00&limit=128&filterUsage=discovery
The example discovers a maximum of 128 resources matching the following logical condition: createdBefore < 2014‑01‑01T00:00:00 AND (label = one OR label = two).

Once the Request is delivered, the Receiver shall analyze the Request to determine the target resource.

If the target resource is addressing another M2M Node, the Receiver shall route the request appropriately.

If the target resource is addressing the Receiver, it shall:

Check the existence of to addressed resource.

Identify the resource type by ty.

Check the privileges for fr Originator to perform the requested operation.

Perform the requested operation (using cn content when provided) according to the provided request parameters as described above.

Depending on the request result content, respond to the Originator with indication of successful or unsuccessful operation results. In some specific cases (e.g. limitation in the binding protocol or based on application indications), the Response could be avoided.

R01: Using ISO8601 Basic format is suggested from the group members.
-----------------------Start of change 1-------------------------------------------
6.3.6
Filter Criteria
The request message parameter Filter Criteria shall be specified as combination of following sub-parameters.
6.3.6.1 creationTime condition
The condition matches with the resources which the creationTime attribute is chronologically in specified range.
Table 6.3.6.1-1: Defition of Create Time condition

	Format Variants
	Definition
	Note

	createdBefore
	m2m:timestamp
	

	created After
	m2m:timestamp
	

	
	
	

	NOTE: Both createdBefore and createdAfter may be specified same time, but createdAfter must be the timestamp before createdBefore.



6.3.6.2 lastModifiedTime condition
The condition matches with the resources which the lastModifiedTime attribute is chronologically in specified range.
Table 6.3.6.2-1: Defition of LastModified Time condition

	Format Variants
	Definition
	Note

	modifiedSince
	m2m:timestamp
	

	unmodifiedSince
	m2m:timestamp
	

	
	
	

	NOTE: Both modifiedSince and unmodifiedSince may be specified same time, but modifiedSince must be the timestamp before unmodified Since.


6.3.6.3 State Tag condition
The condition matches with the <contentInstance> resources which the stateTag attribute is in specified numeric value range.
Table 6.3.6.1-1: Defition of State Tag condition

	Format Variants
	Definition
	Note

	stateTagSmaller
	xsd:positiveInterger
	

	stateTagBigger
	xsd:nonNegativeInteger
	

	NOTE: 


6.3.6.4 expirationTime condition 
The condition matches with the expirationTime attribute of the resources is chronologically in specified chnological time range.
Table 6.3.6.2-1: Defition of ExirationTime condition

	Format Variants
	Definition
	Note

	exprieBefore
	m2m:timestamp
	

	expireAfter
	m2m:timestamp
	

	
	
	

	NOTE: Both expireBefore and expireAfter may be specified same time, but expireBefore must be the timestamp after expireAfter.



6.3.6.5 labels Match condition
The condition matches with the resource which labels attribute contains the specified value.
Table 6.3.6.2-1: Defition of Lebel Match condition

	Format Variants
	Definition
	Note

	label contains
	xs:token
	

	any of label matches
	list of xs:token
	separator of list elements shall be specified in protocol bindings.

	NOTE:


6.3.6.6 resourceType Match condition
The condition matches with the resource which resourceType attribute value is specified value.
Table 6.3.6.2-1: Defition of Resource Type Match condition

	Format Variants
	Definition
	Note

	single type
	m2m:resourceType
	

	multiple types
	list of m2m:resourceType
	separator of list elements shall be specified in protocol bindings.

	NOTE:


6.3.6.7 contentSize condtion
The condition matches with the contentSize attribute of the <contentInstance> resources is in range of specified numerica value range.
Table 6.3.6.2-1: Defition of Content Size Match condition

	Format Variants
	Definition
	Note

	sizeBelow
	xs:nonNegativeInteger.
	

	sizeAbove
	xs:nonNegativeInteger.
	

	NOTE:


6.3.6.8 typeOfContent condition
The condition matches with the typeOfContent attribute of the <contentInstance> resource is the specified value.
Table 6.3.6.2-1: Defition of Content Type Match condition

	Format Variants
	Definition
	Note

	content type
	xs:token
	The one of the Content-Type string shall be specified

	content sub-types
	xs:token after ‘:’ character.
	The one of the Content sub-type strings shall be specified.

	NOTE:


6.3.6.9 attribute Match condition

The condition matches with the resources which all attribute/value pairs are specified combination.

Table 6.3.6.2-1: Defition of Attribute Match condition

	Format Variants
	Definition
	Note

	single pair
	concatenation of xs:token with ‘:’ character.
	first token shall be shortname of attribute and second token shall be its value.

	multiple pairs
	list of single pairs.
	separator of list elements shall be specified in protocol bindings.

	NOTE:


6.3.6.10 Limit results request parameter
Limitation the number of matching resources to the specified value.
Table 6.3.6.2-1: Defition of Limit conditions

	Format Variants
	Definition
	Note

	limits
	xs:nonNegativeInteger
	

	NOTE:


6.3.6.11 Filter Usage request parameter
Indicates how the filter criteria is used. E.g. if this parameter is not provided, the Retrieve operation is for generic retrieve operation.
Table 6.3.3.2.33‑1: Definition of Filter Usage
	Value
	Interpretation
	Note

	1
	Discovery Criteria
	

	2
	Event Notification Criteria
	

	NOTE:



Editors Note: consider moving this to enumeration type definition section.
-----------------------End of change 1---------------------------------------------
-----------------------Start of change 2-------------------------------------------



	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


-----------------------End of change 2---------------------------------------------
-----------------------Start of change 3-------------------------------------------
1.1.1 oneM2M Simple Data Types

Table 6.3.2‑1 describes oneM2M-specific simple data type definitions. XML Schema datatype definitions for these data types can be found in the XSD file called CDT-commonTypes-v1_0_0.xsd.

The types in table 6.3.2‑1 are either:

· Atomic datatypes derived from XML Schema datatypes by restrictions other than enumeration

· List datatypes constructed from other XML Schema or oneM2M-defined atomic datatypes.

The oneM2M-defined enumeration datatypes are defined in clause 6.3.2.2.
Table 6.3.2‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Examples
	Description

	m2m:ID
	Generic ID
	(TBD)
	Used to represent generic IDs generated and used within oneM2M

	m2m:nodeID
	Node ID
	(TBD)
	Used for Node IDs. The constraints on this type are different from those on Generic IDs

	m2m:requestID
	Request ID
	(TBD)
	Used for Request IDs. This type includes the ID of the target CSE as well as a part that varies for each ID

	m2m:acpType
	ACP Type
	(TBD)
	Used to represent an AccessControlPolicy identifier. This can be either a URI or an opaque token

	m2m:labelsType
	Labels
	
	A list of tokens used as keys for discovering resources

	m2m: networkaccessID
	Network Access Identifier
	user@realm
	The networkaccessIdentifier is a standard way of identifying users who request access to a network as specified at IETF RFC 4282 [18]. 

	m2m:listOfM2MID
	List of M2M identifiers
	
	xs:list of elements of data type m2m:ID

	m2m:listOfEventCat
	List of (applicable) Event Categories
	(default bestEffort latest 1 10)


	xs:list of elements of data type m2m:eventCat

	m2m:listOfMinMax
	List of Time Limits
	(10  2560) 
	xs:list of two xs:long values defining min and max limits of time intervals in units of milliseconds (value -1 representing infinite time)

	m2m:backOffParameters
	List of Backoff Parameters
	(100 100 2000)
	Ordered sequence of 3 values of data type xs:nonNegativeInteger representing backoffTime, backoffTimeIncrement, maximumBackoffTime  (in units of milliseconds)

	m2m:ipv4
	IPv4 address string with optional CIDR suffix
	10.125.0.0/16,   122.77.12.1
	Required  in m2m:acr

	m2m:ipv6
	IPv6 address string with optional CIDR suffix
	::/0,  Fadf:ddd0::/32,  abcd:ffff:abb0:aaaa::/64
	Required  in m2m:acr

	m2m:timestamp
	Time stamp string
	20141003T112032
	DateTime string of ‘Basic Format’ specified in ISO8601[new]. Time zone must be interpreted as UTC timezone.


-----------------------End of change 3---------------------------------------------
-----------------------Start of Changes to References Section -------------

2.1
Normative references

The following referenced documents are necessary for the application of the present document.

[1]
IETF RFC 5139: "Revised Civic Location Format for Presence Information Data Format Location Object (PIDF-LO)".

[2]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[3]
W3C XMLSchemaP2: "W3C Recommendation (2004), XML Schema Part 2:Datatypes Second Edition.".

[4]
oneM2M TS-0005  Management Enablement (OMA)[5]
oneM2M TS-0006 Management Enablement (BBF)
[6]
oneM2M TS-0001 "Functional Architecture". TBD.

[7]
oneM2M TS-0003 Security Solutions
 [8]
IEEE 754-2008: IEEE. IEEE Standard for Floating-Point Arithmetic. 29 August 2008. http://ieeexplore.ieee.org/servlet/opac?punumber=4610933

[9]
IETF RFC 3548: "The Base16, Base32, and Base64 Data Encodings". 2003.

[10]
IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies". 1996.

[11]
IETF RFC 3987:" Internationalized Resource Identifiers (IRIs)" . January 2005.

[12]
IETF BCP 47: "Best Current Practices 47". Concatenation of RFC 4646:" Tags for Identifying Languages"(2006) and RFC 4647: "Matching of Language Tags"( 2006).

[13]
IETF RFC 3588: "Diameter Base Protocol". September 2003.

[14]
IETF RFC 6733: "Diameter Base Protocol". October 2012.

[15]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications" Release 11.

[16]
3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS)" Release 11.

[17]
3GPP TS 23.003: "Numbering, addressing and identification".

 [18]
IETF RFC 4282: "The Network Access Identifier".

[19]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[20]
Unicode: "The Unicode Consortium. The Unicode Standard.”

[21]
IETF RFC 3629: " UTF-8, a transformation format of ISO 10646".
[new]
ISO 3601:2004; "Data elements and interchange formats -- Information interchange -- Representation of dates and times".
-----------------------End of Changes to References  -------------
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