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We have been made aware of the activity described at:
http://www.truste.com/about-TRUSTe/press-room/news-truste-announces-multi-stakeholder-iot 
We had a brief discussion on this topic on the Coord reflector, and there was some agreement that we should contact them and register interest.

The proposal is to have the Secretariat make contact via email, using the text below:

We read with interest your recent announcement regarding the creation of your IoT Privacy Tech Working Group, and would like to bring to your attention the related ongoing work in oneM2M. 

oneM2M is a global standards initiative for Machine to Machine (M2M) communications and the Internet of Things (IoT). 

It is developing globally agreed, access-independent, end-to-end specifications for an M2M communications and management system that can be readily embedded within various hardware and software. Here it will connect the billions of devices in the field with M2M application servers worldwide, powering the IoT. 

oneM2M’s architecture and standards are designed to be applied to many different technologies in many different industries, and to take account of the needs of all sectors. 

oneM2M specifications provide a common means for communications service providers to support applications and services as diverse as:

•
the smart grid

•
the connected car

•
home automation

•
energy management

•
enterprise supply chain

•
public safety

•
eHealth and telemedicine 

oneM2M is producing specifications and reports for M2M communications which will enable large‐scale implementation of the IoT. Initially, the project is looking at:

•
A common set of Service Layer capabilities

•
An access-independent view of end-to-end services

•
Open/standard interfaces, APIs and protocols

•
Security, privacy and charging

•
Reachability and discovery of applications

•
Interoperability, including test and conformance specifications

•
Identification and naming of devices and applications

•
Management aspects (including the remote management of entities)

We anticipate a release of the first version of our technical specifications in January 2015. 

We wish to register our interest in your work, and welcome future collaboration, and would be pleased to receive further information on how we may participate in your activities.

Further information on our organization can be obtained from our web site (http://www.onem2m.org) or by contacting the oneM2M Secretariat (oneM2M_Secretariat@list.onem2m.org)
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