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Introduction

The review of XSD files after the PRO#15 meeting in Miami has discovered a number of inconsistencies between data type definitions in TS-0004 and in the XSD files. These issues are summarised in the Excel sheet attached to PRO-2015-0730. Some of these changes which are not just editorial could not be corrected by the rapporteurs in the published version of TS-0004v1.0.1. 

This CR addresses some of the issues listed in PRO-2015-0730 and aims to align TS-0004 with the published XSD files version v1_0_0. If the proposed change to TS-0004 cannot be agreed, in most cases the corresponding XSD file(s) would need to be revised.

Note that issues on Access Control Policy related data types listed in PRO-2015-0730 are addressed in a separate CR, PRO-2015-0732.
change 1+2: Adding data type  m2m:triggerRecipientID missing in TS-0004, removing parentheses from list types
change 3:  data type m2m:attribute changed to sequence of name and value

change 4:  renaming element “type” of anyArgType to “value”

change 5:  removing “anyArg” element from m2m:execReqArgsListType
change 6: m2m:mgmtLinkRef, data type of @name change from xs:string to xs:NCName

change 7: m2m:childResourceRef, data type of @name change from xs:string to xs:NCName
change 8: spelling corrections to Response Status Code names

change 9: data type of locationStatus attribute of <locationPolicy> resource changed from xs:string to xs:status

change 10:  data types of currentNrOfMembers and maxNrOfMembers  attributes of <group> resource corrected from xs:long to xs:nonNegativeInteger
change 11: Clarifications on data types of notification data object

change 12: Correction of data type of requestContext and requestCharacteristics attributes of <cmdhLimits> resource from xs:string to xs:anyType. This change was agreed at discussion of agreed CR PRO-2014-0663R04, but it was forgotten to be implemented in the CR.

changes added in revision R01:
addition to change 2:  in Table 6.3.2-1, ‘m2m:labelsType’ replaced by ‘m2m:labels’ for alignment with the XSD

addition in change 12:  Data type of limitsDelAggregation attribute, ‘m2m:permittedBooleanValues’ replaced by  ‘list of xs:boolean’ and text on constraints added to the last column.
change 13: Addition of a new clause 6.3.3.2.31  which defines the enumeration data type ‘m2m:filterUsage’

change 14: Correction of data type ‘m2m:stdEventCats’ defined in clause 6.3.3.3.4
changes in revision R02 relative to R01:
change 2:  simple data type m2m:networkAccessID removed from Table 6.3.2-1. Also, reference [18] is removed from the list of normative references in clause 2.1 as it is used in the deleted table entry only.
change 8: additional corrections in table 6.6.3.7-1 in RSC descriptions, 2 removed spacing, spelling correction in CANCELLATION

change 9:  agreement to keep data type xs:string for locationStatus attribute and to change  






  CDT-locationPolicy_v1_0_0.xsd instead.  

change 11 (= change 10 in R02): corrected number of Table 7.4.1.1-2 

change 12 (= change 11 in R02): updated description of the data type of the limitsDelAggregation attribute
change 13: definition of data type m2m:filterUsage. This proposed change was removed from this CR. It needs to be addressed in a separate CR, since additional major corrections of clause 6.3.6 are needed.
change 14 (= change 12 in R02):  ‘default’ entry of data type m2m:stdEventCats remains removed, but for backward compatibility the enumeration values of the remaining  entries are kept unchanged.
change 13 (new):  clause 6.3.4. 31 alignment of  m2m:operationResult with the sequence of parameters in the response primitive. This was agreed when discussing the open issue in line 8 of the ToDo spread sheet in PRO-2015-730R01. This data type needs to be updated in CDT-commonTypes-v1_0_0 accordingly.

 changes in revision R03 relative to R02:
· replaced primitive parameter names with XML complex type element names in m2m:operationsMonitor 
· in the range 0 to 65535.
-----------------------Start of change 1-------------------------------------------

1.1.1 Summary of oneM2M Identifiers

Table 6.2.1-1 shows the summary of M2M Identifiers defined in oneM2M TS-0001 Functional Architecture [Error! Reference source not found.].
Table 6.2.1‑1: M2M Identifiers

	Identifier
	Data Type
	Description

	M2M-SP-ID
	m2m:ID

(see clause 6.3)
	A globally unique ID as specified in [Error! Reference source not found.]

	App-ID
	m2m:ID (see clause 6.3)
	The identifier is specified in[Error! Reference source not found.]

	AE-ID
	m2m:ID 
(see clause 6.3)
	A globally unique ID as specified in [Error! Reference source not found.]


	CSE-ID
	m2m:ID 
(see clause 6.3)
	A globally unique ID as specified in [Error! Reference source not found.]


	M2M-Node-ID
	m2m:nodeID
(see clause 6.3)
	A globally unique ID as specified in[Error! Reference source not found.]

	M2M-Sub-ID
	m2m:ID 
(see clause 6.3)
	A globally unique ID as specified in [Error! Reference source not found.]

	M2M-Request-ID
	m2m:requestID
(see clause 6.3)
	A unique ID as specified in [Error! Reference source not found.]

	M2M-Ext-ID
	m2m:externalID
(see clause Error! Reference source not found.)
	The identifier is specified in [Error! Reference source not found.]

	UNetwork-ID
	m2m:ID 
(see clause 6.3)
	A unique ID as specified in [Error! Reference source not found.]

	Trigger-Recipient-ID
	m2m:triggerRecipientID
	The identifier is specified in [Error! Reference source not found.]


-----------------------End of change 1-------------------------------------------

-----------------------Start of change 2-------------------------------------------

1.1.2 oneM2M simple data types

Table 6.3.2‑1 describes oneM2M-specific simple data type definitions. XML Schema data type definitions for these data types can be found in the XSD file called CDT-commonTypes-v1_0_0.xsd.

The types in table 6.3.2‑1 are either:

· Atomic data types derived from XML Schema data types by restrictions other than enumeration

· List data types constructed from other XML Schema or oneM2M-defined atomic data types.

The oneM2M-defined enumeration data types are defined in clause Error! Reference source not found..

Table 6.3.2‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Examples
	Description

	m2m:ID
	Generic ID
	//globalm2m.org
	Used to represent generic IDs generated and used within oneM2M (M2M-SP-ID)

	
	
	//globalm2m.org/C190XX7T
	(CSE-ID)

	
	
	//globalm2m.org/CSE1/123A38ZZY
	(AE-ID)

	m2m:nodeID
	Node ID
	urn:gsma:imei:90420156-025763-0;svn=42
	Used for Node IDs. The constraints on this type are different from those on Generic IDs
(IMEI as node ID)

	m2m:deviceID
	Device ID
	
	

	m2m:externalID
	M2M-EXT-ID
	urn:gsma:imei:90420156-025763-0;vers=0
	The identifier of the node for the underlying network provider.
In 3GPP case, the accessID is mapped to External Identifier as specified in TS 23.003 Error! Reference source not found..

Or (MSISDN)

The identifier of the node as specified in TS 23.003 Error! Reference source not found.,

	m2m:requestID
	Request ID
	ab3f124a, CSE1/98821
	Used for Request IDs. This type may include the ID of the target CSE as well as a part that varies for each ID

	m2m:nhURI
	Non hierarchical Identifier
	/CSE090112/ C190XX7T
	Used where a resourceID is required to be non-hierarchical

	m2m:acpType
	List of ACP Types
	//IN-CSEID.m2m.myoperator.org/93405
	Used to represent an AccessControlPolicy identifier. This can be either a URI or an opaque token

	m2m:labels
	Labels
	printers networkwifi1  vendor1
	A list of tokens used as keys for discovering resources (searching wifi connected printer from vendor 1)

	
	
	
	

	m2m:triggerRecipientID
	Trigger Recipient Identifier
	4000
	Used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. Defined as port number in the range 0 to 65535.

	m2m:listOfM2MID
	List of M2M identifiers
	
	xs:list of elements of data type m2m:ID

	m2m:listOfMinMax
	List of Time Limits
	10  2560 
	xs:list of two xs:long values defining min and max limits of time intervals in units of milliseconds (value -1 representing infinite time)

	m2m:backOffParameters
	List of Backoff Parameters
	100 100 2000
	Ordered sequence of 3 values of data type xs:nonNegativeInteger representing backoffTime, backoffTimeIncrement, maximumBackoffTime  (in units of milliseconds)

	m2m:ipv4
	IPv4 address string with optional CIDR suffix
	10.125.0.0/16,   122.77.12.1
	Required  in m2m:acr

	m2m:ipv6
	IPv6 address string with optional CIDR suffix
	::/0,  Fadf:ddd0::/32,  abcd:ffff:abb0:aaaa::/64
	Required  in m2m:acr

	m2m:countryCode
	Country Code
	KR
	2-character country code as defined by ISO-3166

	m2m:poaList
	List of PointOfAccess strings
	http://172.25.0.10:8080,

coap://m2m.sp.com
	list of xs:string.  Each pointOfAccess entry in list is represented as a string containing the underlying transport protocol as well as the IP address and port (or an FQDN).  

	m2m:timestamp
	Time stamp string
	20141003T112032
	DateTime string of ‘Basic Format’ specified in ISO8601 [27]. Time zone shall be interpreted as UTC timezone.

	m2m:typeOfContent
	Type of Content
	application/xml
	The media type shall be an IANA registered Media Types name,  or an experimental Media Type (See [26]) ‘:’

	m2m:contentInfo
	Content Information
	application/xml:2
	A string consisting of a media type optionally followed by a m2m:encoding separated by ‘:’ character. 

If the encoding portion is omitted, value 0 (plain) shall be applied ‘:’..

	m2m:eventCat
	Event Category
	2
	Either

1. One of the values from m2m:stdEventCats or

2. A user-defined category in the range 100-999

	m2m:eventCatWithDef
	Event Category with default
	0
	Either
1. A value from m2m:eventCat , or

2. The value 0 which has the special meaning “default”

	m2m:listOfEventCat
	List of (applicable) Event Categories
	1 101

	xs:list of elements of data type m2m:eventCat

	m2m:listOfEventCatWithDef
	List of m2m:eventCatWithDef
	0 1 101
	

	m2m:scheduleEntry
	Schedule Entry
	* 0-5 2,6,10 * * *
	The string is used to describe a duration of enablement. The string format is described in clause Error! Reference source not found.


-----------------------End of change 2-------------------------------------------

-----------------------Start of change 3-------------------------------------------

1.1.2.1 m2m:attribute
Used in m2m:eventNotificationCriteria and m2m:filterCriteria.
Table 6.3.4.8‑1: Type Definition of m2m:attribute

	Element Path
	Element Data Type 
	Multiplicity
	Note

	name
	xs:NCName
	1
	

	value
	xs:anyType
	1
	


-----------------------End of change 3-------------------------------------------

-----------------------Start of change 4-------------------------------------------

1.1.2.2 m2m:anyArgType
Table 6.3.4.14‑1: Type Definition of m2m:anyArgType
	Element Path
	Element Data Type 
	Multiplicity
	Note

	name
	xs:NCName
	
	

	value
	xs:anyType
	
	


-----------------------End of change 4-------------------------------------------

-----------------------Start of change 5-------------------------------------------

1.1.2.3 m2m:execReqArgsListType
Table 6.3.4.22‑1: Type Definition of m2m:execReqArgsListType
	Element Path
	Element Data Type 
	Multiplicity
	Note

	reset
	m2m:resetArgsType
	0..n
	

	reboot
	m2m:rebootArgsType
	0..n
	

	upload
	m2m:downloadArgsType
	0..n
	

	download
	m2m:downloadArgsType
	0..n
	

	softwareInstall
	m2m:softwareInstallArgsType
	0..n
	

	softwareUpdate
	m2m:softwareUpdateType
	0..n
	

	softwareUninstall
	m2m:softwareUninstallArgsType
	0..n
	

	
	
	
	


This type is an xs:choice.  It shall contain elements from no more than one row listed in the table above.
-----------------------End of change 5-------------------------------------------

-----------------------Start of change 6-------------------------------------------

1.1.2.4 m2m:mgmtLinkRef
Table 6.3.4.23‑1: Type Definition of m2m:mgmtLinkRef

	Element Path
	Element Data Type 
	Multiplicity
	Note

	(base content)
	xs:anyURI
	1
	URI (of type xs:anyURI) with name and type attributes. 

	@name
	xs:NCName
	1
	The name attribute represents the name of the referenced resource instance.

	@type
	m2m:mgmtDefinition
	1
	The type attribute is restricted to the allowed specializations of resource type <mgmtObj>


In the above table, names of XML schema attributes are prefixed with a “@” character to differentiate these from Resource attribute names. The “@” character is not part of the actual attribute name.
-----------------------End of change 6-------------------------------------------
-----------------------Start of change 7-------------------------------------------

1.1.2.5 m2m:childResourceRef
Table 6.3.4.24‑1: Type Definition of m2m:childResourceRef

	Element Path
	Element Data Type 
	Multiplicity
	Note

	(base content)
	xs:anyURI
	1
	URI of the child resource

	@name
	xs:NCName
	1
	Gives the name of the child resource pointed to by the URI

	@type
	m2m:resourceType
	1
	Gives the resourceType of the child resource pointed to by the URI


In the above table, names of XML schema attributes are prefixed with a “@” character to differentiate these from Resource attribute names. The “@” character is not part of the actual attribute name.

-----------------------End of change 7-------------------------------------------
-----------------------Start of change 8-------------------------------------------
1.1.3 Definition of Response Status Codes

1.1.3.1 Overview
The tables in the following clauses specify the RSCs for oneM2M releases. Each RSC includes: a response status represented as numeric code. The supplemental information may be returned when it is needed.
1.1.3.2 
Informational response class
Table 6.6.3.2‑1 specifies the RSCs for acknowledgement responses for each release.

Table 6.6.3.2‑1: Informational Responses class

	Numeric Code
	Description

	1000
	ACCEPTED


1.1.3.3 
Successful response class
Table 6.6.3.2-1 specifies the RSCs for Successful responses.

Table 6.6.3.3‑1: RSCs for Successful response class

	Numeric Code
	Description

	2000
	OK

	2001
	CREATED

	2002
	DELETED

	2004
	CHANGED


1.1.3.4 Redirection response class
In this release, no values in this response class are defined.
Table 6.6.3.4‑1: RSCs for Redirection response class

	Numeric Code
	Description

	
	


1.1.3.5 Originator Error response class

Table 6.6.3.5-1 specify the RSCs for Originator Error responses.
Table 6.6.3.5‑1: RSCs for Originator Error response class

	Numeric Code
	Description

	4000
	BAD_REQUEST

	4004
	NOT_FOUND

	4005
	OPERATION_NOT_ALLOWED

	4008
	REQUEST_TIMEOUT

	4101
	SUBSCRIPTION_CREATOR_HAS_NO_PRIVILEGE

	4102
	CONTENTS_UNACCEPTABLE

	4103
	ACCESS_DENIED

	4104
	GROUP_REQUEST_IDENTIFIER_EXISTS

	4105
	CONFLICT


1.1.3.6 Receiver Error response class

Table 6.6.3.6-1 specifies the RSCs for Receiver Error responses.
Table 6.6.3.6‑1: RSCs for Receiver Error response class

	Numeric Code
	Description

	5000
	INTERNAL_SERVER_ERROR

	5001
	NOT_IMPLEMENTED

	5103
	TARGET_NOT_REACHABLE

	5105
	NO_PRIVILEGE

	5106
	ALREADY_EXISTS

	5203
	TARGET_NOT_SUBSCRIBABLE

	5204
	SUBSCRIPTION_VERIFICATION_INITIATION_FAILED

	5205
	SUBSCRIPTION_HOST_HAS_NO_PRIVILEGE

	5206
	NON_BLOCKING_REQUEST_NOT_SUPPORTED


1.1.3.7 Network System Error response class

Table 6.6.3.7-1 specifies the RSCs for when the External System reported some errors.

Table 6.6.3.7‑1: RSCs for Network Service Error response class

	Numeric Code
	Description

	6003
	EXTENAL_OBJECT_NOT_REACHABLE

	6005
	EXTENAL_OBJECT_NOT_FOUND

	6010
	MAX_NUMBER_OF_MEMBER_EXCEEDED

	6011
	MEMBER_TYPE_INCONSISTENT

	6020
	MGMT_SESSION_CANNOT_BE_ESTABLISHED

	6021
	MGMT_SESSION_ESTABLISHMENT_TIMEOUT

	6022
	INVALID_CMDTYPE

	6023
	INVALID_ARGUMENTS

	6024
	INSUFFICIENT_ARGUMENTS

	6025
	MGMT_CONVERSION_ERROR

	6026
	MGMT_CANCELLATION_FAILURE

	6028
	ALREADY_COMPLETE

	6029
	COMMAND_NOT_CANCELLABLE


-----------------------End of change 8-------------------------------------------

-----------------------Start of change 9-------------------------------------------

1.1.4 Resource Type <group>
1.1.4.1 Introduction

The <group> resource represents a group of resources of the same or mixed types. The <group> resource can be used to do bulk manipulations on the resources represented by the membersID attribute. The <group> resource contains an attribute that represents the members of the group and a virtual resource (the <fanOutPoint>) that allows operations to be applied to the resources represented by those members. The detailed description can be found in clause 9.6.13 in TS-0001 Functional Architecture [Error! Reference source not found.].

Table 7.3.13.1‑1: Data type definition of <group> resource
	Data Type ID
	File Name
	Note

	group
	CDT-group-v1_0_0.xsd
	


Table 7.3.13.1‑2: Universal/Common Attributes of <group> resource
	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	NP
	NP

	resourceType 
	NP
	O

	resourceID
	NP
	O

	parentID
	NP
	NP

	accessControlPolicyIDs
	O
	NP

	creationTime
	NP
	NP

	expirationTime
	O
	O

	lastModifiedTime
	NP
	NP

	Labels
	O
	O

	announceTo
	O
	O

	announcedAttribute
	O
	O


Table 7.3.13.1‑3: Resource Specific Attributes of <group> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	creator
	O
	NP
	m2m:ID
	

	memberType
	M
	O
	m2m:memberType
	Default value is set to ‘MIXED’

	currentNrOfMembers
	NP
	NP
	xs:nonNegativeInteger
	No default

(This is generated by the hosting CSE and limited by the maxNrOfMembers attribute of the <group> resource)

	maxNrOfMembers
	M
	O
	xs:nonNegativeInteger
	No default

	memberID
	M
	O
	list of xs:anyURI
	No default

	membersAccessControlPolicyIDs
	O
	O
	xs:anyURI
	No default

	memberTypeValidated
	NP
	NP
	xs:boolean
	No default

(This is generated by the hosting CSE)

	consistencyStrategy
	O
	NP
	m2m:consistencyStrategy
	Default value is set to ‘ABANDON_MEMBER’

	groupName
	O
	O
	xs:string
	No default


Table 7.3.13.1‑4: Child resources of <group> resource
	Child Resource Type
	Child Resource Name
	Multiplicity
	Ref. to in Resource Type Definition

	<subscription>
	[variable]
	0..n
	Clause Error! Reference source not found.

	<fanOutPoint>
	fanOut
	1
	Clause Error! Reference source not found.


1.1.4.2 <group> resource specific procedure on CRUD operations 

This clause describes <group> resource specific procedure on Resource Hosting CSE for CRUD operations.

1.1.4.2.1  Create
Primitive specific operation after Recv-C-6.4 "Check validity of resource representation for the given resource type" and before Recv-C-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed ". See clause Error! Reference source not found..

1) Primitive specific operation: Validate the provided attributes. It shall also check whether the number of URIs present in the memberID attribute of the group resource representation does not exceed the maximum as specified by the attribute maxNrOfMembers. If the maximum is exceeded, the request shall be rejected with a Response Status Code indicating “MAX_NUMBER_OF_MEMBER_EXCEEDED” error.
If the memberType attribute of the <group> resource is not "MIXED", the hosting CSE shall also verify that all the member URIs including sub-groups in the attribute memberID of the <group> resource representation provided in the request shall conform to the memberType of the group resource.

2) In the case that the <group> resource contains sub-group member resources, the receiver shall retrieve the memberType of the sub-group member resources to validate the memberType. If the memberType cannot be retrieved due to lack of privilege, the request shall be rejected with a Response Status Code indicating “NO_PRIVILEGE” error. If the sub-group member resources are temporarily unreachable, the receiver shall set the memberTypeValidated attribute of the <group> resource to FALSE and return the result to the originator in the response of the request. As soon as any unreachable sub-group resource becomes reachable, the receiver shall perform the memberType validation procedure. The originator may get to know the validation result by subscribe to the created resource if the memberTypeValidated attribute is FALSE. Upon unsuccessful validation, the receiver shall delete the <group> resource if the consistencyStrategy of the <group> resource is ABANDON_GROUP, or remove the inconsistent members from the <group> resource if the consistencyStrategy attribute is ABANDON_MEMBER, or set the memberType attribute of the <group> resource to "MIXED" if the consistencyStrategy attribute is SET_MIXED.
The memberTypeValidated attribute shall be set to TRUE if all the members have been validated successfully.

1.1.4.2.2  Retrieve
No primitive specific operations.
1.1.4.2.3  Update
3) Primitive specific operation after Recv-6.4 "Check validity of resource representation for the given resource type" and before Recv-6.5 “Create/Update/Retrieve/Delete/Notify operation is performed ". See clause Error! Reference source not found..Primitive specific operation: If the memberType attribute of the <group> resource is not "MIXED", the hosting CSE shall verify that all the member URIs including sub-groups in the attribute memberID of the <group> resource representation provided in the request shall conform to the memberType of the <group> resource.
4) In the case that the <group> resource contains sub-group member resources, the receiver shall retrieve the memberType of the sub-group member resource to validate the memberType. If the memberType cannot be retrieved due to lack of privilege, the request shall be rejected with a Response Status Code indicating “NO_PRIVILEGE” error. If the sub-group member resources are temporarily unreachable, the receiver shall set the memberTypeValidated attribute of the <group> resource to FALSE and return the result to the originator in the response of the request. As soon as any unreachable sub-group resource becomes reachable, the receiver shall perform the memberType validation procedure. The originator may get to know the validation result by subscribe to the created resource if the memberTypeValidated attribute is FALSE. Upon unsuccessful validation, the receiver shall delete the <group> resource if the consistencyStrategy of the <group> resource is ABANDON_GROUP, or remove the inconsistent members from the <group> resource if the consistencyStrategy attribute is ABANDON_MEMBER, or set the memberType attribute of the <group> resource to "MIXED" if the consistencyStrategy attribute is SET_MIXED.
The memberTypeValidated attribute shall be set to TRUE if all the members have been validated successfully.

5) Primitive specific operation: The hosting CSE shall check whether the number of provided memberID in the attribute members exceeds the limitation of maxNrOfMembers. If it exceeds, the hosting CSE shall reject the request with Response Status Code indicating “NOT_ALLOWED” error.
1.1.4.2.4  Delete
No primitive specific operations.

-----------------------End of change 9-------------------------------------------
-----------------------Start of change 10-------------------------------------------
1.1.4.3 Notification data object
Notification procedures represent a special case of the generic procedures defined in clause Error! Reference source not found., where the Operation parameter of the request primitive is set to value "N" (Notify). In this case, the request primitive is referred to as Notify request primitive, and the associated response primitive is denoted as Notify response primitive.
A Notify request primitive shall convey a special notification data object in its Content parameter. This notification data object has no resource type representation in the oneM2M TS-0001 Functional Architecture [Error! Reference source not found.], since it does not represent a resource accessible by any M2M entities. The data type of the notification data object is defined in the tables below. The first column of Table 7.4.1.1-2 defines the permitted names the root element the notification data object can take with the data type listed in the third column.
Table 7.4.1.1‑1: Data Type Definition of notification data object
	Data Type ID
	File Name
	Note

	notification
	CDT-notification-v1_0_0.xsd
	


Table 7.4.1.1‑2: Data Types for notification data objects
	 Root ElementName
	Request Optionality
	Data Type
	Default Value and Constraints 

	
	N
	
	

	notification
	O
	m2m:notification
	

	aggregatedNotification
	O
	m2m:aggregatedNotification
	

	responsePrimitive
	O
	m2m:responsePrimitive
	


-----------------------End of change 10-------------------------------------------

-----------------------Start of change 11-------------------------------------------

A.1.1.  Resource [cmdhLimits]

The resource [cmdhLimits] represents limits for CMDH related parameter values. The detailed description can be found in clause D.12.5 of TS-0001 Functional Architecture [Error! Reference source not found.].

Table D.12.5‑1: Data Type Definition of [cmdhLimits]

	Data Type ID
	File Name
	Note

	cmdhLimits
	CDT-cmdhLimits-v1_0_0.xsd
	


Table D.12.5‑2: Resource specific attributes of [cmdhLimits]

	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	mgmtDefinition
	M
	NP
	See clause Error! Reference source not found.
	1016 (cmdhLimits)

	objectID
	O
	NP
	See clause Error! Reference source not found.
	

	objectPaths
	O
	NP
	See clause Error! Reference source not found.
	

	description
	O
	O
	See clause Error! Reference source not found.
	

	order
	M
	O
	xs:positiveInteger
	None

	requestOrigin
	M
	O
	m2m:listOfM2MID
	None

	requestContext
	O
	O
	xs:anyType
	None

	requestContextNotification
	O
	O
	xs:Boolean
	None

	requestCharacteristics
	O
	O
	xs:anyType
	None

	limitsEventCategory
	M
	O
	list of m2m:eventCat 
	None

	limitsRequestExpTime
	M
	O
	m2m:listOfMinMax
	-1 means infinity, unit: ms

	limitsResultExpTime
	M
	O
	m2m:listOfMinMax
	-1 means infinity, unit: ms

	limitsOpExecTime
	M
	O
	m2m:listOfMinMax
	-1 means infinity, unit: ms

	limitsRespPersistence
	M
	O
	m2m:listOfMinMax
	-1 means infinity, unit: ms

	limitsDelAggregation
	M
	O
	restricted list of xs:boolean
	This attribute defines the permitted settings of the Delivery Aggregation parameter of request primitives. 
‘0’ means ‘False’ ‘1’ means ‘True’ ‘0 1’   means ‘False’ or ‘True’


-----------------------End of change 11-------------------------------------------

-----------------------Start of change 12-------------------------------------------

6.3.3.3.4  m2m:stdEventCats
Used for ec parameter in request and eventCat attribute of <delivery> resource and cmdh policy resource types.
Table 6.3.3.3.4‑1: Interpretation of stdEventCats
	Value
	Interpretation
	Note

	
	
	

	2
	Immediate
	

	3
	BestEffort
	

	4
	Latest
	

	NOTE: See clause Error! Reference source not found. “Resource Type delivery” and Annex Error! Reference source not found. “Resource cmdhPolicy” 


-----------------------End of change 12-------------------------------------------

-----------------------Start of change 13-------------------------------------------

6.3.4.31    m2m:operationResult
Used for operationResult attribute in <request> resource.
NOTE: This data type corresponds to the sequence of elements in the response primitive defined in clause 6.4.2.
Table 6.3.4.31‑1: Type Definition of m2m:operationResult

	Element Path
	Element Data Type 
	Multiplicity
	Note

	responseStatusCode
	m2m:responseStatusCode
	1
	See Clause 6.3.3.2.9

	requestIdentifier
	m2m:requestID
	1
	See Clause 6.3.2

	content
	m2m:primitiveContent
	0..1
	See Clause 6.3.4.4

	
	
	
	

	to
	xs:anyURI
	0..1
	

	from
	m2m:ID
	0..1
	See Clause 6.3.2

	originatingTimestamp
	m2m:timestamp
	0..1
	 

	
	
	
	

	resultExpirationTimestamp
	m2m:timestamp
	0..1
	

	
	
	
	

	
	
	
	

	eventCategory
	m2m:eventCat
	0..1
	See Clause 6.3.2


-----------------------End of change 13-------------------------------------------
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W3C, Extensible Markup Language (XML) 1.0 (Fifth Edition), W3C Recommendation 26 November 2008.

[2]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[3]
W3C XMLSchemaP2: "W3C Recommendation (2004), XML Schema Part 2:Datatypes Second Edition.".

[4]
oneM2M TS-0005 “Management Enablement (OMA)”  
[5]
oneM2M TS-0006 “Management Enablement (BBF)” 

[6]
oneM2M TS-0001 "Functional Architecture"

[7]
oneM2M TS-0003 “Security Solutions”

[8]
IEEE 754-2008: IEEE. IEEE Standard for Floating-Point Arithmetic. 29 August 2008. http://ieeexplore.ieee.org/servlet/opac?punumber=4610933

[9]
IETF RFC 3548: "The Base16, Base32, and Base64 Data Encodings". 2003.

[10]
IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies". 1996.

[11]
IETF RFC 3987:" Internationalized Resource Identifiers (IRIs)" . January 2005.

[12]
IETF BCP 47: "Best Current Practices 47". Concatenation of RFC 4646:" Tags for Identifying Languages"(2006) and RFC 4647: "Matching of Language Tags"( 2006).

[13]
IETF RFC 3588: "Diameter Base Protocol". September 2003.

[14]
IETF RFC 6733: "Diameter Base Protocol". October 2012.

[15]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications" Release 11.

[16]
3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS)" Release 11.

[17]
3GPP TS 23.003: "Numbering, addressing and identification".

      void
[19]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[20]
IETF RFC 4234: "Augmented BNF for Syntax Specifications: ABNF"
[21]
IETF RFC 3629: " UTF-8, a transformation format of ISO 10646".

[22]
oneM2M TS-0008 CoAP Protocol Binding

[23]
oneM2M TS-0009 HTTP Protocol Binding

[24]
oneM2M TS-0010 MQTT Protocol Binding

[25]
oneM2M TS-0011 Common Terminology 
[26]
IETF RFC 6837: " Media Type Specifications and Registration Procedures".

[27]
ISO 3601:2004; "Data elements and interchange formats -- Information interchange -- Representation of dates and times".

[28]
OMA-TS-REST-NetAPI_TerminalLocation-V1_0-20130924-A: "RESTful Network API for Terminal Location", Version 1.0.
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