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GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
In case of a correction, and the change apply to previous releases, a separated “mirror CR” should be posted at the same time of this CR
Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.
All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction
When agreeing to LWM2M requirements in TP16 for REQ-2015-0517R04-TS-0002-LWM2M_Interworking_Requirements, a request was made to include the LWM2M terms in TS-0011.
-----------------------Start of change 1-------------------------------------------
3.13
L

LWM2M client [i.14]: application that manages and controls things that are represented as LWM2M objects.
LWM2M client endpoint name [i.14]: the identifier for a LWM2M client.
LWM2M object [i.14]: the LWM2M representation of a thing. LWM2M objects are identified through a URI.
LWM2M server [i.14]: application that manages and controls LWM2M clients.

-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2-------------------------------------------

4.13
L

LWM2M

Lightweight M2M
4.22
U

UICC
Universal Integrated Circuit Card
USIM
Universal Subscriber Identity Module
USSD
Unstructured Supplementary Service Data
URI
Universal Resource Identifier

-----------------------End of change 2---------------------------------------------

-----------------------Start of change 3-------------------------------------------

2.2
Informative references
References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the reference document (including any amendments) applies.
NOTE:
While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee their long term validity.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
Recommendation ITU-T X.800 (1991): “Security architecture for open system interconnection for CCIT applications”.

[i.2]
Recommendation ITU-T X.800/Amd.1 (1996): “Security architecture for open systems interconnection for CCITT applications. Amendment 1: Layer Two Security Service and Mechanisms for LANs”.

[i.3]
ISO/IEC 27001 (2005): “Information technology – Security techniques – Information security management systems – Requirements”.

[i.4]
ISO/IEC 27002 (2005): “Information technology – Security techniques – Code of practice for information security management”.

[i.5]
IETF RFC 4949 (2007): “Internet Security Glossary, Version 2”.

[i.6]
NIST SP800-57 Part 1 (07/2012): “Recommendation for Key Management – General, Rev3”.

[i.7]
NIST SP800-57 Part 1 (05/2011): “Recommendation for Key Management – General, Rev3”.

[i.8]
ISO/IEC 13888-1 (07/2009 – 3rd ed) Information technology – Security techniques – Non-repudiation – Part 1: General”.

[i.9]
ISO/IEC 24760-1 (12/2011 – 1st edition): “Information technology – Security techniques – A framework for identity management – Part 1: terminology and concepts”.

[i.10]
ISO/IEC 27004 (12/2009 – 1st edition): “Information technology – Security techniques – Information security management – Measurement”.

[i.11]
ISO/IEC 9798-1 (07/2010 – 3rd edition): “Information technology – Security techniques – Entity authentication -. Part 1: General”.

[i.12]
ISO/IEC TR 15443-1:2012: “Information technology – Security techniques – Security assurance framework – Part 1: Introduction and concepts”.

[i.13]
IEEE 802.15.4TM-2003: “IEEE Standard for Local and metropolitan area networks – Part 15.4: Low-Rate Wireless Personal Area Networks (LR-WPANs)”.

[i.14]
OMA OMA-TS-LightweightM2M-V1_0-20141111-D: "Lightweight Machine to Machine Technical Specification".

-----------------------End of change 3---------------------------------------------
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