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Introduction
The motivation for these requirements are provided in SEC-2015-0514 “Primitive End-to-End Security”
-------------Start of change 1: insert at appropriate place in table 5----------------
6.4
Security Requirements
Table 5: Security Requirements
	Requirement ID
	Description
	Release

	SEC-0xx
	The oneM2M System shall enable security protocol end-points to protect portions of individual oneM2M messages so that intermediate entities (whether trusted or untrusted) forwarding the messages are unable to access the protected portions of the messages in clear text.
	Targeted for Release 2

	SEC-0xx
	The oneM2M System shall enable security protocol end-points to protect portions of individual oneM2M messages so that security protocol end-points can detect modification, including modification by intermediate service layer entities (whether trusted or untrusted) forwarding the messages.
	Targeted for Release 2

	SEC-0xx
	The oneM2M System shall enable security protocol end-points to establish security sessions which are used for protecting portions of one or more oneM2M messages so that intermediate entities (whether trusted or untrusted) forwarding the messages are unable to access the protected portions of the messages in clear text.
	Targeted for Release 2

	SEC-0xx
	The oneM2M System shall enable security protocol end-points to establish security sessions which are used for protecting portions of one or more oneM2M messages so that security protocol end-points can detect modification, including modification by intermediate service layer entities (whether trusted or untrusted) forwarding the messages.
	Targeted for Release 2


-----------------------End of change 1---------------------------------------------
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