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1
Introduction

As described in WI-0021: “Current security architecture as defined in TS-0003 foresees the implementation of 3 layers as defined in clause 5.1 of TS-0003. There are different types of secure environments and their technical implementation is out of scope of TS-0003. However, as stated in TS-0003 the secure environments need to be accessed via a secure environment abstraction layer in order to provide its functions to the security functions layer. The secure environment implements various security capabilities and the abstraction layer allows accessing the secure environment physically and logically to leverage those capabilities. 

Within the scope of the work item, the SE abstraction layer will be defined to encompass an exhaustive yet homogeneous set of security protocols associated to the SE technologies listed in Annex C of TS-0003, and specified to provide a harmonized administration interface for these technologies. In addition a language independent definition of a security API will be proposed to provide the security functions via the Mca reference point. “

As described in TS-0003 section :“ 5.2.2
Secure Environment Abstraction Layer

The Secure Environment Abstraction Layer [...]provides access to the Secure Environment via a general Security Transport API. A Plug-in associated to the type of Secure Environment shall provide physical/logical connectivity to the secure environment. The Secure Environment Abstraction Layer shall also be accessible on the Service Layer.”
This contribution provides requirements for the WI-0021 (TS-0016) for Release 2.
2
Proposal
	Requirement ID
	Description
	Release

	SER-xxx
	A secured API shall enable application and service layer entities to make use of sensitive functions and data residing within the Secure Environment, independently of the technical implementation of the Secure Environment.
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