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Introduction

This CR proposes the following corrections:

1) Editorial correction of spelling mistakes in various sections

2) In clause 6.2.2, clarification of the mapping between To primitive parameter and the path component in request-target. Mapping of CSE-relative-Resource-ID has been added.
3) In clause 6.2.2, the mapping of attribute names of partial retrieve request and fragment component of request-target has been added.
4) In clause 6.2.2, clarification on the usage of attname=attvalue expressions. This is related to another CR which proposes a revision of the referenced clause 7.2.3.16.9  in TS-0004. 
The following issues are not addressed in this CR but should be discussed at presentation of this contribution:

1) HTTP headers: should we include a statement that any standardized HTTP Headers not mentioned in this specification, if included in a HTTP message shall be ignored?

2) Related to the above, are there any standard HTTP headers which should be added to this specification? For instance ‘Accept-Encoding’, ‘Content-Coding’ and ‘Content-Encoding’ headers, in order to enable compression of primitive content?

3) The usage of media types in ‘Accept’ and ‘Content-Type’ headers is currently not clearly defined. Media types application/xml and application/json are currently not mentioned in Table 6.7-1 of TS-0004. Which media type shall be indicated when a root element with data type m2m:<resourceType> is included  in the message body? If this format applies to Create request primitives, is it still necessary to append the media type with the resource type ‘ty=’ parameter? 
Changes in Rev. 01 relative to the initial version:

1)  mapping examples between To parameter and path component of request-line have been revised
· added  CSE-ID to path component for CSE-relative setting of the To parameter
· ResourceName of <CSEBase> resource added into the path-string
· corresponding updates of the text
2) Updated first sentence of clause 6.2.2.2 (query-component)
3) Text added to clause 6.5 stating that any unrecognized HTTP headers shall be ignored
-----------------------Start of change 1-------------------------------------------

5.3
Status-Line

HTTP Version is specified in clause 6.

The Status-Code of HTTP response messages is derived from the Response Status Code parameter of the response primitive. The Reason-Phrase is not applicable to oneM2M systems and is omitted.
-----------------------End of change 1-------------------------------------------

-----------------------Start of change 2-------------------------------------------

6.2.2
Request-Target

6.2.2.1  Path component

The path component of HTTP Request-Target shall be interpreted as the mapping of the resource identifier part of the To request primitive parameter. 
The resource identifier part of the To parameter can be represented in three different forms (see clause 6.2.3 [3] and clause 7.2 [7]): 
· CSE-Relative-Resource-ID, 
· SP-Relative-Resource-ID, 
· Absolute-Resource-ID.

Each of the above three forms may include either a structured Resource ID (used for hierarchical addressing) or an unstructured Resource ID (used for non-hierarchical addressing) as defined in clause 7.2 [7].
The path component of the HTTP request message shall be constructed as the concatenation of the literal “/” and the To request primitive parameter.



The Table below shows valid mappings between the To request primitive parameter and the path component of the HTTP request target. In the shown examples, /myCSEID and /CSE178 represent applicable CSI-IDs, CSEBase represents the resource name of a <CSEBase> resource, CSEBase/ae12/cont27/contInst696 represents a structured CSE-relative resource ID, and cin00856 an unstructured CSE-relative resource ID. 
Table 6.2.2.1-1: Mapping examples between To parameter and path component of request-line
	Resource-ID Type
	To parameter value
	path component

	structured CSE-Relative
	CSEBase/ae12/cont27/contInst696
	/CSEBase/ae12/cont27/contInst696/

	unstructured CSE-Relative
	cin00856
	/cin00856

	structured SP-Relative
	/CSE178/CSEBase/ae12/cont27/contInst696
	//CSE178/CSEBase/ae12/cont27/contInst696

	unstructured SP-Relative
	/CSE178/cin00856
	//CSE178/cin00856

	structured Absolute
	//mym2msp.org/CSE178/CSEBase/ ae12/cont27/contInst696
	///mym2msp.org/CSE178/CSEBase/ ae12/cont27/contInst696

	unstructured Absolute
	//mym2msp.org/CSE178/cin00856
	///mym2msp.org/CSE178/cin00856


At the HTTP server side, the leading “/” shall be removed from the path component of request-line to derive a replica of the original To request primitive parameter.



6.2.2.2  Query component

The query component (e.g. query-string) may include  the optional primitive parameters listed in Table 6.2.2-1 compliant with RFC 7230 [1].
Each applicable request primitive parameters and elements of Filter Criteria parameter shown in Table 6.2.2-1 shall be represented as pair of field-name and value in query-string. Multiple such pairs shall be concatenated with an ampersand ‘&’ character used as separator between two pairs. 

Table 6.2.2-1 also shows the permitted multiplicity of occurrence of field names in the query-string. Multiplicity ‘0..1’ means that a  parameter  is optional and can occur at most once. Parameters with multiplicity ‘0..n’, may occur multiple times in the query-string in the form of  <query field name> = value.  For example, if the resourceType element of the Filter Criteria parameter is represented by a list of 3 values ‘2 3 4’ (see clause 6.3.4.7 in TS-0004 [3]), it would be mapped to ty=2+3+4 in the query-string. At the receiver side, this query string can be reverted back into the list type of representation. The same representation shall be applied for multiple occurrences of contentType and labels elements. 

The ‘attribute’ element of the Filter Criteria request primitive parameter consists of two elements, name and value, which in XML notation would look for example as follows in case of multiplicity 2 (see clause 6.2.4.8 in TS-0004 [3]):

        <attribute>

            <name>attname1</name>

            <value>attvalue1</value> 

        </attribute>

        <attribute>

           <name>attname2</name>

           <value>attvalue2</value>

        </attribute>

Each name (e.g. attname1 and attname2) shall represent a valid resource attribute name of the resource types indicated in the ty field of the query-string. The sequence of attribute elements as shown in the above example will be mapped into the query-string as attname1=attvalue1&attname2=attvalue2. The attribute names (i.e. attname1 and attname2 in the above example) shall be expressed in the form of short names as defined in clause 8.2.3 of TS-0004 [3].  Note that the <attribute> tag of the XML representation is omitted in the HTTP binding.      

Examples of valid Request-Target representations are the following:

Example 1): Request-Target for ‘nonBlockingRequestSynch’

Primitive parameters: 
To:





/CSE1234/RCSE78/container234        (SP-Relative-Resource-ID)

Response Type:
      responseType = 1     





(nonBlockingRequestSynch)

Result Persistence:
P1Y2M3DT10H1M0S


Request-Target:


/CSE1234/RCSE78/container234?rt=1&rp=P1Y2M3DT10H1M0S

Example 2):  Request-Target for Discovery

When the entity wants to discover container resources where the creator attribute has the value ‘Sam’:

Primitive parameters:
To:





/CSE1234/RCSE78







Filter Criteria:

resourceType = 3           (container)

                                                                          attribute name:  creator
                                                                          attribute value: Sam














filterUsage = discovery

Request-Target:


/CSE1234/RCSE78?ty=3&cr=Sam&fu=1
Any of the short names listed in Table 6.2.2-1, with the exception of ‘atr’, may be used in the query-string. The short name ‘atr’ itself is not used. Instead, any of the resource attribute short names as listed in Tables 8.2.3-1 to 8.2.3-5 may be used in the query-string in representations of  attname=attvalue expressions, except those that shall be omitted (see clause 7.2.3.16.9 in [3]).
Table 6.2.2-1: oneM2M request parameters mapped as query-string field

	Request Primitive Parameter
	Query Field Name
	Multiplicity
	Note

	Response Type
	rt
	0..1
	responseType element of data type responseTypeInfo (cf. clause 6.3.4.29 of TS-0004 [3])

	Result Persistence
	rp
	0..1
	

	Result Content
	rc
	0..1
	

	Delivery Aggregation
	da
	0..1
	

	createdBefore
	crb
	0..1
	filterCriteria condition

	createdAfter
	cra
	0..1
	filterCriteria condition

	modifiedSince
	ms
	0..1
	filterCriteria condition

	unmodifiedSince
	us
	0..1
	filterCriteria condition

	stateTagSmaller
	sts
	0..1
	filterCriteria condition

	stateTagBigger
	stb
	0..1
	filterCriteria condition

	expireBefore
	exb
	0..1
	filterCriteria condition

	expireAfter
	exa
	0..1
	filterCriteria condition

	labels
	lbl
	0..n
	filterCriteria condition

	resourceType
	ty
	0..n
	filterCriteria condition

	sizeAbove
	sza
	0..1
	filterCriteria condition

	sizeBelow
	szb
	0..1
	filterCriteria condition

	contentType
	cty
	0..n
	filterCriteria condition

	limit
	lim
	0..1
	filterCriteria condition

	attribute
	atr
	0..n
	filterCriteria condition

	filterUsage
	fu
	0..1
	filterCriteria condition

	Discovery Result Type
	drt
	0..1
	


6.2.2.3  Fragment component
For partial Retrieve request primitives, the To parameter may include the name of a single attribute separated by a ‘#’ character from the resource ID. If multiple resource attributes are to be retrieved with a partial retrieve request primitive, these attributes are included in form of an attributeList object (as specified in clause 6.3.4.9 of TS-0004 [] with empty values) in the Content parameter.
In both cases, the short resource attribute name(s) shall be included into the fragment component of request-target, i.e. it shall follow any required query-string separated by ‘#’ character. If more than a single attribute name is included into the fragment component, these shall be separated by a ‘+’ character. 
For example, if three resource attributes with long names resourceID, labels and requestReachability are indicated in the Content primitive parameter, the fragment component #ri+lbl+rr is attached to the request-target.
At the HTTP server side, the reverse operation shall take place, when constructing the retrieve request primitive from the receive HTTP request message, i.e. single attributes in the fragment component shall be mapped back into the To parameter while multiple attributes shall be included into the Content parameter as specified in [3].
-----------------------End of change 2-------------------------------------------

-----------------------Start of change 3-------------------------------------------

6.4
Header Fields
The header fields listed in this clause shall be supported by all entities of the oneM2M system when using HTTP binding. Any other unrecognized HTTP headers shall be ignored by the HTTP client and server.
6.4.1
Host
The Host header shall be present in each HTTP request message.

While the Request-Target indicates a target resource on the Hosting CSE, the Host header indicates the Receiver CSE of the next hop in multi-hop communication scenarios. Therefore, the Request-Target is not changed but the Host header is changed each time when a request is forwarded to the next hop CSE.

The Host header shall be set as one of the pointOfAccess attribute values of the Receiver (i.e. pointOfAccess attribute of the corresponding <remoteCSE> resource). Selection of the appropriate Receiver is described in oneM2M TS-0004 [3].

6.4.2
Accept

The Originator may use the Accept header to indicate which content-type it supports. The Accept header shall be mapped to a set of media types among ”application/xml”, “application/json”, ”application/vnd.onem2m-prsp+xml”, “application/vnd.onem2m-prsp+json”. Note that this information is not included in a request primitive.
6.4.3
Content-Type

Any HTTP request or response containing message-body shall include the Content-type header set to one of ”application/xml”, “application/json”, ”application/vnd.onem2m-res+xml”, “application/vnd.onem2m-res+json”, “application/vnd.onem2m-ntfy+xml” , “application/vnd.onem2m-ntfy+json”, “application/vnd.onem2m-attrs+xml” , “application/vnd.onem2m-attrs+json”.

Content-Type of the HTTP response should be chosen by the Hosting CSE considering the Accept header given in the HTTP request. For example, if the Accept header in a request is set to “application/vnd.onem2m-prsp+xml”, then the response should use one of the oneM2M defined media types in XML serialization (see clause 6.7 [3]).
The value of the Resource Type primitive parameter, which is present in Create request primitives only, shall be appended to the Content-type of the corresponding HTTP request message in the form ty=value, separated by a semicolon character. A valid Content-Type header in this case looks e.g. as follows: 

                                Content-Type: application/vnd.onem2m-res+xml; ty=3
6.4.4
Content-Location

The Content-Location header of HTTP response messages shall be set to the URI of the created resource, when responding to a Create request primitive. The URI shall be retrieved from the Content parameter of the response primitive. See clause 7.2.3.11 “Create a success response” in [3].

6.4.5
Content-Length

If message-body is included into HTTP request or response messages, the Content-Length header shall be included indicating the length of the message-body in octets (8-bit bytes).
6.4.6
Etag

A response primitive sent in reply to a resource retrieval request primitive should include an Etag header [8] in combination with the resource representation in the HTTP message body.
Etag facilitates the use of conditional requests (i.e. using the if-match and if-none-match HTTP headers) [8].

If a CSE supports the Etag header, then the CSE shall support conditional requests compliant with [8].
6.4.7
X-M2M-Origin
The X-M2M-Origin header shall be mapped to the From parameter of request and response primitives and vice versa, if applicable. 

The X-M2M-Origin header value shall be assigned by the Originator of the request (e.g. AE or CSE).
6.4.8
X-M2M-RI
The X-M2M-RI header shall be mapped to the Request Identifier parameter of request and response primitives and vice versa.
6.4.9
X-M2M-NM

The X-M2M-NM header shall be mapped to the Name parameter of request primitives and vice versa, if applicable.

6.4.10
X-M2M-GID

The X-M2M-GID header shall be mapped to the Group Request Identifier parameter of request primitives and vice versa, if applicable.

6.4.11
X-M2M-RTU

The X-M2M-RTU header shall be mapped to the notificationURI element of the Response Type parameter of request primitives and vice versa, if applicable. If there are more than one value in the element, then the values shall be combined with “&” character.
6.4.12
X-M2M-OT

The X-M2M-OT header shall be mapped to the Originating Timestamp parameter of request and response primitives, and vice versa, if applicable.

6.4.13
X-M2M-RST

The X-M2M-RST header shall be mapped to the Result Expiration Timestamp parameter of request and response primitives, and vice versa, if applicable.
6.4.14
X-M2M-RET

The X-M2M-RET header shall be mapped to the Request Expiration Timestamp parameter of request primitives and vice versa, if applicable. 

6.4.15
X-M2M-OET

The X-M2M-OET header shall be mapped to the Operation Execution Time parameter of request primitives and vice versa, if applicable. 
6.4.16
X-M2M-EC

The X-M2M-EC header shall be mapped to the Event Category parameter of request and response primitives, and vice versa, if applicable.

6.4.17
X-M2M-RSC

The X-M2M-RSC header in a HTTP response message shall be mapped to the Response Status Code parameter of response primitives and vice versa.
6.5
Message-body

Message-body shall be mapped to the Content parameter of request and response primitives, and vice versa, if applicable. This applies to the Content parameter of all primitives, except for partial Retrieve request primitives. Attributes contained in a Retrieve request primitive shall be mapped to the fragment component of request-target, as specified in clause 6.2.2.3, and vice versa.
-----------------------End of change 3-------------------------------------------
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