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1
Executive Summary
The oneM2M Interoperability test event co-organised by ETSI and TTA, was held from 14 to 16 September 2015 in ETSI premises in Sophia-Antipolis, France.
After the release 1 of the oneM2M standards, the oneM2M WG TST have asked ETSI and TTA to organize the first oneM2M interoperability event. The purpose was to verify the oneM2M primitive’s interoperability as defined in the oneM2M standards and to check end-to-end functionality on oneM2M interfaces Mca and Mcc.

64 interoperability test scenarios from the oneM2M TS-0013 have been used for testing. Participants had the possibility to verify the common mechanisms (registration, subscription, discovery, access policy rights, etc …) specified in the standards.
This event had an excellent participation of 30 companies/organizations, gathering more than 80 persons.
The conclusions are that

· All implementations have been compatible on a basic level

· oneM2M standards are very mature for deployment
· The proposed testing has allow to discover some interoperability issues, due to errors or ambiguity of standards. This is described in clause 8 and will be reported to the oneM2M Partnership project for further standardization studies.
2
Introduction

This Interoperability test event aimed at verifying the interoperability of oneM2M implementations supporting the release 1 of the oneM2M TS-0001 and TS-0004. 

This Interoperability event has offered test sessions where vendors had the opportunity to assess the level of interoperability of their implementations and verify the correct interpretation of oneM2M standards. 4 types of oneM2M implementations were tested at the event (ADN, ASN, MN and IN)

The Draft TS-0013 V0.3.0 produced by the oneM2M WG TST was used for the interoperability testing. It contains 64 interoperability tests on oneM2M TS-0001 and TS-0004 and aims at verifying the interoperability of the Mca and Mcc interfaces.
ETSI and TTA provided the interoperability tool suite including the wiki, scheduling, test reporting tool and the network infrastructure.
For the 3 days of the event, test sessions for assessment of interoperability were conducted. Each day, a wrap-up meeting was held to discuss the main interoperability points of the day.
3
oneM2M Specifications
The following documents were used as basis for the tests:

[6]
oneM2M TS-0013: "Interoperability Testing” V0.3.0
The following referenced documents were recommended for the Interoperability Test Event.
[1]
oneM2M TS-0001: "Functional Architecture" V1.6.1
[2]
oneM2M TS-0004: "Service Layer Core protocol Specification”  V1.3.0
[3]
oneM2M TS-0008: "CoAP Protocol Binding" V1.1.0
[4]
oneM2M TS-0009: "HTTP Protocol Binding" V1.2.0.

[5]
oneM2M TS-0010: "MQTT Protocol Binding" V1.2.0.

4
Abbreviations

NO
Test is recorded as NOT successfully passed.

NA
Test is not applicable.

OK
Test is recorded as successfully passed.

OT
Test is recorded as not being executed due to lack of time.

Test Session
A paring of vendors that test together during a given time slot.

TSR
Test Session Report. Report created during a test session.

ACP
Access Control Policy
ADN
Application Dedicated Node

ADN-AE
AE which resides in the Application Dedicated Node

AE
Application Entity

AE/CSE
Application Entity/Common Services Entity
AE-ID
Application Entity Identifier
AE-PoA
Application Entity Point of Access
Annc
Announced

App-ID
Application Identifier
ASN
Application Service Node

ASN/MN
Application Service Node/Mobile Node

ASN-AE
Application Entity that is registered with the CSE at Application Service Node

ASN-CSE
CSE which resides in the Application Service Node
BSON
Binary JSON

CoAP
Constrained Application Protocol
CRUD
Create Retrieve Update Delete

CRUDN
Create Retrieve Update Delete Notify

CSE
Common Services Entity

CSE-ID
Common Service Entity Identifier

CSE-PoA
CSE Point of Access

FQDN
Fully Qualified Domain Name

HTTP
HyperText Transfer Protocol
IANA
Internet Assigned Numbers Authority
IN
Infrastructure Node

IN-AE
Application Entity that is registered with the CSE in the Infrastructure Node

IN-CSE
CSE which resides in the Infrastructure Node
JSON
JavaScript Object Notation
Mca
Reference Point for M2M Communication with AE

Mcc
Reference Point for M2M Communication with CSE

MN
Middle Node

MN-AE
Application Entity that is registered with the CSE in Middle Node

MN-CSE
CSE which resides in the Middle Node
MQTT
Message Queue Telemetry Transport
RSC
Response Status Codes
SP-ID
Service Provider Identifier

URI
Uniform Resource Identifier
XML
eXtensible Markup Language

5
Participants
The companies which attended the Plugtests event are listed in the table below. 
Table 1: companies participating
	#
	COMPANY

	1 


	

   Actility 

	2 


	

   Anritsu 

	3 


	

   Cisco Systems 

	4 


	

   eDevice 

	5 


	

   EGM - eglobalmarket 

	6 


	

   Electronics and Telecommunications Research Institute (ETRI) 

	7 


	

   ETSI 

	8 


	

   Fraunhofer FOKUS 

	9 


	

   FSCOM 

	10 


	

   HANDYSOFT Inc. 

	11 


	

   HERIT Corporation 

	12 


	

   Hewlett-Packard 

	13 


	

   Huawei Technologies Co.LTD 

	14 


	

   iconectiv 

	15 


	

   Institute for Information Industry 

	16 


	

   InterDigital Communications Inc 

	17 


	

   KETI (Korea Electronics Technology Institute) 

	18 


	

   Korea Electric Power Corporation 

	19 


	

   KT 

	20 


	

   LAAS-CNRS 

	21 


	

   LG Uplus 

	22 


	

   Modacom 

	23 


	

   Nippon Telegraph and Telephone Corp. (NTT) 

	24 


	

   nTels Co. 

	25 


	

   Qualcomm Germany GmbH 

	26 


	

   RICOH COMPANY, LTD. 

	27 


	

   Sierra Telecom, Inc 

	28 


	

   ThingSpread

	29 


	

   TTA 

	30 


	

   TTC 


6
Technical and Project Management
All the information presented in this chapter is an extract of the event wiki
https://wiki.plugtests.net/oneM2M-Interop/  (access for registered participants only).
6.1
Testing
6.1.1
Test Plan
The oneM2M test specification TS-0013 V0.3.0 (interoperability testing) has been proposed to participant for verifying the interoperability of their implementations. 
The document containing 64 interoperability tests was developed by oneM2M WG TST. It specifies Interoperability Test Descriptions (TDs) for verifying the primitive’s interoperability as defined in the oneM2M standards and for checking end-to-end functionality on oneM2M interfaces Mca (Application Entity – Common Service Entity) and Mcc (Common Service Entity – Common Service Entity).

During the event preparation, participating companies had the possibility to review the test plan and to propose additional tests. 
The tests were grouped in following groups: 

Table 2: Test Groups

	TD/<root>/<gr>/<nn>
	
	

	<root> = root
	M2M
	oneM2M

	
	
	

	<gr> = group
	NH
	No Hop : Testing on Mca reference point

	
	NB
	Non Blocking scenario

	
	SH
	Single Hop: management of remote resources on Mca + Mcc

	
	
	

	
	
	

	<nn> = sequential number
	
	01 to 99


6.1.2
Test Configurations
6.1.2.1
M2M_CFG_01



AE manages resources on registrar CSE (Hosting CSE)

[image: image61]
6.1.2.2
M2M_CFG_02
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6.1.2.3
M2M_CFG_03



AE manages resources on remote CSE


[image: image63]
6.1.3
List of Test descriptions
Table 3: Test descriptions
	Nb
	Procedure/Resource
	TD ID
	TD Description

	1
	CSEBase 


	TD_M2M_NH_01
	AE retrieves the CSEBase resource

	2
	RemoteCSE
	TD_M2M_NH_02
	Registree CSE registers to Registrar CSE

	3
	
	TD_M2M_NH_03
	Registree CSE retrieves RemoteCSE from Registrar CSE

	4
	
	TD_M2M_NH_04
	Registree CSE updates RemoteCSE from Registrar CSE

	5
	
	TD_M2M_NH_05
	Registree CSE deletes RemoteCSE from Registrar CSE

	6
	Application Entity
	TD_M2M_NH_06
	AE registers to its registrar CSE via an AE Create Request

	7
	
	TD_M2M_NH_07
	AE retrieves <AE> resource via an AE Retrieve Request

	8
	
	TD_M2M_NH_08
	AE updates attribute in <AE> resource via an AE Update Request

	9
	
	TD_M2M_NH_09
	AE de-registers by deleting <AE> resource via an AE Delete Request

	10
	Container
	TD_M2M_NH_10
	AE creates a container resource in registrar CSE via a container Create Request

	11
	
	TD_M2M_NH_11
	AE retrieves information of a container resource via a container Retrieve Request

	12
	
	TD_M2M_NH_12
	AE updates attribute in application resource via a container Update Request 

	13
	
	TD_M2M_NH_13
	AE deletes a specific container resource via a container Delete Request 

	14
	ContentInstance
	TD_M2M_NH_14
	AE adds a contentInstance resource <contentInstance> to a specific container in Registrar CSE via a contentInstance Create Request

	15
	
	TD_M2M_NH_15
	AE retrieves information of a contentInstance resource via a container Retrieve Request

	17
	
	TD_M2M_NH_17
	AE deletes contentInstance resource via a container Delete Request

	18
	Discovery
	TD_M2M_NH_18
	AE discovers resources residing in Registrar CSE

	19
	
	TD_M2M_NH_19
	AE discovers accessible resources residing in Registrar CSE using the label filter criteria 

	20
	
	TD_M2M_NH_20
	AE discovers accessible resources residing in Registrar CSE limiting the number of matching resources to the specified value.

	21
	
	TD_M2M_NH_21
	AE discovers accessible  resources residing in Registrar CSE using multiple Filter Criteria 

	22
	Subscription
	TD_M2M_NH_22
	AE creates a subscription to Application Entity  resource via subscription Create Request

	23
	
	TD_M2M_NH_23
	AE retrieves information about a subscription via subscription Retrieve Request such as expirationTime, labels, etc…

	24
	
	TD_M2M_NH_24
	AE updates information about a subscription via subscription Retrieve Request

	25
	
	TD_M2M_NH_25
	AE cancels subscription via an subscription Delete Request

	26
	AccessControlPolicy
	TD_M2M_NH_26
	AE creates an accessControlPolicy resource

	27
	
	TD_M2M_NH_27
	AE retrieves accessControlPolicy resource 

	28
	
	TD_M2M_NH_28
	AE updates attribute in accessControlPolicy resource

	29
	
	TD_M2M_NH_29
	AE deletes accessControlPolicy resource

	30
	
	TD_M2M_NH_30
	AE delete request is rejected due to accessControlPolicy

	31
	Group
	TD_M2M_NH_31
	AE creates a group resource

	32
	
	TD_M2M_NH_32
	AE retrieves group resource 

	33
	
	TD_M2M_NH_33
	AE updates attribute in group resource

	34
	
	TD_M2M_NH_34
	AE deletes group resource

	35
	Node
	TD_M2M_NH_35
	AE creates a node resource 

	36
	
	TD_M2M_NH_36
	AE retrieves node resource 

	37
	
	TD_M2M_NH_37
	AE updates attribute in node resource

	38
	
	TD_M2M_NH_38
	AE deletes node resource

	39
	PollingChannel
	TD_M2M_NH_39
	AE creates a <pollingChannel> resource in registrar CSE via a Create Request

	40
	
	TD_M2M_NH_40
	AE retrieves information of a pollingChannel resource via a Retrieve Request

	41
	
	TD_M2M_NH_41
	AE updates attribute in pollingChannel resource via a Update Request

	42
	
	TD_M2M_NH_42
	AE deletes a pollingChannel resource via a Delete Request 

	43
	
	TD_M2M_NH_43
	AE retrieves information of a pollingChannel resource via a Retrieve Request

	44
	FanoutPoint
	TD_M2M_NH_44
	AE creates a <contentInstance> resource in each group member

	45
	
	TD_M2M_NH_45
	AE retrieves the <container> resource from in each group member

	46
	
	TD_M2M_NH_46
	AE updates an <container> resource of each member resource

	47
	
	TD_M2M_NH_47
	AE deletes a <container> of each member 

	48
	Notification
	TD_M2M_NH_48
	AE receives a notification request from the HOST CSE

	49
	Synchronous request


	TD_M2M_NB_01
	AE creates a container resource using non blocking synchronous request in registrar CSE.

	50
	
	TD_M2M_NB_02
	AE retrieves a Container resource using non blocking synchronous request in registrar CSE.

	51
	
	TD_M2M_NB_03
	AE updates a Container resource using non blocking synchronous request in registrar CSE.

	52
	
	TD_M2M_NB_04
	AE deletes a Container resource using non blocking synchronous request.

	53
	Asynchronous request
	TD_M2M_NB_05
	AE creates a container resource using non blocking asynchronous request

	54
	
	TD_M2M_NB_06
	AE retrieves a Container resource using non blocking asynchronous request

	55
	
	TD_M2M_NB_07
	AE updates a Container resource using non blocking asynchronous request

	56
	
	TD_M2M_NB_08
	AE deletes a Container resource using non blocking asynchronous request

	57
	Retargeting
	TD_M2M_SH_01
	AE creates a remote <Resource> resource

	58
	
	TD_M2M_SH_02
	AE retrieves a remote <Resource> resource

	59
	
	TD_M2M_SH_03
	AE updates a remote <Resource> resource 

	60
	
	TD_M2M_SH_04
	AE delete a remote <Resource> resource 

	61
	<mgmtObj>
	TD_M2M_SH_05
	AE creates a <mgmtObj> resource

	62
	
	TD_M2M_SH_06
	AE updates a <mgmtObj> resource

	63
	
	TD_M2M_SH_07
	AE retrieves a <mgmtObj> resource

	64
	
	TD_M2M_SH_08
	AE deletes a <mgmtObj> resource


6.2
Test Scheduling

The initial test schedule allowed for each company to test against a fair number of other companies. 2 or 3 companies were assigned one test slot which had duration of 1 hour. In this test slot the companies could run tests for the 3 test configurations proposed.

During the test event the test schedule was updated according to the progress of the test sessions. 
The figure below shows the final version of the test schedule.
Figure 1: Test Schedule 
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6.3
Interoperability Test Procedure

Each test was executed in the same manner as listed below:

1) Connect “equipment under test” over test network

2) Check connectivity between devices

3) Perform tests according to the Test Specification 

a. Check if test runs to completion

b. Check results from an interoperability point of view:
Is the intended result visible at the application layer?

4) Result determination and reporting

a. Result OK: run next test

b. Result not OK: check monitor tools to identify source of error
c. Report results in Test Reporting Tool ( add comment when result is NO)
5) Once all tests executed and results agreed, companies participating the test session to confirm corresponding test report
6.4
Test Infrastructure

The test infrastructure provided for the Interop Test event is shown below.
Figure 2: Test Network 
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6.5
Test Reporting Tool
The purpose of the Test Reporting Tool (TRT) is to provide a means to report the test sessions. It provides statistical overviews of the test results. The graphical information in the latter section on results was created with the TRT. It also provides a means to create a test schedule (see section 6.2).
6.6
Pre-Testing
Prior to the event, the participants had the possibility to put on a dedicated section in the wiki, all the information required for performing pre-testing. Some companies have provided details and credentials for accessing their CSE remotely. The mailing has also be used to discuss technical issues faced by participants during this pre-testing phase.
7
Achieved Results

The achieved results show that all implementations have been compatible on a basic level, i.e. sent data could be decoded and interpreted properly by receivers and a vast majority of equipment performed well.

7.1
Overall oneM2M Results

Due to NDA constraints, it is not possible to provide detailed results.

The figure below shows the overall result of oneM2M tests, gathering the 3 test configurations. In total more than 2158 tests were executed.

The execution rate of 55.1% (number of tests indeed performed compared to number of tests proposed) is an excellent result, especially considering the high number of test scenarios provided in such a short event. Each test session lasted 1 hour which is quite short considering the number of tests to perform. Moreover some test sessions requires 3 nodes which brings some complexity in the way the testing is performed.
97.0 % of the performed test verdicts were OK which shows definitely a very high level of maturity of the implementations.
Number of Sessions: 180
	Interoperability
	Not Executed
	Totals

	OK
	NO
	NA


	Run
	Results

	2093 (97.0%)
	65

(3.0%)
	1760

(44.9%)
	2158

(55.1%)


	3918


Figure 4: Overall ETSI M2M Results
7.2
Results per test configuration

	 
	Interoperability
	Not Executed
	Totals

	
	OK
	NO
	NA


	Run
	Results

	M2M_CFG_01
	1094 (97.2%)
	32 (2.8%)
	372 (24.8%)
	1126 (75.2%)
	1498

	M2M_CFG_02
	230 (94.7%)
	13 (5.3%)
	91 (27.2%)
	243 (72.8%)
	334

	M2M_CFG_03
	769 (97.5%)
	20 (2.5%)
	1297 (62.2%)
	789 (37.8%)
	2086


Figure 5: oneM2M Results per configuration

8
Summary of Wrap Up Sessions
 This clause summarizes the technical discussions that took place during the daily wrap-up sessions. It was the opportunity for participants to raise issues that they faced, to ask advice and to get feedback from other participants. This is reported here anonymously.

The following issues and all the questions on the standards that were raised, will be reported to oneM2M for further study.
8.1
Notification URI structure:
· Issue: An interoperability issue has been encountered on the notification mechanism related to the use of the Notification URI. During the subscription, some companies defined as Notification URI an absolute address of an external listening server, other companies defined the URI of the subscribing AE.

· Examples :

· Notification URI : http://192.168.0.3:8080/server
· Notification URI : /~/cse-id/ae-id

· Discussion: The first approach requires that the listening server is always reachable by the notifying CSE (not always the case especially for single and multi-hop). The second approach enables to route the notification to the corresponding AE, then the registrar CSE can use the AE-PoA address to notify the AE.
The use of direct listening address may lead to:

· Reachability issue:

[image: image69.png]
· Security issue:
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8.2
Notification content-format:

· Issue: In the Subscription resource, there is no attribute dedicated to Notification content-format. A CSE supporting multiple content-formats cannot know which content format is supported by the subscribing AE to use for the notification.

· Example: AE supporting only JSON subscribes to CSE supporting both JSON & XML.
· Discussion: A new attribute for notification content format should be defined on the Subscription resource, or on the AE-PoA. (There is already an attribute called ''notificationContentType'', but this one serves a different purpose)

· Add Notification format to Subscription:
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· Add Notification format to AE –PoA
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8.3
Structured resource URI format:

· Issue: Some companies added the CSEBase name in the structured resource URI, other companies not.

· Examples:

· Structured CSE Relative:

· PRO TS-0004: /ae-name

· HTTP TS-0009: /cse-name/ae-name

· Structured SP Relative

· PRO TS-0004: //cse-id/ae-name

· HTTP TS-0009: //cse-id/cse-name/ae-name

· Structured Absolute

· PRO TS-0004: ///sp-id/cse-id/ae-name

· HTTP TS-0009: ///sp-id/cse-id/cse-name/ae-name

· Discussion: For SP Relative and Absolute URIs, the use of the cse-id plus cse-name is redundant.

· TS-0001 V1.6.1 - Table 7.2-1
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· TS-0009 V1.2.0 - Table 6.2.2.1-1
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8.4
Timestamp format

· Issue: Companies used different formats for timestamp which led to interoperability issues.

· No ''SHALL'' is specified in the timestamp format description. Format provided as example. See 


TS 0004-V1.3.0 Table 6.3.2-1.
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· The XML example timestamp formats are not consistent.  See TS 0004-V1.3.0 Annex C.2 (Container example)
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8.5
Timestamp format without milliseconds
· Issue: The current timestamp format does not include milliseconds. Some interoperability issues have been encountered because some companies introduced the milliseconds to timestamp format to support specific IoT scenarios
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· Examples: 20141003T1120324 (Fraction of a second) → is a not a valid expression according to the XML regular expression.
· Discussion: It is important to support the milliseconds mandatory for critical and real-time application domain.
8.6
XSD files version

· Issue: All version of XSD files defined in the TS 0004 are not consistent.  See TS 0004 V-1.3.0 Table 7.3.26.1-1
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8.7
XSD files validation

· XSD files are very strict, thereby they cannot be used for request validation (Create, Update, etc.). Should we use XSD files for validation? Or should XSD files updated to be more flexible ?

8.8
Root element in JSON representation

· Issue: For JSON representations, some companies defined a root element with namespace, others defined it without namespace. Some other companies chose to not define any root element.

· Examples:
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· Discussion: It was agreed in last TP#19 meeting to use root element with namespace (eg. m2m:ae) to be coherent with the XML representation. The root element is redundant with the attribute «ty» which already informs about the resource type.

8.9
Representation of JSON lists

· Issue: Some interoperability issues have been noticed in the JSON lists representation.  Some companies used JSON arrays, others companies used simple strings separated by white spaces, the same structure defined for XML lists representation.

· Example:
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· Discussion: the standard states that JSON arrays shall be used for lists mapping. The incoherence that exists between XML and JSON lists representations misled some companies. In addition, some conversion tools such as JAXb, if used, convert automatically current XSD files to the incorrect JSON formats.

8.10
Altering resource name by the server

· Issue: Some implementations have CSE that alters the resource name provided by an AE for the creation of a resource even without detecting a name conflict.

· Example: CSE generated ''AE_name123'' for the received resource name ''name123''.

· Discussion: It is not clear if this functioning is compliant to oneM2M standard. If yes, then the AE should be informed about the new name in the resource representation.

8.11
Notification Event Type default value

· Issue: The default value of the notification event type is not defined which resulted in some interoperability issues.

· Table 6.3.3.2.19-1: Interpretation of eventType:
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8.12
Notification Event Type option 3

· Issue: When using notification event type option 3 (Create of direct child resource), some companies send notification including the parent resource, other companies send a notification including the newly created child resource.

· Example:

· If an AE subscribes to a Container resource specifically to the creation of content Instance resource. When a new content Instance is created, the CSE should send notification including the updated container resource (containing a new child reference), or should it directly notify with the new content Instance?
· Discussion: Notifying directly with the new created child resource seems to be the best choice since it enables to reduce requests number. In other terms, it is better to send the sensor measurement instance than sending the parent container and expecting the AE to retrieve the measurement instance in a separate request.

8.13
SP-ID position in the resource URI.

· Issue: Some conflicts have been noticed due to lack of understanding of the SP-ID FQDN format. Some participants defined the SP-ID as IP address, others defined it on the target ID.

· Examples:

· SP-ID on the IP address: http://sp-id/cse-id

· SP-ID on the resource target: http://ip:port///sp-id/cse-id
· Discussion: ARC states that the sp-id shall be a FQDN without explaining how it is mapped to URL. See TS-0001-V1.6.1.0 (Table 7.2-1). However, PRO states that the sp-id must be defined in the target ID not on the IP address. See: TS-0009-V1.2.0 (Table 6.2.2.1-1). The second approach is more relevant since it separates the SP-ID (Identifier) and IP address (location) and so enables mobility. In addition it simplifies re-targeting through the Mcc communication.

8.14
HTTP header case sensitivity

· Issue: Some implementations accept only upper case headers names, other implementations are not case sensitive which resulted in interoperability issues.

· Examples:

· X-M2M-Origin

· x-m2m-origin

· Discussion: TS-0009 does not mention HTTP headers case sensitivity. However, the HTTP specification says that: ''Field names are case-insensitive''. See HTTP RFC 2616 (sec. 4.2 Message Headers).

8.15
Update response returned attributes

· Issue: In update response, some implementations included all attributes others included only the attributes altered by the server, leading to interoperability issues.
· Example: When updating “expirationTime” attribute of a container resource, the CSE should return an empty body, or return expiration time attribute only if the server set a different the expiration time duration, or return the expiration time attribute in all cases.

8.16
Default ACP for registered AEs

· Issue: After registering to a CSE, the AE will not be able to interact with the CSE without having required ACP. Several companies deactivated the access control policy mechanism to overcome this issue.
· Discussion: There are two approaches to deal with this issue: an administrator can creates manually specific ACP for the registered AE, or the CSE creates automatically a dedicated ACP to enable the registered AE to access specific resources.

8.17
HTTP Code status code inconsistency

· Issue: The HTTP conflict error code is different in TS-0004 (4105) and TS-0009 (4015)

8.18
Resource ID attribute structure

· Issue: For resource ID attribute, some implementations defined the structured resource URI, others defined the non-structured one. In addition some implementations defined the absolute resource URI as request ID for all requests, other implementations defined dynamically the request ID value: Absolute, SP-relative, or CSE-Relative according to the location of the originator node in the architecture.  Absolute request ID if the AE resides in different SP, SP-relative if the AE resides in the same SP but not in the hosting CSE, CSE-relative if the AE resides locally in the hosting CSE.

8.19
Optimizations

· The Request ID header is mandatory for all requests which is not appropriate for constraint environments. Is it needed for all HTTP and CoAP scenarios?
· Does it make sense to define the "Request ID'' header as optional to reduce the payload size. (Keep it for MQTT if needed).

· The CSE can generate internally Request ID if needed for logging purposes.

· The oneM2M specific media-types (e.g. application/vnd.onem2m-res+xml) are long, and thereby not adapted for constraint environments. What is the real use of such verbose media-types?
· How about enabling the default media-types: ''application/xml'' and ''application/json'' instead of the specific oneM2M media-type to reduce the payload. This solution overcomes the IANA registration issue for the CoAP specific options.

· The oneM2M RSC header (e.g. 2000) is mandatory in all responses which increases the payload size and makes oneM2M less efficient for constrained environments. Is the RSC header always needed the in the response? 
· The normal HTTP and CoAP Status-Codes are sufficient for many scenarios.

· Is it possible to make the RSC header optional to reduce the payload size (especially for retrieval requests)

8.20
Other business:

· Some companies want both: short names and long names.
· In addition to XML and JSON some companies want binary encoding like BSON, thrift, pcre, etc.
History

	Document history

	V0.0.1
	September 2015
	Initial version

	V1.0.0
	October 2015
	Final version

	V1.1.0
	October 2015
	Editorial changes fixing some typos

	
	
	

	
	
	

	
	
	


[image: image68.png]



[image: image80.png]Data Type ID

Note

Actual Data Type ID

CDT-accessControlPolicy-v1_0_0.xsd
CDT-remoteCSE-v1_0_0.xsd
CDT-AE-vi_0_0.xsd
CDT-container-vi_0_0.xsd

CDT-contentinstance-v1_0_0.xsd
CDT-schedule-vi_0_0.xsd
CDT-locationPolicy-v1_0_0.xsd
CDT-group-vi_0_0.xsd




[image: image81.png]{ {
{ "ae": { "m2m :ae": {
"api": "app-test" "api": "app-test” "api": "app-test"”
} }} }}



[image: image82.png]? "ae" {
"poa: [
"aaa",
<ae> | bbb’
<poa>aaa bbb</poa> }

e \ }
{

"ae": { "poa": "aaa bbb" }



[image: image83.png]Update_of Resource
Delete_of_Resource
Create_of_Direct_Child_Resource

Delete_of_Direct_Child_Resource



