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Introduction
Terminology added in accepted CRs from TP21.

-----------------------Start of change 1 --------------------------------
3.5
D

Data: in the context of oneM2M the term “Data” signifies digital representations of anything
NOTE:
Data can or cannot be interpreted by the oneM2M System and/or by M2M Applications. See also Information.

M2M Device: physical equipment with communication capabilities, providing computing and/or sensing and/or actuation services

NOTE:
An M2M Device hosts one or more M2M Applications or other applications and can contain implementations of CSE functionalities.

EXAMPLE:
Physical mapping: A M2M Device contains an Application Service Node or an Application Dedicated Node.
Device Information Model: Information Model of the native protocol (e.g. ZigBee) for the physical device
Direct Dynamic Authorization:  a procedure in which a Hosting CSE interacts directly with a Dynamic Authorization System Server to obtain Dynamic Authorization
Dynamic Device/Gateway Context: dynamic metrics, which may impact the M2M operations of M2M Devices/Gateways
Dynamic Authorization: procedures for dynamically authorizing additional access to resources on a Hosting CSE without changing the <accessControlPolicy> resources configured to the Hosting CSE
Dynamic Authorization System: a technology, external to oneM2M, which enables Dynamic Authorization 
Dynamic Authorization System Server: a server configured with policies for Dynamic Authorization, and provided with credentials for issuing Tokens
3.6
E

Encryption [i.6]: process of changing plaintext into ciphertext using a cryptographic algorithm and Key

End-to-End Certificate-based Key Establishment: an interoperable framework for two end-points to use certificates for establishing symmetric keys for use in End-to-End Security of Data or End-to-End Security of Primitives 
End-to-End Certificate-based Key Establishment Initiating End-Point: the AE or CSE initiating the End-to-End Certificate-based Key Establishment procedure
End-to-End Certificate-based Key Establishment Terminating End-Point: the AE or CSE with which an End-to-End Certificate-based Key Establishment Initiating End-Point intends to establish a symmetric key using End-to-End Certificate-based Key Establishment procedure
End-to-End Security of Data: an interoperable framework for protecting data that ends up transported using oneM2M reference points, in order that so transited CSEs do not need to be trusted with that data
End-to-End Security of Primitives: an interoperable framework for securing oneM2M primitives so CSEs (forwarding the primitive) do not need to be trusted with the confidentiality and integrity of the primitives
Event: interaction or occurrence related to and detected by the oneM2M System
-----------------------End of change  1 -------------------------------------------

-----------------------Start of change 2 --------------------------------
3.10
I

Identification [i.9]: process of recognizing an entity in a particular domain as distinct from other entities

NOTE 1:
The process of identification applies verification to claimed or observed attributes.

NOTE 2:
Identification typically is part of the interactions between an entity and the services in a domain and to access resources. Identification may occur multiple times while the entity is known in the domain.

Indirect Dynamic Authorization: a procedure in which an Originator obtains Dynamic Authorization from a Dynamic Authorization System Server, and provides the Hosting CSE with a Token or Token-ID representing that Dynamic Authorization
Information: in the context of oneM2M “Information” signifies data that can be interpreted by the oneM2M System
NOTE:
Information has a defined syntax and semantic within the oneM2M System. See also Data.
Information Model: abstract, formal representation of entities that may include their properties, relationships and the operations that can be performed on them
Infrastructure Domain: consists of Application Infrastructure and M2M Service Infrastructure

Infrastructure Node: is a Node that contains one Common Services Entity and contains zero or more Application Entities
NOTE:
There is exactly one Infrastructure Node in the Infrastructure Domain per oneM2M Service Provider.

EXAMPLE:
Physical mapping: an Infrastructure Node could reside in an M2M Service Infrastructure.
Inner Primitive: a oneM2M Primitive being secured by End-to-End Security for Primitives
Integrity [i.3], [i.4]: safeguarding the accuracy and completeness of information and processing methods

Interworking Proxy Application Entity: A specialized AE that facititates interworking between Non-oneM2M Nodes (NoDN) and the oneM2M System. An IPE maps data of the NoDN into oneM2M resources. It invokes operations in the NoDN when the related oneM2M resources are modified and modifies oneM2M resources based on the output of NoDN operations.
3.11
J

-----------------------End of change  2 -------------------------------------------

-----------------------Start of change 3 --------------------------------
3.16
O

oneM2M System: system developed by the oneM2M global initiative that enables deployable M2M Solutions
Outer Primitive: a primitive used to transport an Inner Primitive secured using End-to-End Security of Primitives
3.17
P

-----------------------End of change  3 -------------------------------------------

-----------------------Start of change 4 --------------------------------
4.5
D
DAS
Dynamic Authorization System

DM
Device Management
4.6
E

E2EKey 
End-to-End Certificate-based Key Establishment
ESData
End-to-End Security of Data

ESPrim
End-to-End Security of Primitives
4.7
F
-----------------------End of change  3 -------------------------------------------
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