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1
Title (Acronym)
Industrial Domain Enablement 

2
Justification
Since industrial application is under pressures of efficiency, flexibility, safety, and so on, utilizing oneM2M standardized technology is expected to be desirable.
3
Intended Output
	Tick all the appropriate cases 


	

	X
	Change request(s) to existing Technical Specification(s)

	X
	Change request(s) to existing Technical Reports(s)

	
	New Normative Technical Specifications(s)

	X
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)


4
Impact 
4.1
oneM2M Work Items

WI-0001 oneM2M Requirements

WI-0039 oneM2M Architecture

WI-0015 oneM2M Use Case Continuation
WI-0005 oneM2M Abstraction and Semantics Capability Enablement
5
Scope

Industrial domain is expected to be able to improve efficiency and flexibility by utilizing ICT technology: collecting data from devices in multiple factories, analyzing them, and applying the analysis results to decisions. So, it is desirable to utilize oneM2M standardized technology in the industrial domain.  To better understand the special requirements to support the operations of the industrial environment, it is desirable to conduct studies on various functionalities that are keen to support this purpose so as to identify necessary technical works to enhance the future oneM2M specifications.  This work item is intended to study such functionalities and the results of that study will be presented in a Technical Report.


Initially, the targeted functionalities to be studied include:

(1)
 Balancing of availability/processing of data: 

This functionality will provide basis to select an optimized solution dealing with data collection complexity and the processing means between an “intra factory” and an “inter factories” environments. 

(2)
 Data processing model between real-time operating environments through a remote server: 

Many devices in a factory work autonomously and communicate with each other (e.g. over high speed industry buses) in a real-time fashion. However, a remote server (e.g. a server in the Cloud) can be used to support analytical work off-line in an inter-factories environment. The present work item will study how a remote server service can be provided to support these devices in factories.

(3)
Reliability of data transmission/aggregation.

In factory applications, the quality of the manufacturing process is highly depending on the accuracy of the data, which can be greatly affected with the reliability of the communications among devices and the server. So, means of monitoring the data flow and integrity is needed in order to keep the manufacturing work effectively.
After the concluded study work in TR-0018 “Industrial Domain Enablement” during oneM2M release 2, the work item needs to be enhanced to include normative work in future releases of oneM2M specifications.
Abstraction and semantics are required by industrial applications similarly with the home domain especially for semantical interoperability and data analytics, such as the industrial elements of diverse types are abstracted in machine-interpretable languages for solving tasks autonomously, as well as alert data is reported not only to avoid an individual accident but also to provide a “industrial alert repository” based on semantic annotation.
Continuation of industrial use cases for describing semantic applications will be contributed to TR-0018 (as CRs). Some of the general concepts, which are defined by the industrial domain ontology but could also be utilized in other domains, will be taken into account to extend the “TS-0012 Base Ontology” (as CRs) for semantic enablement. Additionally, an additional TR (Industrial Domain Information Model) that defines an Abstract Information Model for the physical elements in the industrial domain might also be developed. The definition of the Abstract Information Model will be based on data models that currently exist in the industrial domain (e.g. the defined information model from OPC-UA which has been adopted by many industry market leaders).
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Schedule and impacted specifications
Provide the schedule of tasks to be performed;
	New Specifications (if any)

	Document
Type
	Document
Number*
	Title
	
Schedule (TP No.)
	Lead WG
	Impacted WGs
	Comments

	
	
	
	Start 


	Change Control 
	Freeze


	Approval


	
	
	

	TR
	0018
	Industrial Domain Enablement 
	TP16
	TP20
	TP20
	TP21
	WG1
	WG2 WG3WG4WG5
	

	TR
	xxxx
	Industrial Domain Information Model
	TP24
	TP26
	TP26
	TP27
	WG5
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	


* Optional for first versions (i.e. before it will be assigned by the secretariat)
NOTE: The schedule of the intended TR “Industrial Domain Information Model” would need more discussion in WG5 since the work shall be done after the agreement of introducing the use cases related to semantic applications.
	CRs to existing specifications (if any)

	Impacted
TS/TR
	CR number (when known)
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments

	TS-0002
	REQ-2015-0546R01
	Requirements to support integrity of data collection monitoring
	REQ16.2
	WG1
	

	TS-0002
	REQ-2015-0550R03
	Requirements to support integrity of data collection monitoring
	REQ17
	WG1
	

	TS-0002
	REQ-2015-0553R02
	Requirements to support the use case “on-demand data collection for factories”
	REQ17
	WG1
	

	TS-0002
	REQ-2015-0583R01
	Requirements to support the use case “Data Process for Inter-factory manufacturing”
	REQ17.1
	WG1
	

	TS-0002
	REQ-2015-0601R01
	Requirements to support use case “real-time data collection”
	REQ18
	WG1
	

	TS-0002
	REQ-2015-0604R02
	Requirements to support the use case “Data encryption in industrial domain”
	REQ18
	WG1
	

	TS-0001
	CRs to TS-0001
	Architecture impact from industrial domain enablement
	
	WG2
	

	TS-0004
	CRs to TS-0004
	Protocol impact from industrial domain enablement
	
	WG3
	

	TR-0018
	CRs to TR-0018
	Add additional use cases describing semantic applications from the industrial domain
	REQ25
	WG1
WG5
	

	TS-0012
	CRs to TS-0012
	Base ontology extension from industrial domain ontology
	MAS26
	WG5
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Work Item Rapporteur(s)

Miao Jiang, Hitachi (China) Research &Development Corporation (CCSA) .
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