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Introduction

Update specification for distributed authorization in clause 7 according to the latest agreements.
-----------------------Start of change 1---------------------------------------------
7.5.5
Distributed Authorization Resource Lifecycle
<authorizationDecision>, <authorizationPolicy> and  <authorizationInformation> are all the child resources of a <CSEBase> resource. As these resources are related to authorization functions, their creation and maintenance shall be tightly controlled by the authorized entities (e.g. a security administrator). The authorization resource management permissions (e.g. resource creation, update and deleting) shall be specified by the access control policies assigned to the <CSEBase> resource. The access control policies which specify who can send authorization requests to the authorization resources shall be assigned to the authorization resources directly.
Before an authorization resource is bound to an authorization process (i.e. a PDP, PRP or PIP process), it acts as a normal resource to a Create (C), Retrieve (R), Update (U), Delete (D) or Notify (N) operation. After being bound to an authorization process, an UPDATE operation on this resource may trigger the bound process. How to bind an authorization process to these authorization resources is out of scope of the present specification.

An entity that needs to send authorization requests to an authorization resource shall only have the update permission on the authorization resource specific attributes and/or child resources.

-----------------------End of change 1---------------------------------------------
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