WG02
Name: 
Within the scope of oneM2M, WG2 (ARC+PRO+SEC) has the following responsibilities:
· Definition of the oneM2M system architecture including but not limited to the definition of the oneM2M functional entities, resources, reference points and related message flows.
· Definition of oneM2M system management including device management aspects.
· Definition of the oneM2M protocol aspects including but not limited to the definition of the oneM2M data types, request and response message primitives, procedures, schema definitions, serialisation and bindings to underlying transport protocols. 
· Analysis of the oneM2M system from a security and privacy perspective to identify security threats and means to mitigate these threats. 
· Definition of the oneM2M security framework including but not limited to the definition of means for identity, credential management, data privacy and security functions (, authentication, encryptionconfidentiality, integrity verification,  and authorization) and data privacy.
· Development of specifications that clearly capture the definitions of the oneM2M architecture, protocol and security framework.
· Coordinate with other oneM2M WGs to ensure the architecture, protocol and security requirements of the oneM2M system have been met and the oneM2M specifications are clearly specified, implementable and testable.
· Coordinate with other specification groups and industry fora and where applicable define methods for interworking the oneM2M system with other IoT technologies.

 
 
	Pros (ARC+PRO)
· Easier flow between stage 2 and stage 3
	Cons (ARC+PRO)
· Workload of WG2

	Pros (TST+PRO)
· More expertise on protocols in TST
· Deeper understanding of the protocols by the TST community
· Feedback from testing to protocols aspects

	Cons (TST+PRO)
· Different expertise (usually TST provides a different expertise including in other SDOs and fora)



