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1.1 Dashcam Application
1.1.1 Description

A dashcam, also known as vehicle traveling data recorder, is an onboard camera that continuously records the view through a vehicle's front windscreen, sometimes through rear window, and sometimes inside the car.
A dashcam usually has two kinds of storage medium, one is built-in flash memory being used for buffering the video data, and another is external flash memory (usually 16 GB or higher MicroSDHC or MicroSDXC cards) for storing video data. Once the storage capacity is full, dashcams usually erase the oldest data and store the latest records.
Dashcams are usually made to provide video evidence in the event of a road accident. When crashed, dashcams can record video of the accident, and keep recording a short time video before and after the timepoint of the accident. When parked, dashcams can capture video and picture evidence if vandalism is detected, and some key video and picture recordings could be automatically sent to mobile phones once the phone connected to the dashcam (usually employing WiFi). These features are described in this use case of dashcam application.
1.1.2 Source 

1.1.3  Actors 

· Dashcam Device
This is a M2M Device installed inside the car, recording the view through a vehicle's front windscreen and sometimes rear window. Additionally, this device can have a G-sensor inside.
· Camera Module
This is a M2M Entity sending video data to the Dashcam Device continuously.

· G-sensor
This is a M2M Entity within the Dashcam Device. After receiving the request of the sensor, related data are not overwritten by the new data.
· Use Equipment 
This is a M2M Entity requesting dashcam video and interacting with the dashcam.
1.1.4 Pre-conditions 
None
1.1.5 Triggers 

In a car crash or hard brake scenario, the gravity sensor can trigger this use case.
1.1.6 Normal Flow 
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1. Registration for all necessary entities.

(As the device is working, dashcam records the video data sent from the camera.)
2. A hard brake situation occurs. G-sensor detects the hard braking, sends a request to Dashcam which wants this video clip to be locked.
3. Based on the request, the dashcam locks corresponding data.
 (As the device is working, dashcam records the video data sent from the camera.)
4. If the capacity of the memory inside the dashcam is full, then the retention policy like maxByteSize goes into effect. But according to the lock setting of the data, some specific data would not be overwritten by the new data, ensuring locked data is protected from being erased.
5. Driver’s equipment connects the dashcam, retrieving his interested video clip on the dashcam memory automatically to his use equipment.

6. Once the locked data is considered to be useless, the corresponding lock settings are removed.

1.1.7  Alternative flow 
None.
1.1.8 Post-conditions 

None
1.1.9 High Level Illustration

 None
1.1.10 Potential requirements 

1. oneM2M shall support retention of data for protecting specific content resource based on the retention policy in effect.
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