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1
Scope

The present document lists the oneM2M Technical Specifications and describes the new functionalities that are part of oneM2M Release 2.
2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ARIB
Association of Radio Industries and Business

ATIS
Alliance for Telecommunications Industry Solutions
CCSA
China Communications Standards Association

ETSI 
European Telecommunications Standards Institute

TIA
Telecommunications Industry Association

TSDSI
Telecommunications Standards Development Society, India

TTA 
Telecommunications Technology Association 

TTC
Telecommunications Technology Committee
3
Conventions, 

The key words “Shall”, ”Shall not”, “May”, ”Need not”, “Should”, ”Should not” in this document are to be interpreted as described in the oneM2M Drafting Rules [i.1]
4
Release Description
<Text>

4.1 Inherited Functionalities
HTTP Protocol Binding: This binding allows oneM2M compliant devices/gateways/servers to communicate each other using the oneM2M APIs over the HTTP 1.1 protocol.

CoAP Protocol Binding: This binding allows oneM2M compliant devices/gateways/servers to communicate each other using the oneM2M APIs over the CoAP 1.0 protocol.>

Editor’s Note: This section to be filled in.
4.2 Key additional Functionalities

LWM2M Interworking: This feature allows LWM2M clients to communicate with oneM2M applications using their existing LWM2M objects or through a translation of LWM2M objects to their semantically equivalent oneM2M resources.
Abstraction & Semantics Capability Enablement: This feature allows to add semantic information to oneM2M Applications and data. It allows to discover oneM2M entities based on their specific semantic meaning. Additionally, the feature allows to model in oneM2M real-world things and the relationships among them.
Generic Interworking with Area Networks: This feature allows to semi-automatically create oneM2M Interworking Proxy Entities for interworking with datamodels of non-oneM2M Area Network technologies. It enables third parties to specify such datamodels with ontologies on the basis of a oneM2M Base Ontology. 
WebSocket Protocol Binding: WebSocket is full-duplex and bidirectional communication protocol which runs over HTTP capable networks. This new protocol binding will provide solution for contacting to the AE or CSE which is located inside firewall/NAT.
Field Device Configuration: This new feature allows to configure  IoT Device or gateway device to be ready for starting to use M2M Service.  The configuration includes vaious information to request collecting M2M Application Data from those field domain devices.
Editor’s Note: This section shall be filled in by the Work Item Rapporturs. 1 brief paragraph to be supplied per feature. 
4.3 Included Technical Specifications
TS-0002 
Requirements 
V2.x.y 

TS-0011 
Common Terminology 
V2.x.y 

TS-0001 
Functional Architecture 
V2.x.y 

TS-0007
Service Components
V2.x.y
TS-0014
LWM2M Interworking 
V2.x.y
TS-0004 
Service Layer Core Protocol 
V2.x.y
TS-0008 
CoAP Protocol Binding 
V2.x.y
TS-0009 
HTTP Protocol Binding 
V2.x.y
TS-0010 
MQTT Protocol Binding 
V2.x.y
TS-0003
Security solutions
V2.x.y 
TS-0016
Secure Environment Abstraction
V2.x.y
TS-0005
Management enablement (OMA)
V2.x.y
TS-0006
Management enablement (BBF)
V2.x.y
TS-0012
Base Ontology
V2.x.y 

TS-0013
Interoperability Testing

TS-0015
Testing Framework

TS-0017
Implementation Conformance Statements

TS-0018
Test Suite Structure and Test Purposes

TS-0019
Abstract Test Suite & implementation eXtra Information for Test

Editor’s Note: initial proposal FFS
Annex A:
Work Items related to oneM2M Release 2
WI-0005
Abstraction & Semantics Capability Enablement

WI-0011
Service Component Architecture

WI-0016
End-to-End Security and Group Authentication
WI-0019
Dynamic Authorization for IoT
WI-0021 
Secure Environment Abstraction 

WI-0023
Authorization Architecture and Access Control Policy
WI-0024
LWM2M Interworking 

WI 0025
Generic Interworking with Area Networks 

WI-0026
Efficient Communications

WI-0029
App-ID Clarification

WI-0030
M2M Application & Field Domain Component Configuration

WI-0031
Optimized Group-based Operation

WI-0032
Conformance Test
WI-0033
Supporting Time Series Data
WI-0034
Study of re-usable service layer context (Architecture, Procedure and data type to support transaction in oneM2M)

WI-0035
Action Triggering

WI-0036
Update Security Analysis TR for Release 2
WI-0037
3GPP_Rel13 Interworking

WI-0040
Websocket Protocol binding

WI-0041
Subscription Notification
Editor’s Note: initial proposal FFS
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