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Introduction

This contribution provides guide information required for implementation of function calls in smart farm use case using MQTT binding protocol. 

· Introduction

· Assumptions
· Entity Addressing and Resource Structuring
· Physical Quantity Modelling
· Configurations
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8
Implementation of Function Calls 

8.1
Introduction
This section introduces standard APIs to implement function calls specified in section 7 using oneM2M MQTT binding and JSON serialization. The API is designed for oneM2M reference point Mca and Mcc.
8.2
Assumptions
It is assumed that the following conditions are met in the current use case:

1 All devices and IoT applications deployed in the current use case are server capable, and independently addressable with host names resolved by DNS services. 

2 Host port number 8080 is reserved for oneM2M services.
3 It is assume that Security Association Establishment is done with any two entities, but details for Security Association Establishment is out of the scope of this user guide. 
4 Any authentication and authorization check through access control policy will not be addressed in current document. 

5 The oneM2M request primitives are serialized into JSON serialization during communication btween any AE/CSE and a CSE via a MQTT protocol binding.

6 The MN-CSE and IN-CSE being addressed in the current use case is deployed under a same oneM2M Service Provider domain.
7 All application entities being modelled in this current use case will be proceeded as a fresh registration with corresponding CSE. The AE-ID-Stem then is set to character letter ‘S’.

8 All resources being generated by oneM2M CRUD operations are addressable with their hierarchical resource identifier.

9 All oneM2M requests initialized for accessing resources located in a CSE are proceeded as Blocking Request by the CSE receiver.
10 The MQTT server is configured to be able to form a Credential-ID, verify AE-ID or CSE-ID of the originators through successful Security Association Establishment with the orginator’s MQTT client. It is assumed that Credential-ID is represented as {CREDENTIAL_TYPE-VALUE} in this user guide. Details of forming the real Credential-ID is out of scope of this user guide. 
8.3
Entity Addressing and Resource Structuring
The entities AE and CSE can be addressed with host address that is either a IP address or a FQDN address that is resolved to IP addresses by DNS network services according to addressing rules specified in oneM2M standards.

Any oneM2M AE entities addressed in current use case is identified by a SP-Relative AE-ID, which is represented as a “/{AE-ID-Stem}”, where the AE-ID-Stem starts with a character letter ‘S’. 

Any oneM2M resources resulted by a oneM2M CREATE and UPDATE operation is identified by a SP-Relative resource identifier in a non-structured manner, which is represented as “{SP-relative-CSE-ID}/{Unstructured-CSE-relative Resource ID}”.

Note: oneM2M architecture speicifies also structured resource identifier format as well as AE-ID format in Section 7.2 of TS-0001 [i.2]. For implementation details of other formats, please refer to corresponding user guide.

Resource names listed as following are used to assign to AEs and child resources of AE in current use case.  Here we provides an example for naming AE and child resources of AE, and developers can name their AE and child resources according to their naming preference and naming style.

· IN-CSE:

· CSEBase Name: 
server
· CSE-ID (SP-relative-CSE-ID): 
/CSE1534123
· Resource ID:

incse8563723426
· Resource Name being created for IoT applications hosted in a smart device: 
app_ae01, app_ae02,  app_ae03, …
· MN-CSE:

· CSEBase Name: 

farm_gateway
· CSE-ID:

/CSE3409165
· Resource Name being created for farm gateway application: 
gateway_ae
· ADN-AE:

· Resource Name for <AE> resources being created for sensors: 
sensor_ae01, sensor_ae02, sensor_ae03, …
· Resource Name for <container> resources being created for mornitoring purpose: 
cont_monitor01, cont_monitor02, cont_monitor03, … 
· Resource Name for <subscription> resources being created for subscription of environment monitoring data: 

sub_monitor01, sub_monitor02, sub_monitor03, …  
· Resource Name for <AE> resources hosted actuators: 
actuator_ae01, actuator_ae02, actuator_ae03, …
· Resource Name for <container> resources being created for controlling purpose: 
cont_ctrl01, cont_ctrl02, cont_ctrl03, … 
· Resource Name for <subscription> resources being created for subscription of device controlling signal: 

sub_ctrl01, sub_ctrl02, sub_ctrl03, …    
8.4
Physical Quantity Modelling
The current use case addresses a suite of sensors and actuators. Sensors, such as compound sensors,  illumination sensors, soil moisture and PPFD sensors, generate physical quantity e.g. temperature value, illumination level value, pH value etc. These physical quantity values are usually represented within a content field of a <contentIntance> resource, which is represented in a JSON serialization format.

Also the working status of the actuators, such as fans, air conditioner, sprinkler, and roof cover controller is modelled as “ON” and “OFF”.

8.5
Configurations
To leverage oneM2M MQTT protocol for the communication between AE/CSE and CSE, devices (including sensors, actuators), IoT applications, farm gateway, the server platform that are deployed in the current use case are required to implement MQTT client library, while the farm gateway and the server platform also need to implement MQTT broker functionalties. Details for implementation of MQTT client library in those entities are out of scope of this use guide. Developers need to refer to other tutorials for implementation of MQTT client library by their own. 
Configurations initially specified in section 5.2.3 of TS-0010 [i.4] are applied to the communication scenarios as following:
· AE to IN 

(section 5.2.3.1) : mapped to communications between IoT applications and the server platform;

· AE to MN 
(section 5.2.3.2) : mapped to communications between sensors/actuators and the farm gateway;
· MN to IN 

(section 5.2.3.3) : mapped to communications between the farm gateway and the server platform.
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