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## Introduction

This solution addresses aspects of the Key Issue on Time Synchronization in TR-0026. This contribution is updating the existing time synchronization beacon solution that has been accepted into TR-0026 to add missing details and corrections.
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## Solution H: Time Synchronization using beacons

### Solution Description

This solution addresses Key Issue 7 which highlights that services requiring time-sensitive operations rely on the various Service Layer entities being time-synchronized.

CSEs can be configured by one or more entities to send SL time synchronization beacon notifications. The beacons can be customized to be sent at specific frequencies (e.g. every 5 minutes) or in response to customized conditions or events (e.g. certain synchronization offset has been exceeded), and the settings can be specified by one or more entities. The beacons can be useful for keeping an entity synchronized with the current local time of a CSE especially when the entity is communicating with the CSE on an intermittent basis where clock drift and synchronization issues can arise.

Time synchronization beacon notifications contain information such as the local time of the originator of the beacon and other coordination scheduling information e.g. information used by receivers to program their sleep and low power schedules.

The solution relies upon the following elements:

1. <*timeSynchBeacon*> resources are created by entities requesting time synchronization services from the Hosting CSE. The Hosting CSE provides time synchronization services in the form of beacon notifications that are sent to the entities.
2. The Hosting CSE provides notifications with the time-synchronization information (beacon message) based on the configured parameters. The notification includes: originator CSE-ID, target, CSE current local time, and other beacon notification event information.

### The beacon receiver can extract a *CSE current local time* component, compare it against its own local time and an offset is computed. The offset can then be used to synchronize the local time of the beacon receiver to the local time of the beacon originator.Solution Applicability

This solution applies to Key Issue 7

### Solution Details

To implement this solution, the new <*timeSynchBeacon*> resource type is introduced, as described in Table 10.8.3‑1. Existing resource types <*CSEBase*>, <*remoteCSE*> and <*AE*> are modified to include <*timeSynchBeacon*> as optional child resources.

Table 10.8.3‑1: <timeSynchBeacon> Resource Attributes

| New Attributes | Multiplicity | RW/  RO/  WO | Description |
| --- | --- | --- | --- |
| *timeSynchBeaconInterval* | 0..1 | RW | Frequency of beacons expressed as the minimum time between two beacon notifications sent by the Hosting CSE to the beacon target. This attribute is used for the periodic *timeSynchBeaconCriteria*.  If this attribute is not configured and *timeSynchBeaconCriteria* is set to “Periodic” then the Hosting CSE will use a default value based on local policies. |
| *timeSynchBeaconThreshold* | 0..1 | RW | Synchronization time offset threshold. Used for the “Loss of Synchronization” *timeSynchBeaconCriteria*. When the delta between the current local time of the Hosting CSE and the local time of the beacon target specified in the *timeSynchBeaconTarget* exceeds this defined threshold, then the Hosting CSE sends a beacon to the target.  The local time of the beacon target can be extracted by the Hosting CSE using time synchronization parameters present in the request and response messages that the beacon target sends to the Hosting CSE.  If this attribute is not configured and *timeSynchBeaconCriteria* is set to “Loss of Synchronization” then the Hosting CSE will use a default value based on local policies. |
| *timeSynchBeaconTargets* | 1 (L) | RW | This attribute is configured with the list of targets that the Hosting CSE sends beacon notifications to. A target is formatted as a oneM2M compliant Resource-ID or as an identifier compliant with a oneM2M supported protocol binding (e.g. http, coap, mqtt).  If a target is formatted as a oneM2M compliant Resource-ID, then the target is formatted as a structured or unstructured CSE-Relative-Resource-ID, SP-Relative-Resource-ID, and/or Absolute-Resource-ID of an <*AE*> or <*remoteCSE*> resource. A Hosting CSE uses this information to determine proper *pointOfAccess*, *requestReqchability* and/or *pollingChannel* information needed to send a beacon notification to the target. The following is an example.   * /CSE0001/AE0001   For a target that is formatted as an identifier compliant with a oneM2M supported protocol binding, the details of this format are defined by the respective oneM2M protocol specification. The following is an example of an HTTP URI compliant with oneM2M HTTP protocol binding.   * <https://172.25.30.25:7000/notification/handler>   A notification serialization type may be appended to a notification target. The Hosting CSE serializes notifications and sends them to the target based on this serialization type indicator (e.g. XML, JSON or CBOR). If a notification serialization type is not appended to a notification target, a default is applied based on the Hosting CSE local policy. The syntax for appending a serialization type to a notification target uses the “?” delimiter character as shown in the below examples.   * <http://mydomain/notificationHandler?ct=json> * CSE02/base/ae2?ct=xml |
| *timeSynchBeaconCriteria* | 1 | RW | Criteria for the beacon generation.   * Periodic – Beacon is sent periodically based on the period defined in *timeSynchBeaconInterval* * Loss of Synchronization – Beacon is sent as a result of a detection in a loss of synchronization exceeding the defined *timeSynchBeaconThreshold* |

To support sending time synchronization information to beacon targets within the payload of a oneM2M notification, a new data type is defined within the existing oneM2M notification data object as described in Table 10.8.3‑2.

Table 10.8.3-2: Data Types for notification data objects

|  |  |  |  |
| --- | --- | --- | --- |
| Root Element Name | **Request Optionality** | Data Type | Default Value and Constraints |
| **N** |
| timeSynchBeacon | O | m2m:timeSynchBeaconInfo |  |

Table 10.8.3‑2 defines a proposed definition for the m2m:timeSynchBeacon data type.

Table 10.8.3-3: Type Definition of m2m:timeSynchBeacon

|  |  |  |  |
| --- | --- | --- | --- |
| Element Path | **Element Data Type** | Multiplicity | Note |
| currentLocalTime | m2m:timestamp | 1 | This element is configured with the local time of the Hosting CSE. |
| currentTimeOffset | xs:duration | 0..1 | This element is included only if *timeSynchBeaconCriteria* is set to “Loss of Synchronization”. This element is configured with the amount of time offset calculated by the Hosting CSE and that triggered the beacon. The beacon target should adjust its local time by this specified offset. |
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