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Introduction
This contribution proposes an overview of the oneM2M architecture.
-----------------------Start of new text 1-------------------------------------------

5
oneM2M Overview

5.1
Introduction

5.1.1
oneM2M Service Layer
oneM2M standardized architecture provides an IoT Service Layer Platform, acting as a Middleware. It supports secure end-to-end data/control exchange between IoT devices and customer applications by providing functions for remote provisioning & activation, authentication, encryption, connectivity setup, buffering, synchronization, aggregation and device management.

oneM2M is a software layer and sits between IoT applications and communication elements that provides data transport, normally riding on top of IP. It provides commonly needed functions for IoT applications across different industry segments

oneM2M is an horizontal architecture providing common service functions that enable multi-domains applications , using a common framework and consistent APIs.
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Common IoT Key problems solved by oneM2M
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oneM2M in a nutshell:

oneM2M corresponds to a software “framework”, located between the IoT applications and communication HW/SW that provide connectivity/data transport. 

It provides functions that IoT applications across different industry segments commonly need (eg. data transport, security/encryption, remote software update...)
It allows for distributed intelligence i.e. in devices, gateways and back-end/cloud applications
It is independent of the protocol that transports
It is like an Operating System for the Internet of Things, sitting both on the field devices/sensors and in servers.

And it is a standard – not controlled by a single private company.
5.1.2
Functional Architecture description
oneM2M Layered Model comprises three layers: 
· the Application Layer, 
· the Common Services Layer

· the underlying Network Services Layer.
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Figure 5.1.2-1: oneM2M Layered Model

oneM2M entities:

The oneM2M functional architecture comprises the following functions:

1) Application Entity (AE): Application Entity is an entity in the application layer that implements an M2M application service logic. Each application service logic can be resident in a number of M2M nodes and/or more than once on a single M2M node. Each execution instance of an application service logic is termed an "Application Entity" (AE) and is identified with a unique AE-ID. 
Examples of the AEs include an instance of a fleet tracking application, a remote blood sugar monitoring application, a power metering application, or a controlling application.

2) Common Services Entity (CSE): A Common Services Entity represents an instantiation of a set of "common service functions" of the M2M environments. Such service functions are exposed to other entities through the Mca and Mcc reference points. Reference point Mcn is used for accessing underlying Network Service Entities. Each Common Service Entity is identified with a unique CSE-ID.

Examples of service functions offered by CSE include: Data Management, Device Management, M2M Service Subscription Management, and Location Services.

3) Underlying Network Services Entity (NSE): A Network Services Entity provides services from the underlying network to the CSEs. 
Examples of such services include device management, location services and device triggering. 

oneM2M Reference Points:
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Figure 5.1.2-2: oneM2M Functional Architecture

The oneM2M functional architecture comprises the following reference points:
· Mca reference point : Communication flows between an Application Entity (AE) and a Common Services Entity (CSE) cross the Mca reference point. These flows enable the AE to use the services supported by the CSE, and for the CSE to communicate with the AE. The AE and the CSE may or may not be co-located within the same physical entity.
· Mcc Reference point : Communication flows between two Common Services Entities (CSEs) cross the Mcc reference point. These flows enable a CSE to use the services supported by another CSE.

· Mcn Reference point : Communication flows between a Common Services Entity (CSE) and the Network Services Entity (NSE) cross the Mcn reference point. These flows enable a CSE to use the supported services (other than transport and connectivity services) provided by the NSE.

· Mcc’ Reference point : Communication flows between two Common Services Entities (CSEs) in Infrastructure Nodes (IN) that are oneM2M compliant and that resides in different M2M Service Provider domains cross the Mcc' reference point. 

· Other Reference Points and Interfaces : Mch, Mc, Ms, La, Mcs, Mmaf and Mmef

oneM2M Nodes:

oneM2M has defined a set of Nodes that are logical entities identifiable in the oneM2M System. 
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Figure 5.1.2-3: oneM2M node topology
Nodes could be of the following types:
· Application Service Node (ASN):  a Node that contains one CSE and contains at least one Application Entity (AE), located in the Field domain.
· Application Dedicated Node (ADN): a Node that contains at least one AE and does not contain a CSE. It is located in the Field domain.
· Middle Node (MN):  a Node that contains one CSE and could contain AEs. There could be several MN in the Field Domain of the oneM2M System.  As example of physical mapping,  a MN could reside in an M2M Gateway.

· Infrastructure Node (IN):  a Node that contains one CSE and could contain AEs. There is exactly one IN in the Infrastructure Domain per oneM2M Service Provider. As example of physical mapping,  an IN could reside in an M2M Service Infrastructure.

· Non-oneM2M Node (NoDN): A non-oneM2M Node is a Node that does not contain oneM2M Entities (neither AEs nor CSEs). 
5.1.3
Common Service functions
As an horizontal architecture providing a common framework for IoT, oneM2M has identified a set of common functionnalities , that are to applicable the all the IoT domains.
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Figure 5.1.3-1: Common Service Functions

Such services reside within a CSE and are referred to as Common Services Functions (CSFs). The CSFs provide services to the AEs via the Mca reference point and to other CSEs via the Mcc reference point. 
All these services are not specific to any IoT domain in particular. It enables each domain to build on the top of this service layer and really focus on its specific industrial needs.
5.1.4
Benefits of using oneM2M
· Service Layer, independent of the protocol that transports
· Flexibility. It can be deployed on all domains,  not tied to a protocol technology
· IP based:  known existing API
· For example in Industrial domain , there are some real time constraints that some other domains do not have.
·  
· Evolution: the transport protocol can evaluate and the oneM2M code will not change. 5G etc …
· Horizontal platform provides common service functions that enable multi-domains
· One investment/deployment serves multiple domains, do not re-invent the wheel 
· Cross-domain service/application innovation with a common framework and consistent APIs
· Re-use of the code whatever the domain
· Easy interworking/integration with existing & evolving deployments paves the way to long term evolution and sustainable economy
· Do not disrupt existing “vertical deployment”, but evolve.
· Interworking with a rich set of proximal IoT technologies, embracing different ecosystems
· Take advantage of the operators’ network capabilities and existing management technologies
· Data sharing and semantic interoperability brings the real value
· data oriented RESTful API design
· semantic data annotation, discover and reasoning facilitates intelligent analytics and service mashups
· security protection at both channel and object level, with static and dynamic access control
· Open standards to avoid lock-in to a platform or a cloud provider
· It is also a matter of national sovereignty 
· Several open source implementations available ( CSE or AE)
· oneM2M is an international standard
· Developed using standardization methodology that has insured successful interoperability in many technical domains
· Developed by many companies : It does not depend on one or few companies  or using a closed proprietary technology.
· It is an open standard: all the specifications, even the drafts are available at http://www.onem2m.org/technical/latest-drafts
In summary, the oneM2M initiative has the vision to remove fragmentation of the IoT world . Because it is independent of the protocol or technology that transports, it is designed to be a long term solution for IoT deployment.
-----------------------End of new text 1-------------------------------------------

With oneM2M


End-to-end platform: common service capabilities layer


Interoperability at the level of communications and data


Seamless interaction between heterogeneous  applications and devices








Without oneM2M


Highly fragmented market with limited vendor-specific applications


Reinventing the wheel: Same services developed again and again


Each silo contains its own technologies without interoperability
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