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Introduction
This contribution does a number of clean ups in order to address some recently received comments. In particular, the details of this contribution are as follows:
· Change #1 is to address the following comment:

· For the sentence below in 7.4.49, the comment we received was “I think the use of “notify” could be confusing here. I suggest this paragraph be reworded”
If the <semanticMashupJobProfile> resource to be deleted has a smiID attribute, the Hosting CSE shall notify each <semanticMashupInstance> resource that is referenced by the smiID attribute of the removal of the <semanticMashupJobProfile> by updating the value of smjpID attribute of those <semanticMashupInstance> resources to "NULL".
· Changes #2 and #3 are to address the following comment:

· For the mashupMember description, the comment we received was “Need more details on how this serialization is supposed to work.  This reads as if it just serializes a single member, but it’s supposed to contain a list of URIs and member content – are they all contained in one RDF graph somehow – if so where is that defined?”
· Change #4 is to address the following comment:

· For the periodForResultGen, the comment we received was “This conflicts with the datatype of xs:duration, since xs:duration format includes the time units (e.g. you can have a duration of P1D meaning 1 day.  I think that “Time unit is in second” should be deleted”
· Change #5 is to address the following comment:

· For the sentence below in the CREATE procedure of 7.4.50, the comment we received was “Does this mean they get added to any values that were provided in the Create request primitive?”
· Change #6 is to address the following comment:

· For this text below in the UPDATE procedure of 7.4.50, the comment we received was “What does this mean? Does it replace an existing semanticMashupResult child (if so, which one) or add a new one?”
· For this text below in the UPDATE procedure of 7.4.50, the comment we received was “I assume that this change is applied to the existing mashupMember values. What happens if the update supplies new values for both mashupMember and memberStoreType? Do they have to be compatible?” – Answer: We do not have changes for this question, see the in-line comments.
For this text below in the UPDATE procedure of 7.4.50, the comment we received was “Does this affect the semanticMashupResult children that have already been created?” – Answer: No, since as described in the Table 9.6.54-1 of TS-0001, a <semanticMashupInstance> resource may have multiple <semanticMashupResult> child resources, which means that every time the Hosting CSE re-calculates the semantic mashup result, a new <semanticMashupInstance> child resource will be created to store the latest result.

No change from the generic procedures in clause 7.2.2.2 with the following exceptions:

· Primitive specific operation on Recv-6.4 "Check validity of resource representation for the given resource type":

· If the updated attribute in the Request message is smjpInputParameter, the Hosting CSE shall re‑calculate the semantic mashup result.

· If the updated attribute in the Request message is mashupMember and resultGenType is WHEN_A_MASHUP_MEMBER_IS_UPDATED, the Hosting CSE shall re-calculate the semantic mashup result. [Explnation: if mashupMeber is updatd, it will be handed by this step, i.e., to caculate the new mashup result.]
· If the updated attribute in the Request message is memberStoreType, the Receiver shall change the way mashup member resources are represented by the mashupMember attribute. [Explanation: if memberStoreType is updated, it will be applied to all the current/latest mashupMembers. In other words, if mashupMember is updated, it was already handled by the previous step and then this step will be applied to all the lastest mashup members.]
· If the updated attribute in the Request message is resultGenType, the Receiver shall change the way that the semantic mashup result is generated accordingly.
· Change #7 is to address the following comment:

· For this text below in the RETRIEVE procedure of 7.4.51, the comment we received was “why is this a “May”? Is that just referring to the fact that the request might not being asking for child resources? If so then we don’t really need to include these words, since that’s just the standard procedure?”
· For this text below in the RETRIEVE procedure of 7.4.51, the comment we received was “The words “generate/refresh” need clarification. If you follow the steps literally each time they execute they add a new <semanticMashupResult>. Is that the intention, or is the intention that only the most recent result is kept?”
· Check the mashupMember attribute of the parent <semanticMashupInstance> resource.

· Collect latest data from each of the mashup members. If data cannot be collected from all of the mashup members, the Hosting CSE shall generate a Response Status Code indicating a "MASHUP_MEMBER_NOT_FOUND" error.

· Retrieve the mashup function from the functionDescriptor attribute of the <semanticMashupJobProfile> resource that is specified by the smjpID attribute of the parent <semanticMashupInstance> resource.

· Apply the mashup function with the data collected from the mashup members and produce a mashup result.

· Create a <semanticMashupResult> child resource under the parent <semanticMashupInstance> resource, and use it to store the newly-generated mashup result.

· Perform Recv-6.7 "Create a success response" where the Response may include the newly-generated mashup result.

· Perform Recv-6.8 and the procedure is terminated.
· Note that, in case of the resultGenType attribute of the parent <semanticMashupInstance> resource is set to PERIODICALLY, steps 1) through 5) will be executed periodically by the Hosting CSE in order to generate/refresh the mashup result.
-----------------------Start of change 1-------------------------------------------
7.4.49.2.4
Delete

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2 with the following exceptions:

1) Primitive specific operation on Recv-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed":

a)
If the <semanticMashupJobProfile> resource to be deleted has a smiID attribute, the Hosting CSE shall update each <semanticMashupInstance> resource that is referenced by the smiID attribute of the removal of the <semanticMashupJobProfile> by updating the value of smjpID attribute of those <semanticMashupInstance> resources to "NULL".
-----------------------End of change 1-------------------------------------------
-----------------------Start of change 2-------------------------------------------
The oneM2M-defined enumeration data types are defined in clause 6.3.4.

Table 6.3.3‑1: oneM2M Simple Data Types

	XSD type name
	Type Name
	Examples
	Description

	m2m:resourceName
	Resource name 
	myLightBulb

123Sensor
	Used for resource name attribute. This shall be formed by (ALPHA / DIGIT) *(ALPHA / DIGIT / "-" / "." / "_") as described in clause 6.2.3

	m2m:ID
	Generic ID
	//globalm2m.org
	Used to represent generic IDs generated and used within oneM2M
(M2M-SP-ID)

	
	
	//globalm2m.org/C190XX7T
	(CSE-ID)

	
	
	//globalm2m.org/CSE1/123A38ZZY
	(AE-ID)

	m2m:nodeID
	Node ID
	urn:gsma:imei:90420156-025763-0;svn=42
	Used for Node IDs. The constraints on this type are different from those on Generic IDs
(IMEI as node ID)

	m2m:deviceID
	Device ID
	urn:dev:ops:012345-Set%2DTop%2DBox-0123456789
	A Device ID uniquely identifies a device using a URN. The format of the URN is one of IETF RFC 4122 [35] UUID, OPS URN, OS URN, IMEI URN, ESN URN, or MEID URN.A

	m2m:externalID
	M2M-EXT-ID
	123456789@domain.com 
	The External Identifier allows the Underlying Network to identify the M2M Device (e.g. ASN, MN) associated with the CSE-ID or AE-ID. In the 3GPP case, the External Identifier is specified in 3GPP TS 23.003 [17]

	
	3GPP external Group ID
	123456789@domain.com
	In the 3GPP multicast case, the External Group Identifier is used in the group message delivery procedure and specified in 3GPP TS 23.682 [15]

	m2m:requestID
	Request ID
	ab3f124a, CSE1/98821
	Used for Request IDs. This type may include the ID of the target CSE as well as a part that varies for each ID

	m2m:nhURI
	Non Hierarchical Identifier
	/CSE090112/ C190XX7T
	Used where a resourceID is required to be non-hierarchical

	m2m:acpType
	List of ACP Resource IDs
	//IN-CSEID.m2m.myoperator.org/93405
	Used to represent a list of AccessControlPolicy identifiers. The list shall contain at least one member

	m2m:labels
	list of xs:token
	printers networkwifi1 home_energy (key-only)
domain:home color:red (key-value pair)
	A list of tokens used for describing and discovering resources (searching wifi connected printer from vendor 1)

Each token can have two formats, key-only and key-value pair. In the case of key-value pair, key and value are separated by ":". The key portion does not contain ":". The list shall contain at least one member

	m2m:triggerRecipientID
	Trigger Recipient Identifier
	3010
	Used when device triggering services are requested from the Underlying Network, to identify an instance of an ASN/MN-CSE on an execution environment, to which the trigger is routed. Defined as port number in the range 0 to 65535

	m2m:listOfM2MID
	List of M2M identifiers
	
	xs:list of elements of data type m2m:ID. The list shall contain at least one member

	m2m:listOfURIs
	List of any URI
	
	xs:list of elements of data type xs:anyURI. The list shall contain at least one member

	m2m:listOfDuration
	List of durations
	
	xs:list of elements of data type xs:duration. The list shall contain at least one member

	m2m:resourceTypeList
	List of resource types
	
	xs:list of elements of data type m2m:resourceType. The list shall contain at least one member

	m2m:listOfMinMax
	List of Time Limits
	10  2560 
	xs:list of two xs:long values defining min and max limits of time intervals in units of milliseconds (value -1 representing infinite time)

	m2m:ipv4
	IPv4 address string with optional CIDR suffix
	10.125.0.0/16,122.77.12.1
	Used in m2m:accessControlRules specified in clause 6.3.5.27

	m2m:ipv6
	IPv6 address string with optional CIDR suffix
	::/0,  Fadf:ddd0::/32,  abcd:ffff:abb0:aaaa::/64
	Used in m2m:accessControlRules specified in clause 6.3.5.27

	m2m:countryCode
	Country Code
	KR
	2-character country code as defined by ISO 3166‑1 [41]

	m2m:pointOfAccess
	single point of access of an AE or CSE
	http://172.25.0.10:8080/xyz
or

coap://m2m.sp.com:5683

or

mqtt://172.25.0.10:1883

or

ws://10.222.254.26:80
	A point of access is represented as a URI that shall contain the underlying transport protocol (in either lowercase or uppercase spelling), the IP address (or an FQDN in all lowercase) and optionally a port number and/or path. No whitespace characters are allowed. The protocol binding specifications may give additional instructions on how the URI is. interpreted

	m2m:poaList
	List of pointOfAccess strings
	http://172.25.0.10:8080/xyz

coap://m2m.sp.com:5683

mqtt://172.25.0.10:1883
	xs:list of elements of data type m2m:pointOfAccess. The list shall contain at least one member

	m2m:timestamp
	Time stamp string
	20141003T112032
	DateTime string using 'Basic Format' specified in ISO 8601 [27]. Time zone shall be interpreted as UTC timezone. See below for more details

	m2m:absRelTimestamp
	absolute or relative time stamp string
	20141003T112032 (absolute time),or 3600000 (relative time)
	defined as xs:union of m2m:timestamp and xs:long data types

	m2m:typeOfContent
	Type of Content
	application/xml
	The media type shall be an IANA registered Media Types name, or an experimental Media Type (see [26]) ':'

	m2m:serializations
	Serialization types
	application/xml application/json application/cbor
	A list of IANA registered media types that can be used for serialization of primitives. The permitted values are:

· application/xml

· application/json

· application/cbor

The list shall contain at least one member

	m2m:contentInfo
	Content Information
	application/xml:1

application/xml:1:0

application/xml:1:5
	A string consisting of a media type followed by a m2m:encodingType and optional m2m:contentSecurity, each separated by ':' character. If the m2m:contentSecurity value is not present, then the preceding ':' shall also be not present. If the m2m:contentSecurity value is not present then this has the same interpretation as a value of 0 for m2m:contentSecurity.

See note

	m2m:protocolList
	List of protocols
	application/x-alljoyn;version=1.0 application/x-echonet-lite;version=1.0
	A list of MIME types for all communication protocols supported by the device

	m2m:eventCat
	Event Category
	2
	Either:

2) One of the values from m2m:stdEventCats or
3) A user-defined category in the range 100-999

	m2m:eventCatWithDef
	Event Category with default
	0
	Either:
4) A value from m2m:eventCat , or
5) The value 0 which has the special meaning "default"

	m2m:listOfEventCat
	List of (applicable) Event Categories
	1 101
	xs:list of elements of data type m2m:eventCat. The list shall contain at least one member

	m2m:listOfEventCatWithDef
	List of m2m:eventCatWithDef
	0 1 101
	xs:list of elements of data type m2m:eventCatWithDef.
The list shall contain at least one member

	m2m:scheduleEntry
	Schedule Entry
	* 0-5 2,6,10 * * * *
	The string is used to describe a duration of enablement. The string format is described in clause 7.4.9.1

	m2m:attributeList
	List of xs:NCName
	poa rr
	Used for the Content parameter of Retrieve request primitives and in m2m:eventNotificationCriteria. Attributes represented with their short names. The list shall contain at least one member

	m2m:roleID
	Role-ID
	1234abcd@role-issuer.com
	A string pattern consisting of a name (the issuerRelativeID) and an FQDN in all lowercase (the issuerID) separated by the ‘@' character, not including any whitespace characters. The issuerRelativeID shall be comprised of any combination of the Roman alphabet, numerals, '.', '_' and '-' characters

	m2m:descriptorRepresentation
	Semantic content representation
	application/rdf+xml:1
	A string consisting of a media type followed by a m2m:encoding separated by ':' character. The only permitted value is application/rdf+xml:1

	m2m:sparql
	SPARQL content
	SELECT ?functionality 

WHERE {  

?functionality rdf:type base:Measuring.

?functionality base:refersTo ?aspect.

?aspect rdf:type instance:Temperature  }
	The string is used for SPARQL content, e.g. in semanticsFilter

	 m2m:missingDataList
	List of 

absolute timestamp or

list of relative timestamp
	absolute time:
20141103T111832
20141103T112435

20141103T113633

or

relative time:
10000 

10005

10020
	Used for storing the time information of missing data points in Time Series

defined as xs:union of list of m2m:timestamp and list of xs:duration data types. The list shall contain at least one member

	m2m:tokenID
	Token-ID
	1234abcd@token-issuer.com
	A string pattern consisting of a name (the issuerRelativeID) and an FQDN in all lowercase (the issuerID) separated by the ‘@' character, not including any whitespace characters. See constraints above for the issuerRelativeID

	m2m:dynAuthJWT
	JSON Web Token (JWT), which uses either JSON Web Encryption (JWE) Compact Serialization JSON Web Signature (JWS) Compact Serialization
	See m2m:e2eCompactJWE and m2m:e2eCompactJWS
	Defined as xs:union of m2m:e2eCompactJWE and m2m:e2eCompactJWS

	m2m:e2eCompactJWS
	JSON Web Signature (JWS) Compact Serialization, used in End-to-End Security Features oneM2M TS‑0003 [7]
	eyJ0eXAiOiJK.

eyJpc3MiOiJqb2UiLA0KIC.

dBjftJeZ4CVP

(line breaks for display purposes only)
	Of the form [a].[b].[c], where components [a] and [c] are non-empty, while component [b] can be either empty or not empty. When not empty, each component is base64url encoded (IETF RFC 4648 [9]).
See IETF RFC 7515 [i.7]

	m2m:e2eCompactJWE
	JSON Web Encryption (JWE) Compact Serialization, used in End-to-End Security Features oneM2M TS‑0003 [7]
	eyJ0eXAiOiJK.

eyJpc3MiOiJqb2UiLA0KIC.

dBjftJeZ4CVP.

5eym8TW_c8SuK.

SdiwkIr3a.

XFBoMYUZo

(line breaks for display purposes only)
	Of the form [a].[b].[c].[d].[e], where components [a] and [d] are non-empty, while components [b], [c] and [e] can be empty or not empty. When not empty, each component is base64url encoded (IETF RFC 4648 [9]).
See IETF RFC 7516 [i.8]

	m2m:signatureList
	List of signatures generated using a certificate or MIC generated using a symmetric key.
It is used in Authorization Relationship Mapping 
	i6watmQQQ1y3GB-VsWq5fJKzQcBB4jRfH1bfJFj0JtFVtLotttzYyA== 
IWijxQjUrcXBYoCei4QxjWo9Kg8D3p9tlWoT4t0_gyTE96639In0FZFY2_rvP-_bMJ01EArmKZsR5VW3rwoPxw== 
(line breaks for display purposes only)
	Each signature or MIC in the list is represented as a string which is base64url encoded(IETF RFC 4648 [9]). The list shall contain at least one member

	m2m:locationTargetID
	The identifier to be used for retrieving the location information of a remote Node or device of underlying network
	urn:gsma:imei:90420156-025763-0;vers=0 or 123456789@domain.com;svn=42 or 8617791450839
	defined as xs:union of m2m:nodeID and m2m:externalID and MSISDN

	m2m:releaseVersion
	Service Layer Release Version
	3

or 

2a
	This parameter is set to the release version that the primitive complies with

	m2m:supportedReleaseVersions
	List of supported Release Versions
	applicable list elements: 1, 2, 2a, 3
	This list includes the release versions supported by AE or CSE. The list shall contain at least one member

	
	
	



	

	m2m:TMGI
	Temporary Mobile Group Identity allocated to the MBMS bearer.
	F2003090156
	A string assigned by the 3GPP network used to identify the MBMS Bearer Service. The format is defined in 3GPP TS 23.003 [17]

	m2m:sessionDescription
	Session Description
	o=user 2890844526 2890844526 IN IP4 10.1.1.1

s=stream

c=IN IP4 10.1.1.1

t=0 0

m=video 5600 RTP/AVP 96

a=rtpmap:96 H264/90000
	The description format is a multi-lined text string as defined in Session Description Protocol (IETF RFC 4566 [51])

	m2m:sessionCapabilities
	Session Capability
	audio:AVP video:RTS/AVP
	Pair(s) of media type and corresponding protocol as defined in Session Description Protocol (IETF RFC 4566 [51]. The delimiter between the media type and the protocol is colon

	NOTE:
The media type and m2m:encodingType in m2m:contentInfo describe the content data to which the End-to-End Security of Data (ESData) processing, if any, was applied as indicated by m2m:contentSecurity. The m2m:contentInfo indicates a sequence of processes to be applied to the content after being obtained from the CSE. First, the ESData processing (if any) as indicated by m2m:contentSecurity is applied. The result of this processing then has transfer decoding (if any) applied as indicated by m2m:encodingType. The result of this processing is then processed according to the media type.


6.3.5.XX
m2m:mashupMembers
Used for the mashupMember attribute of the <semanticMashupInstance> resource.
Table 6.3.5.XX‑1: Type Definition of m2m:mashupMembers
	Element Path
	Element Data Type 
	Multiplicity
	Note

	mashupMember
	(anonymous)
	1..n
	

	mashupMember/memberURI
	xs:anyURI
	1
	

	mashupMember/memberValue
	xs:integer
	0..1
	


8.2.5
Complex data types members

In protocol bindings complex data types member names shall be translated into short names of Table 8.2.5-1.

Table 8.2.5‑1: Complex data type member short names

	Member Name
	Occurs in
	Short Name

	createdBefore
	filterCriteria, eventNotificationCriteria
	crb

	createdAfter
	filterCriteria, eventNotificationCriteria
	cra

	modifiedSince
	filterCriteria, eventNotificationCriteria
	ms

	unmodifiedSince
	filterCriteria, eventNotificationCriteria
	us

	stateTagSmaller
	filterCriteria, eventNotificationCriteria
	sts

	stateTagBigger
	filterCriteria, eventNotificationCriteria
	stb

	expireBefore
	filterCriteria, eventNotificationCriteria
	exb

	expireAfter
	filterCriteria, eventNotificationCriteria
	exa

	labels
	filterCriteria, eventNotificationCriteria
	lbl*

	labelsQuery
	filterCriteria
	lbq

	resourceType
	filterCriteria, accessControlObjectDetails
	ty*

	sizeAbove
	filterCriteria, eventNotificationCriteria
	sza

	sizeBelow
	filterCriteria, eventNotificationCriteria
	szb

	contentType
	filterCriteria
	cty

	limit
	filterCriteria
	lim

	attribute
	filterCriteria, eventNotificationCriteria
	atr

	contentFilterSyntax
	filterCriteria
	cfs

	contentFilterQuery
	filterCriteria
	cfq

	level
	filterCriteria
	lvl

	offset
	filterCriteria
	ofst

	notificationEventType
	eventNotificationCriteria, notificationEvent
	net

	operationMonitor
	eventNotificationCriteria, notificationEvent
	om

	representation
	notificationEvent
	rep

	filterUsage
	filterCriteria
	fu*

	eventCatType
	eventCat
	ect

	eventCatNo
	eventCat
	ecn

	number
	batchNotify
	num

	duration
	batchNotify
	dur

	notification
	aggregatedNotification, 
Request Primitive Content
	sgn

	notificationEvent
	notification
	nev

	verificationRequest
	notification
	vrq

	subscriptionDeletion
	notification
	sud

	subscriptionReference
	notification
	sur

	creator
	notification
	cr*

	notificationForwardingURI
	notification
	nfu*

	notificationTarget
	notification
	ntt

	targetRemovalRequest
	notification
	trr

	targetRemovalAllowance
	notification
	tra

	IPEDiscoveryRequest
	notification
	idr

	AERegistrationPointChange
	notification
	aerp

	AEReferenceIDChange
	notification
	aerid

	trackingID1
	notification
	tid1

	trackingID2
	notification
	tid2

	filterCriteria
	IPEDiscoveryRequest
	fc*

	operation
	operationMonitor, dynAuthDasRequest
	op*

	operations
	operationMonitor
	ops

	originator
	operationMonitor, IPEDiscoveryRequest, dynAuthDasRequest
	or*

	action
	actionStatus
	acn*

	status
	actionStatus
	sus*

	childResource
	All except execInstance, announced resource, management resources from firmware
	ch

	accessControlRule
	privileges, selfPrivileges
	acr

	accessControlOriginators
	accessControlRule
	acor

	accessControlOperations
	accessControlRule
	acop

	accessControlContexts
	accessControlRule
	acco

	accessControWindow
	accessControlContexts
	actw

	accessControlIpAddresses
	accessControlContexts
	acip

	ipv4Addresses
	accessControlIpAddress
	ipv4

	ipv6Addresses
	accessControlIpAddress
	ipv6

	accessControlLocationRegion
	accessControlContexts
	aclr

	countryCode
	accessControlLocationRegion
	accc

	circRegion
	accessControlLocationRegion
	accr

	name
	attribute, anyArgType, mgmtLinkRef, childResourceRef, contentRef
	nm*

	specializationID
	childResourceRef, accessControlObjectDetails
	spid

	value
	attribute
	val

	type
	anyArgType
	typ

	maxNrOfNotify
	rateLimit
	mnn

	timeWindow
	rateLimit
	tww

	scheduleEntry
	scheduleElement
	sce

	aggregatedNotification
	Request Primitive Content
	agn

	attributeList
	Request Primitive Content
	atrl

	securityInfo
	Request Primitive Content, Response Primitive Content
	seci

	aggregatedResponse
	Response Primitive Content
	agr

	resource
	Response Primitive Content
	rce

	URIList
	Response Primitive Content
	uril

	debugInfo
	Response Primitive Content
	dbg

	queryResult
	Response Primitive Content
	qres

	anyArg
	resetArgsType, rebootArgsType, uploadArgsType, downloadArgsType, softwareInstallArgsType softwareUpdateArgsType, softwareUninstallArgsType, execReqArgsListType
	any

	fileType
	downloadArgsType
	ftyp

	URI
	resourceWrapper, dynAuthTokenReqInfo
	uri

	URL
	downloadArgsType
	url*

	username
	uploadArgsType, downloadArgsType, softwareUpdateArgsType, softwareUninstallArgsType
	unm

	password
	uploadArgsType, downloadArgsType, softwareUpdateArgsType, softwareUninstallArgsType
	pwd

	filesize
	downloadArgsType
	fsi

	targetFile
	downloadArgsType
	tgf

	delaySeconds
	downloadArgsType
	dss

	successURL
	downloadArgsType
	surl

	startTime
	downloadArgsType
	stt

	completeTime
	downloadArgsType
	cpt

	UUID
	softwareInstallArgsType softwareUpdateArgsType, softwareUninstallArgsType
	uuid

	executionEnvRef
	softwareInstallArgsType softwareUpdateArgsType, softwareUninstallArgsType
	eer

	version
	softwareUninstallArgsType, tokenClaimSet
	vr*

	reset
	execReqArgsListType
	rst

	reboot
	execReqArgsListType
	rbo*

	upload
	execReqArgsListType
	uld

	download
	execReqArgsListType
	dld

	softwareInstall
	execReqArgsListType
	swin

	softwareUpdate
	execReqArgsListType
	swup

	softwareUninstall
	execReqArgsListType
	swun

	tracingOption
	deliveryMetaData
	tcop

	tracingInfo
	deliveryMetaData
	tcin

	responseTypeValue
	responseTypeInfo
	rtv

	notificationURI
	responseTypeInfo
	nu

	timeOfDay
	deletionContexts
	tod

	locationRegions
	deletionContexts
	lr

	URIReference
	contentRef
	urir

	semanticsFilter
	filterCriteria
	smf

	missingDataList
	timeSeries
	mdl

	missingData
	eventNotificationCriteria
	md

	tokenID
	tokenClaimSet, dynAuthLocalTokenIdAssignments
	tkid

	holder
	tokenClaimSet
	tkhd*

	issuer
	tokenClaimSet
	tkis*

	notBefore
	tokenClaimSet
	tknb*

	notAfter
	tokenClaimSet
	tkna*

	tokenName
	tokenClaimSet
	tknm*

	audience
	tokenClaimSet
	tkau*

	permissions
	tokenClaimSet
	tkps*

	extension
	tokenClaimSet
	tkex*

	permission
	tokenPermissions
	pm

	resourceIDs
	tokenPermission
	ris

	privileges
	tokenPermission, setOfPermissions
	pv*

	roleIDs
	tokenPermission
	rids*

	localTokenIdAssignment
	dynAuthLocalTokenIdAssignments
	ltia

	localTokenID
	dynAuthLocalTokenIdAssignment
	lti

	dasInfo
	dynAuthTokenReqInfo
	dasi

	dasRequest
	dynAuthTokenReqInfo
	daq

	securedDasRequest
	dynAuthTokenReqInfo
	sdr

	filterOperation
	filterCriteria
	fo

	targetedResourceType
	dynAuthDasRequest
	trt

	originatorIP
	dynAuthDasRequest
	oip*

	ipv4Address
	dynAuthDasRequest, ipAddress
	ip4

	ipv6Address
	dynAuthDasRequest, ipAddress
	ip6

	originatorLocation
	dynAuthDasRequest
	olo*

	originatorRoleIDs
	dynAuthDasRequest
	orid

	requestTimestamp
	dynAuthDasRequest
	rts

	targetedResourceID
	dynAuthDasRequest
	trid

	proposedPrivilegesLifetime
	dynAuthDasRequest
	ppl

	roleIDsFromACPs
	dynAuthDasRequest
	rfa

	tokenIDs
	dynAuthDasRequest
	tids

	dynamicACPInfo
	dynAuthDasResponse
	dai

	grantedPrivileges
	dynAuthDasResponse
	gp

	privilegesLifetime
	dynAuthDasResponse
	pl

	tokens
	dynAuthDasResponse
	tkns

	securityInfoType
	securityInfo
	sit

	dasRequest
	securityInfo
	dreq

	dasResponse
	securityInfo
	dres

	dynAuthRelMapRequest
	securityInfo
	darq

	dynAuthRelMapResponse
	securityInfo
	dars

	esprimRandObject
	securityInfo
	ero

	esprimObject
	securityInfo
	epo

	escertkeMessage
	securityInfo
	eckm

	resourceRef
	listOfChildResourceRef
	rrf

	resourceRefList
	Response Primitive Content
	rrl

	esprimRandID
	originatorESPrimRandObject, receiverESPrimRandObject
	esri

	esprimRandValue
	originatorESPrimRandObject, receiverESPrimRandObject
	esrv

	esprimRandExpiry
	originatorESPrimRandObject, receiverESPrimRandObject
	esrx

	esprimKeyGenAlgID
	originatorESPrimRandObject
	esk

	esprimKeyGenAlgIDs
	receiverESPrimRandObject
	esks

	esprimProtocolAndAlgIDs
	originatorESPrimRandObject, receiverESPrimRandObject
	espa

	supportede2ESecFeatures
	e2eSecInfo
	esf

	certificates
	e2eSecInfo
	escert

	sharedReceiverESPrimRandObject
	e2eSecInfo
	esro

	networkAction
	backOffParameters
	nwa

	initialBackoffTime
	backOffParameters
	ibt

	additionalBackoffTime
	backOffParameters
	abt

	maximumBackoffTime
	backOffParameters
	mbt

	optionalRandomBackoffTime
	backOffParameters
	rbt

	backOffParametersSet
	backOffParameters
	bops

	dataLink
	listOfDataLinks
	dali

	attributeName
	dataLink
	atn

	dataContainerID
	dataLink
	dcid

	accessControlAuthenticationFlag
	accessControlRule
	acaf

	accessControlObjectDetails
	accessControlRule
	acod

	dataLinkEntry
	listOfDataLinks
	dle

	childResourceType
	accessControlObjectDetails, eventNotificationCriteria, filterCriteria
	chty

	parentResourceType
	filterCriteria
	pty

	childLabels
	filterCriteria
	clbl 

	parentLabels
	filterCriteria
	palb

	childAttribute
	filterCriteria
	catr

	parentAttribute
	filterCriteria
	patr

	applyRelativePath
	filterCriteria
	arp

	sessionDescription
	sessionDescriptions
	sdc

	activityPattern
	activityPatternElements
	apt

	stationaryIndication
	activityPattern
	sti

	dataSizeIndicator
	activityPattern
	dsi

	eventNotificationCriteriaEntry
	eventNotificationCriteriaSet
	encn

	mashupMember
	mashupMembers
	mspm

	memberURI
	mashupMembers
	muri

	memberValue
	mashupMembers
	mvl

	NOTE:
* marked short names have been already assigned in attribute Table 8.2.3-1 to Table 8.2.3-6.


-----------------------End of change 2-------------------------------------------
-----------------------Start of change 3-------------------------------------------
Table 7.4.50.1‑3: Resource Specific Attributes of <semanticMashupInstance> resource

	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	smjpID
	M
	O
	xs:anyURI
	No default.

	smjpInputParameter
	M
	O
	xs:base64Binary
	The content shall be serialized using application/rdf+xml media type.

	memberStoreType
	M
	O
	m2m:mashupMemberStoreType
	No default.

	mashupMember
	O
	O
	m2m:mashupMembers 
	In case memberStoreType is set as '1' (URI_ONLY), this attribute shall be a list of URIs, e.g. [URI1, URI2, …]; In case memberStoreType is set as '2' (URI_AND_VALUE), this attribute shall be a list of <URI, value> pairs e.g. [<URI1, 34>, <URI2, 58>, ..]

	resultGenType
	M
	O
	m2m:mashupResultGenType
	No default.

	periodForResultGen
	O
	O
	xs:duration
	No default. Time unit is in second.


-----------------------End of change 3-------------------------------------------
-----------------------Start of change 4-------------------------------------------
Table 7.4.50.1‑3: Resource Specific Attributes of <semanticMashupInstance> resource

	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	smjpID
	M
	O
	xs:anyURI
	No default.

	smjpInputParameter
	M
	O
	xs:base64Binary
	The content shall be serialized using application/rdf+xml media type.

	memberStoreType
	M
	O
	m2m:mashupMemberStoreType
	No default.

	mashupMember
	O
	O
	m2m:mashupMember 
	In case memberStoreType is set as '1' (URI_ONLY), this attribute shall be of type m2m:listOfURIs; otherwise, it shall be of type xs:base64Binary and the content shall be serialized using application/rdf+xml media type.

	resultGenType
	M
	O
	m2m:mashupResultGenType
	No default.

	periodForResultGen
	O
	O
	xs:duration
	No default. 


-----------------------End of change 4-------------------------------------------
-----------------------Start of change 5-------------------------------------------
7.4.50.2
<semanticMashupInstance> resource specific procedures for CRUD operations
7.4.50.2.0
Introduction

This clause describes <semanticMashupInstance> resource specific primitive behaviour for CRUD operations.

7.4.50.2.1
Create

Originator:
No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2 with the following exception:
6) Primitive specific operation on Recv-6.4 "Check validity of resource representation for the given resource type":

a)
The Hosting CSE shall check that the value of the smjpID attribute is not NULL and a valid SMJP can be retrieved by using the SMJP ID indicated in the smjpID attribute.

b)
The Hosting CSE shall check that the value of smjpInputParameter attribute conforms to the RDF/XML syntax as defined in RDF 1.1 XML Syntax [34] and that it meets the requirement described in the "inputDescriptor" attribute of the retrieved <semanticMashupJobProfile>.
c)
If any of the above checks fail, the Hosting CSE shall generate a Response Status Code indicating a "NOT_ACCEPTABLE" error.

d)
The Hosting CSE shall use the SPARQL query specified in the memberFilter attribute of the retrieved <semanticMashupJobProfile> to discover mashup member resources for the <semanticMashupInstance> to be created. The hosting CSE shall conduct semantic resource discovery on one or more CSEs by using the SPARQL query statement as the semantics filter to identify qualified mashup members.
e)
If not all of the required mashup members can be identified, the Hosting CSE shall generate a Response Status Code indicating a "MASHUP_MEMBER_NOT_FOUND" error.

f)
If all the mashup members are identified, the mashupMember attribute shall be updated. If the memberStoreType attribute has the value of “URI_ONLY”, then the URIs of those identified member resources (during step d)) will be stored in the mashupMember attribute. If the memberStoreType attribute has the value of “URI_AND_VALUE”, then the URIs as well as their values of those identified member resources (during step d)) will be stored in the mashupMember attribute. 
-----------------------End of change 5-------------------------------------------
-----------------------Start of change 6-------------------------------------------
7.4.50.2.3
Update

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

No change from the generic procedures in clause 7.2.2.2 with the following exceptions:

7) Primitive specific operation on Recv-6.4 "Check validity of resource representation for the given resource type":

a)
If the updated attribute in the Request message is smjpInputParameter, the Hosting CSE shall re‑calculate the semantic mashup result. A <semanticMashupInstance> resource may have multiple <semanticMashupResult> child resources, which means that every time the Hosting CSE re-calculate the semantic mashup result, a new <semanticMashupResult> child resource will be created to store the latest result.
b)
If the updated attribute in the Request message is mashupMember and resultGenType is WHEN_A_MASHUP_MEMBER_IS_UPDATED, the Hosting CSE shall re-calculate the semantic mashup result.

c)
If the updated attribute in the Request message is memberStoreType, the Receiver shall change the way mashup member resources are represented by the mashupMember attribute. 
d)
If the updated attribute in the Request message is resultGenType, the Receiver shall change the way that the semantic mashup result is generated accordingly.
-----------------------End of change 6-------------------------------------------
-----------------------Start of change 7-------------------------------------------
7.4.51.2.2
Retrieve

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

The Receiver shall follow the steps from Recv-1.0 to Recv-6.3 specified in clause 7.2.2.2 Generic Resource Request Procedure for Receiver, with the following primitive specific operations:
After Recv-6.3 "Check authorization of the Originator":

8) Check the mashupMember attribute of the parent <semanticMashupInstance> resource.
9) Collect latest data from each of the mashup members. If data cannot be collected from all of the mashup members, the Hosting CSE shall generate a Response Status Code indicating a "MASHUP_MEMBER_NOT_FOUND" error.

10) Retrieve the mashup function from the functionDescriptor attribute of the <semanticMashupJobProfile> resource that is specified by the smjpID attribute of the parent <semanticMashupInstance> resource.

11) Apply the mashup function with the data collected from the mashup members and produce a mashup result.
12) Create a <semanticMashupResult> child resource under the parent <semanticMashupInstance> resource, and use it to store the newly-generated mashup result.
13) Perform Recv-6.7 "Create a success response".

14) Perform Recv-6.8 and the procedure is terminated.

Note that, in case of the resultGenType attribute of the parent <semanticMashupInstance> resource is set to PERIODICALLY, steps 1) through 5) will be executed periodically by the Hosting CSEin order to generate the mashup result.

-----------------------End of change 7-------------------------------------------
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