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Introduction

This contribution intends to add the potential solution that interworking with OID resolution system via IPE.

R01: Add a normative reference, and do some editorial changes.
----------------------- Start of change 1 -----------------------
8.2.x Discovery based on interworking with OID resolution system via IPE
This clause provides details for implementing interworking with an OID resolution system via an IPE. 
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Figure 8.2.x-1: Discovery based on interworking with OID resolution system via IPE 
Step 1: An Originator (e.g. an AE) sends a request to the CSE to discover information related to a tangible identifier. The parameters in the request are set as follows: 

Operation: Retrieve

To: <CSEBase> or <physicalObject> by pre-provisioning
Filter Criteria: set the attribute (e.g. “tangibleID = /2/27”) and filterUsage to‘IPEOnDemandDiscovery’, and other necessary conditions

Editor’s Note: The request must also include the parameters security flag and ORS service type (see [8] for detailed specification). It is FFS how the request support these two parameters. 

Step 2a: If there are no matched results found, the CSE checks if the IPE supports the OID resolution system. The type of tangible identifier may be identified by the heterogeneous identification recognition functionality of the CSE from the tangibleID or may be provided in the request of AE. 

Editor’s Note: It is FFS how the CSE heterogeneous identification function discovers if the IPE supports a specific identification system (e.g. ORS).

Step 2b: If the type of tangible identifier is OID and a corresponding identification resolution IPE for OID resolution system is found, the CSE sends Notify request to the IPE. The Notify request contains the ID of the originator and the filterCriteria parameters, including the tangibleID condition.
Step 3a: The IPE consists of a ORS Client which has specific functions to convert the tangible identifier, process the results returned from DNS and standardized interface and protocol to communicate with DNS. When IPE receives the request from CSE, the client is responsible to encapsulate a new request message. Firstly, the ORS client converts the OID into an FQDN, and then encapsulates the FQDN, security flag (the value of security flag is copied from the request in Step 1) into the request.

NOTE: Converting an OID to an FQDN includes reversing of the order, puting dots (".") instead of "/", preceding the service identifier "ors-dummy.", and appending the DNS root of OID resolution system “oid-res.org”. For example, the canonical form of an OID “/2/27” can be converted to “ors-dummy.27.2.oid-res.org.”. A general OID “/joint-isoitu-t/tag-based” can be converted to “ors-dummy.tag-based.joint-iso-itu-t.oid-res.org.”. See [8] for detailed specification.
Step 3b: The ORS Client sends the request to the DNS.
Step 4a: The DNS responses either zero or more NAPTR resource records, or an error. The contents of a NAPTR resource record are as follows:

a) The order field shall be “0”;

b) The preference field shall be a non-negative integer;

c) The flags field shall be set to “u”;

d) The service field shall be set to “ORS+xxxx”, where “xxxx” is an ORS service type is defined in Table 8.2.x-2;

e) The regular expression field shall be the string “!^.*$!information!”, where “information” is specified according to the corresponding ORS service type .

An example of a NAPTR resource record for tag-based multimedia information: ors-dummy.27.2.oid-res.org. IN NAPTR 0 100 "u" "ORS+TINF" "!^.*$!27.2.anydomain.com!"

Step 4b: The ORS client processes the DNS results. If a DNS RCODE (described in Table 8.2.x-1) which is non-zero is returned, it indicates an error. If an RCODE of zero is returned, then ORS client will perform the following steps:

Select the NAPTR resource records with flag field value "u".

If there are any results from 1), select only NAPTR resource records with service field value "ORS+xxxx", where xxxx is the ORS service type, and the value is requested by originator AE in Step 1. 
If there are any results from 2), for all NAPTR resource records, extract the substring between the "!^.*$!" and the "!" in the regular expression (the information part of the NAPTR resource record), and the preference field value (non-negative integer).

The results also are decided by the value of security flag. The IPE creates physical entity resource(s) based on the processed results. How the IPE maps the results to the physical entity resource depends on the specific implementation of the used system. For example, a system may assign OID to oneM2M physicalObject resources. The corresponding IPE will create a local physicalObject resource with the exact representation of results. In another implementation, the results may be mapped to a single attribute of the corresponding physicalObject resource.

Step 4b: The IPE sends the Notify response to the CSE including the list of created physicalObject resource(s) with an RCODE of zero, or an error will be returned to the CSE with the RCODE value. 

Step 5: CSE responds with the query results to the Originator AE. 

Table 8.2.x-1: DNS code values
	RCODE value
	Interpretation by the application

	0
	OK 

	1
	ORS system failure

	2
	DNS system failure

	3
	No such domain name

	4
	Retrieval of NAPTR resource records not supported for this domain name 

	5
	Security policy restriction

	6 upwards
	No interpretation available


Table 8.2.x-2: ORS Service Type

	Name of ORS service
	Service type value
	Description

	OID canonicalization
	COID
	Retrieval of OID canonicalization  

	Child Information
	CINF
	Retrieval of information for a child OID

	Registration information
	RINF
	Retrieval of OID registration information

	Module information
	MINF
	Retrieval of OID module information

	Tag-based multimedia access
	TINF
	Reserved for use in the ID resolution protocol 

	Cybersecurity information 
	CYBEX 
	Reserved for use in discovery mechanisms in the exchange of cybersecurity information


----------------------- End of change 1 -----------------------
----------------------- Start of change 2 -----------------------
2
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The following text block applies. 
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----------------------- End of change 2 -----------------------
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