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Introduction

This CR proposes to add the concept and the error handling of supported features to clause 8 of TS-0026. The supported features are divided into mandatory features and optional features. The mandatory features are used for MonitoringEvent APIs in order to indicate the feature corresponding to each monitoring type. If a SCEF receives a Monitoring event request, but without an indication of the support for the feature corresponding to the monitoring event, the SCEF will reject the request by sending a "400 Bad Request" HTTP error response with the application error "EVENT_FEATURE_MISMATCH". The error procedure was added in 3GPP TS29.122 f30 published on March 2019 as follow (highlighted with yellow);
4.4.2
Monitoring Procedures (TS29.122)
4.4.2.2
Monitoring Events Configuration

4.4.2.2.1
General
In order to subscribe a new monitoring event configuration, the SCS/AS shall send an HTTP POST message to the SCEF to the resource "Monitoring Event Subscriptions". The body of the HTTP POST message shall include:

-
SCS/AS Identifier;

-
Monitoring Type;
-
Notification Destination Address; and
-
one of External Identifier or MSISDN or External Group Identifier, the External Identifier or MSISDN indicates the subscription for an individual UE and the External Group Identifier indicates a group of UEs.
-
In addition, the HTTP POST request may include:
-
Maximum Number of Reports;

-
Monitoring Duration indicated by the property "monitorExpireTime"; 
-
Group Reporting Guard Time. 
If the Subscription_modification feature is supported, the SCS/AS may send an HTTP PUT message, in order to update an existing monitoring event subscription, the SCS/AS may send an HTTP PUT message to the resource "Individual Monitoring Event Subscription" replacing all properties in the existing configuration.

For one-time monitoring request, the SCS/AS shall include the Maximum Number of Reports with the value be set to 1, and shall not include the Monitoring Duration in the HTTP request message sent to the SCEF. 

Upon receipt of the HTTP POST or PUT request message, if the SCS/AS is authorized to perform the request, the SCEF shall check whether the parameters (e.g. Maximum Number of Reports, Monitoring Duration, Maximum Latency, Maximum Response Time, Suggested number of downlink packets) in the HTTP request body are within the range defined by operator policies, if one or more of these parameters are not within the range, the SCEF shall:

-
either reject the request message by sending an HTTP response to the SCS/AS with a status code set to 403 Forbidden and may indicate the "PARAMETER_OUT_OF_RANGE" error in the "cause" attribute of the "ProblemDetails" structure and indicate which parameters are out of the range in the "invalidParams" attribute of the "ProblemDetails" structure; or

-
modify the parameters which are not within the range by selecting different values which are in the range.

For individual UE configuration request, the SCEF shall also check whether the Idle Status Indication is included for UE reachability event, if the Idle Status Indication is received in the request but not supported by the network, the SCEF may reject the request message by sending an HTTP response to the SCS/AS with a status code set to 403 Forbidden, and may indicate the "IDLE_STATUS_UNSUPPORTED" error in the "cause" attribute of the "ProblemDetails" structure.
If the SCEF receives an HTTP POST request to create a subscription resource for a monitoring event, but without an indication of the support for the feature corresponding to the monitoring event, the SCEF shall reject the request by sending a "400 Bad Request" HTTP error response with the application error "EVENT_FEATURE_MISMATCH".
After validation, the SCEF shall store the parameters and 

-
may assign an SCEF Reference ID related to the created monitoring event subscription resource; and based on operator policies, shall

-
map the accuracy into permissible granularity for location reporting event; 
-
map the location area into a list of cells, eNodeB(s) and/or RAI(s)/TAI(s) and derive the corresponding MME(s)/SGSN(s), for number of UEs present in a geographic area event.
In order to delete a previous active configured monitoring event subscription at the SCEF, the SCS/AS shall send an HTTP DELETE message to the SCEF to the resource "Individual Monitoring Event Subscription" which is received in the response to the request that has created the monitoring events subscription resource. The SCEF shall detemine the SCEF Reference ID related to the active monitoring subscription resource.
5.3
MonitoringEvent API(TS29.122)
5.3.3.2.3.4
POST

The POST method creates a new subscription resource to monitor an event for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource.

This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.

Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring event with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription resource was created successfully. 

The URI of the created resource shall be returned in the "Location" HTTP header.

	
	MonitoringEventReport
	1
	200 OK
	The subscription resource was created successfully. 

The operation is successfully, and corresponding monitoring event report is included.

	
	ProblemDetails
	1
	400 Bad Request
	The subscription resource is not allowed to be created since the supported feature corresponding to the monitoring event is not supported by the client.

(NOTE 4)

	
	ProblemDetails
	1
	403 Forbidden
	The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.

(NOTE 2)

	
	ProblemDetails
	1
	403 Forbidden
	The subscription resource is not allowed to be created since the Idle Status Indication is received in the request but not supported by the network.

(NOTE 3)

	NOTE 1:
The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:
The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in subclause 5.3.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.

NOTE 3:
The "cause" attribute within the "ProblemDetails" data structure may be set to "IDLE_STATUS_UNSUPPORTED" as defined in subclause 5.3.5.3.
NOTE 4:
The "cause" attribute within the "ProblemDetails" data structure may be set to "EVENT_FEATURE_MISMATCH" as defined in subclause 5.3.5.3. 


5.3.5
Error handling

5.3.5.3
Application Errors

The application errors defined for MonitoringEvent API are listed in table 5.3.5.3-1. The SCEF shall include in the HTTP status code a “ProblemDetails” data structure with the “cause” attribute indicating the application error as listed in table 5.3.5.3-1.
Table 5.3.5.3-1: Application errors

	Application Error
	HTTP status code
	Description

	PARAMETER_OUT_OF_RANGE
	403 Forbidden
	Indicates that the resource is not allowed to be created since one or more of the received parameter are out of range defined by operator policies.

	IDLE_STATUS_UNSUPPORTED
	403 Forbidden
	Indicates that the resource is not allowed to be created since the Idle Status Indication is received in the request but not supported by the network.

	OPERATION_PROHIBITED
	403 Forbidden
	Indicates the HTTP method is not supported.

	EVENT_FEATURE_MISMATCH
	400 Bad Request
	Indicates the resource creation is not allowed since the supported feature corresponding to the monitoring event is not supported by the client.


-----------------------Start of change 1-------------------------------------------

8.x
Supported features
8.x.1
General Concepts

The supported features are negotiated separately for each API. For each of the APIs, the applicable list of features is contained in the related API definition defined in 3GPP TS29.122 [4]. The procedure to negotiate applicable features is defined in 3GPP TS29.500 [x]. Each resource for a SCEF API will contain a "supportedFeatures" attribute of the SupportedFeatures data type defined in 3GPP TS 29.571 [y] containing a bitmask to indicate supported features. The features and their positions in that bitmask are defined separately for each API.
The SCEF/3GPP Network Entities will determine the supported features for the corresponding resource by comparing the supported features indicated by an IN-CSE with the supported features the SCEF/3GPP Network Entities support. The SCEF will include the "supportedFeatures" attribute indicating those features in the representation of the resource it returns to the IN-CSE in the response confirming the creation of the resource.
8.x.2

Error handling
If a SCEF receives a request from an IN-CSE, but without an indication of the support for the feature, the SCEF will ignore the feature or reject the request by sending an error response. The response from the SCEF is different depending on the type of supportedFeatures. The following clauses introduce error handling procedures according to the type of supportedFeatures.
8.x.2.1
Error handling for optional features
Editor’s Note: The procedures for Number of UEs in an area of Monitoring Event API are currently FFS.
This clause introduces error handling procedure for an optional supportedFeatures. If a SCEF receives a request from an IN-CSE, and does not support an optional supportedFeatures, the SCEF will ignore the value of the supportedFeatures.

Figure 8.x.2.1-1 shows an example of the error handling procedures for an optional supportedFeatures. A SCEF supports the Number of UEs in an area of Monitoring Event API and the 4G requirement, and does not support the 5G requirement. If an IN-CSE sends a Monitoring Event Subscription Request (monitoringType is set to NUMBER_OF_UES_IN_AN_AREA, supportedFeatures is set to values of Number_of_UEs_in_an_area_notification  and Number_of_UEs_in_an_area_notification_5G), the SCEF will ignore the value of Number_of_UEs_in_an_area_notification_5G, and sends a Monitoring Event Subscription Response with a response code of 201 CREATED. 
If the IN-CSE receives the Monitoring Event Subscription Response, the IN-CSE may identify it as a successful response and continue the procedure for 4G UEs. 
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Figure 8.x.2.1-1: Error handling procedures for an optional supportedFeatures
8.x.2.2
Error handling for mandatory features
This clause introduces error handling procedures for a mandatory supportedFeatures. If a SCEF receives a Monitoring Event Subscription Request for a Monitoring Event, but without an indication of the support for the feature corresponding to the Monitoring Event, the SCEF will reject the request by sending a "400 Bad Request" HTTP error response with the application error "EVENT_FEATURE_MISMATCH" as described in 3GPP TS29.122 [4].
Editor’s Note: 3GPP is currently revisiting the decision of whether to use a 400 Bad Request or a 500 Internal Server Error for the case where the SCEF doesn’t support the event requested by the SCS(IN-CSE). Based on their final decision, oneM2M may need to update the above text accordingly.
Figure 8.x.2.2-1 shows an example of the error handling procedure for a mandatory supportedFeatures. A SCEF supports Location Reporting of Monitoring Event API. If an IN-CSE sends a Monitoring Event Subscription Request (monitoringType is set to LOCATION_REPORTING, supportedFeature is set to a value of Roaming Status Notification) , the SCEF will reject the request by sending the above error response with the application error. Because the feature corresponding to the event type of Monitoring Event needs to be set to the value of Location Notifications.

If the IN-CSE receives the error response from the SCEF, the IN-CSE may retry the request with the value of Location _Notifications.
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Figure 8.x.2.2-1: Error handling procedures for a mandatory supportedFeatures
-----------------------End of Change 1 ---------------------------------------------

---------------------- Start of change 2------------------------------

2.2   
Informative references

Clause 2.2 shall only contain informative references which are cited in the document itself.
The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.

[x]
3GPP TS29.500: 5G System; Technical Realization of Service Based Architecture; (Release 15).

[y]
3GPP TS29.571: 5G System; Common Data Types for Service Based Interfaces Stage 3; (Release 15)
-----------------------End of Change 2 ---------------------------------------------
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