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Introduction

This CR is the Release 3 mirror of SDS-2019-0448.
This CR proposes to inline an IN-CSE request for enabling a Background Data Transfer Policy in TS-0026 with 3GPP TS29.122-f40. If the IN-CSE sends the request to a SCEF, an UE IP address needs to be configured in one of ipv4Addr or ipv6Addr attribute and flowInfo attribute in Chargable Party API as defined in the 3GPP TS29.122. However, the ipv4Addr and the ipv6Addr attributes are missing in the request procedure in clause 7.10.3.2 of TS-0026.
The 3GPP TS29.122 defines the ipv4Addr or the ipv6Addr attribute of the Chargeable Party API as follow (highlighted with yellow). 
5.5.2.1.2
Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and configuration response.

Table 5.5.2.1.2-1: Definition of type ChargeableParty

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	self
	Link
	0..1
	Link to the resource "Individual Chargeable Party Transaction". This parameter shall be supplied by the SCEF in HTTP responses.
	

	supportedFeatures
	SupportedFeatures
	0..1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
This attribute shall be provided in the POST request and in the response of successful resource creation.
	

	notificationDestination
	Link
	1
	Contains the URI to receive the notification of bearer level event(s) from the SCEF.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	ipv4Addr
	Ipv4Addr
	0..1
	Identifies the Ipv4 address.

(NOTE 2)
	

	ipv6Addr 
	Ipv6Addr
	0..1
	Identifies the Ipv6 address.

(NOTE 2)
	

	macAddr
	MacAddr48
	0..1
	Identifies the MAC address.

(NOTE 2)
	EthChgParty_5G

	flowInfo
	array(FlowInfo)
	0..N
	Describes the IP flows.
(NOTE 2)
	

	ethFlowInfo
	array(EthFlowDescription)
	0..N
	Identifies Ethernet packet flows.
(NOTE 2)
	EthChgParty_5G

	sponsorInformation
	SponsorInformation
	1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	sponsoringEnabled
	boolean
	1
	Indicates sponsoring status.
	

	referenceId
	BdtReferenceId
	0..1
	The reference ID for a previously selected policy of background data transfer.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume.
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
One of ipv4, ipv6 or MAC address shall be provided. If ipv4 or ipv6 address is provided, IP flow information shall be provided. If MAC address is provided, Ethernet flow information shall be provided.


-----------------------Start of change 1-------------------------------------------

7.10.3.2
Enabling a Background Data Transfer Policy

Figure 7.10.3.2-1 depicts a general procedure for configuring the negotiated policy in  the underlying network  for the specific field domain nodes (UEs) for which the data transfer will be initiated. This is necessary as the underlying network needs to configure its internal nodes so that these may monitor the traffic for these UEs against the negotiated policy. The procedure starts after the procedure of Section 7.10.3.1.  This procedure may occur immediately after the procedure of Section 7.10.3.1 or during the time window of the selected policy.  
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Figure 7.10.3.2-1: General Procedure for Policy Enablement 

Step 1: IN-CSE determines the impacted UEs

It is assumed that prior to this procedure the IN-AE a Background Data Transfer has been requested and selected.

The <backgroundDataTransfer> resource either with a list of memberIDs, or with a link to the <group> resource that includes a list of memberIDs has been created. During the negotiation, the member list has been used by the IN-CSE to select the SCEF and a single background data transfer policy has been negotiated, for which the IN-CSE received relevant policy information e.g. the start and end time of the policy time window, the maximum aggregated authorized bandwidth for downlink transmission (in bps), and the maximum aggregated authorized bandwidth for uplink transmission (in bps).
Based on this information the IN-CSE or the initiating IN-AE may update the member list with the specific UEs for which the traffic policy enablement is to be performed (e.g.  if the negotiated policy time window is different than the one requested, only a subset of the initial member list is used for performing the data transfer).

The IN-CSE  uses the pointOfAccess for the entities on the member list, to obtain the IP address of the field domain nodes.

Step 2: For each UE, IN-CSE activates the selected transfer policy via the SCEF 

For each UE involved in the Background Data Transfer, the IN-CSE triggers the “Change the chargeable party during the session” procedure via SCEF.  The IN-CSE identifies each target UE by the IP address of the UE and provides the referenceID for the selected policy transfer to the SCEF. The request is configured as follows.

The body of the HTTP POST message shall include SCS/AS Identifier, UE IP address, Flow description, Sponsor ID, ASP ID, Sponsoring Status, time period and/or traffic volume used for sponsoring. The SCS/AS may also request to activate a previously selected policy of background data transfer by including Reference ID in the body of the HTTP POST message.
· An HTTP POST method shall be used
· URI shall be set to {apiRoot}/3gpp chargeable-party /v1/{scsAsId}/transactions/.  The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies. 

· The request payload shall include a ChargeableParty data structure as specified in 3GPP TS 29.122 [4] with the following attributes:

· supportedFeatures shall be set to a string value of “0” indicating no support for notifications via Websockets or notification test events.

· referenceId shall be set to referenceID of the applicable background data transfer to be applied.
· ipv4Addr shall be set to the IPv4 address (if applicable) configured in the pointOfAccess attribute of the target UE hosted ADN-AE or ASN/MN-CSE.
· ipv6Addr shall be set to the IPv6 address (if applicable) configured in the pointOfAccess attribute of the target UE hosted ADN-AE or ASN/MN-CSE.
· flowInfo shall be set to provide description of the application flows.  Each flow shall include a direction (uplink or downlink), source and destination IP address, protocol, and source and destination ports.  Depending on the direction of the flow, the IN-CSE shall configure a source/destination with the IP address and port and of the IN-AE initiating the background data transfer. The IN-CSE shall configure the other destination/source with the IP address and port numbers and of the UE hosted ADN-AE or ASN/MN-CSE. The IN-CSE shall configure the protocol based on the corresponding protocol binding used between the IN-AE and ADN-AE or ASN/MN-CSE.

· NOTE 1: To meet 3GPP requirements, the IP Address of the ADN-AE or ASN/MN-CSE is a non NAT’d IP Address and Port Number. 
· sponsorInformation, sponsoringEnabled shall be configured by IN-CSE as prearranged between the Service Provider and MNO. 

· notificationDestination, requestTestNotification, websockNotifConfig are not supported by the present document.
NOTE: How to address the case in which referenceID is not provided in the response to the background data transfer request, is outside the scope of the current document and left to implementation.
Step 3: The network is configured by SCEF for the  background data transfer

For each UE involved in the Background Data Transfer, the SCEF executes the Change the chargeable party Procedure as described in 3GPP TS 29.154 [i.2].
Via this procedure, the underlying network is configured with the traffic policy information and the SCEF is informed for each UE that it has been enabled for background data transfer. 

NOTE: The MNO will not enforce the maximum aggregated bitrate of a selected transfer policy. However, the operator can apply offline CDRs processing to determine whether the maximum aggregated bitrate was reached.
Step 4: SCEF acknowledges policy enablement for each UE
The SCEF informs the IN-CSE that the UE has been enabled for background data transfer. If there is more than one UEs listed in memberIDs, the IN-CSE then moves onto the next UE to enable, and repeats steps 2-4.
-----------------------End of Change 1 ---------------------------------------------
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