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CEP use cases 

6.x


Action triggering from complex event streams
6.x.1

Description

Action triggering can be considered as part of event processing mechanisms as it monitors the signal that triggers defined actions such as update a resource in IoT platforms. Typically event processing technologies can be categorized into three styles: simple, stream and complex [i.2].
· Simple Event Processing. In simple event processing, a notable event happens, initiating downstream action(s). Simple event processing is commonly used to drive the real-time flow of work—taking lag time and cost out of a business. 

· Stream Event Processing. In stream event processing, both ordinary and notable events happen. Ordinary events (orders, RFID transmissions) are both screened for notability and streamed to information subscribers. Stream event processing is commonly used to drive the real-time flow of information in and around the enterprise––enabling in-time decision making. 
· Complex Event Processing. Complex event processing (CEP) deals with evaluating a confluence of events and then taking action. The events (notable or ordinary) may cross event types and occur over a long period of time. The event correlation may be casual, temporal, or spatial. CEP requires the employment of sophisticated event interpreters, event-pattern definition and matching, and correlation techniques. CEP is commonly used to detect and respond to business anomalies, threats, and opportunities.


Many smart home use cases such as monitoring temperature to trigger air conditioner can be easily supported by the first type of event processing (i.e., Simple Event Processing). Therefore, many IoT platforms targeting the home domain support a simple event processing mechanism. This simple event processing is similar to the action triggering feature in oneM2M. 
However, there exist many cases that an action is triggered after occurring very complicated events in a specific order, which typically happens after prolonged operation. In particular, IoT platforms for Smart City need to support complex event processing as it is comprises of various verticals. In Smart City, it is common to see an IoT application to be notified when events from multiple resources occurs for a long time. As this requires huge amount of system resources (such as storage, memory and processing power) as well as very well defined description language, typically an independent Complex Event Processing engine is used to detect and response to business services, anomalies, and threats. 
Therefore, it is necessary to find a way to interwork with a CEP system to support enhanced action triggering mechanism based on CEP. 
1.1.1 



6.x.2


Source 

6.x.3


Actors 

· IoT Requestor: sends out a request to IoT platform to enable the action triggering based on complex events processing.

· IoT Platform: manages resources supporting CEP interworking. 
· CEP-IPE: performs interworking procedures, i.e., converts an input request into a CEP query. CEP-IPE also interprets detected events from CEP and converts it into IoT message that triggers the defined action. 

6.x.4


Pre-conditions 

A CEP engine is operating to support complex event processing. The CEP engine and IoT platform have defined a query language for CEP. 
6.x.5


Triggers 

A request for a new complex event-based action triggering from IoT application. 
6.x.6


Normal Flow 

Figure x.x.x illustrates the high-level flows of enhanced action triggering mechanism using CEP-Interworking Proxy Entity, which consists of the following steps:

· Step 1: CEP Application (Originator) sends a request to create a complex events based action which is comprised of patterns and relevant resources and target action. This request is used as an input to create a CEP rule.  

· Step 2: The IoT platform analyzes the request and creates a resource to be used to manage a CEP rule. A corresponding CEP query is derived from the request. 

· Step 3: CEP-IPE is notified about a new CEP rule from the IoT platform. CEP-IPE retrieves the CEP query from the IoT platform. 

· Step 4: CEP-IPE creates a corresponding CEP query. 

· Step 5: CEP-IPE sends it to the CEP engine. 

· Step 6: The CEP engine generates an event corresponding to the requested message so that CEP-IPE is notified about the event. 

· Step 7: CEP-IPE analyzes the notification and converts it into a target action triggering. CEP-IPE triggers the predefined action. 
[image: image1.emf]


Receiver
(IoT Platform)



CEP-IPE



001: CREATE Request
- Originator requests creation of resources for CEP Interworking
- Information related to Target CEP (name, type, EPL, etc)



002: Local processing
- The Receiver analyzes the request
- The Receiver shall create corresponding resources



Originator
(CEP 



Application)



003-1: CREATE Response 003-2: Send a Notification
- The creation of the new CEP rule is notified



CEP



005: Send the CEP query 



004: Local processing
- CEP-IPE creates a corresponding CEP query



006: CEP generates an event and sends it 
to CEP-IPE



007: Local processing
- CEP-IPE analyzes the created event from CEP
- CEP-IPE generates an IoT message that triggers 



intended action 



008: CEP-IPE performs action










Receiver

(IoT Platform)

CEP-IPE

001: CREATE Request

- OriginatorrequestscreationofresourcesforCEP Interworking

- Information relatedtoTarget CEP (name, type, EPL, etc)

002: Local processing

- The Receiver analyzes the request

- The Receiver shall create corresponding resources

Originator

(CEP 

Application)

003-1: CREATE Response

003-2: Send a Notification

- ThecreationofthenewCEPruleisnotified

CEP

005: Send the CEP query 

004: Local processing

- CEP-IPEcreatesa corresponding CEP query

006: CEP generates an event and sends it 

to CEP-IPE

007: Local processing

- CEP-IPEanalyzesthecreatedeventfromCEP

- CEP-IPEgeneratesan IoT message that triggers 

intended action 

008: CEP-IPE performs action


Figure x.x.x Normal Flow – CEP-IPE interworking high-level flow
6.x.7


Alternative flow 
N/A


6.x.8


Post-conditions 

N/A
6.x.9


High Level Illustration
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Figure x.x.x High Level Illustration – CEP Interworking
6.x.10

Potential requirements 

1. The oneM2M System shall support the capability to interwork with Complex Event Processing (CEP) engine. 

2. The oneM2M System shall support the capability to translate CEP queries and results to corresponding oneM2M resources and vice versa.
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