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Introduction
This contribution proposes to move the solution on “Retargeting via a New Attribute resourceMappingRules” in TR-0053 Clause 6.2.4.1 to TS-0001 as normative text. 
-----------------------Start of change 1-------------------------------------------
9.6.1.3.2
Common attributes

The following attributes are commonly used in multiple, but not all, resource types which are normal, not virtual or announced. Common attributes for announced resource types are independently defined in clause 9.6.26.3.

NOTE:
The list of attributes in table 9.6.1.3.2-1 is not exhaustive.

Table 9.6.1.3.2-1: Common Attributes

	Attribute Name
	Description

	accessControlPolicyIDs
	The attribute contains a list of identifiers for <accessControlPolicy> resources. The privileges defined in the <accessControlPolicy> resources that are referenced determine who is allowed to access the resource containing this attribute for a specific purpose (e.g. Retrieve, Update, Delete, etc.).
For an Update or Delete operation to a resource, the update or delete of the  accessControlPolicyIDs attribute, if applicable, shall be performed prior to the update or delete of any other attributes of the resource.

To update this attribute, a Hosting CSE shall check whether an Originator has Update privilege in any selfPrivileges, regardless of privileges, of the <accessControlPolicy> resources which this attribute originally references.
After successful update of the accessControlPolicyIDs attribute, resource access checking for other attributes to be updated shall use the new privileges defined in the <accessControlPolicy> resource(s) that are referenced by the newly updated accessControlPolicyIDs attribute.

Similarly, to delete this attribute, a Hosting CSE shall check whether an Originator has  Updateprivilege in any selfPrivileges, regardless of privileges, of the <accessControlPolicy> resources which this attribute originally references.
After successful deletion of the accessControlPolicyIDs attribute, resource access checking for other attributes to be deleted shall use the default access privileges as described in the following paragraphs.
If a resource type does not have an accessControlPolicyIDs attribute definition, then the accessControlPolicyIDs for that resource is governed in a different way, for example, the accessControlPolicy associated with the parent may apply to a child resource that does not have an accessControlPolicyIDs attribute definition, or the privileges for access are fixed by the system. Refer to the corresponding resource type definitions and procedures to see how access control is handled in such cases.

If a resource type does have an accessControlPolicyIDs attribute definition, but the (optional) accessControlPolicyIDs attribute value is not set in a resource instance, then the Hosting CSE shall apply the concept of the default access policy. The default policy shall provide unrestricted access only to the Originator of the successful resource creation request. All other entities shall be denied to access the resource. For that purpose, the Hosting CSE shall keep that Originator information of the resource. Note that how to keep that information is implementation specific. The default access policy is not applied to a resource which has a value assigned to the accessControlPolicyIDs attribute.
All resources are accessible if and only if the privileges (i.e. configured as privileges or selfPrivileges attribute of <accessControlPolicy> resource) allow it, therefore all resources shall have an associated accessControlPolicyIDs attribute, either explicitly (setting the attribute in the resource itself) or implicitly (either by using the parent privileges or the system default policies). Which means that the system shall provide default access privileges in case that the Originator does not provide a specific accessControlPolicyIDs during the creation of the resource.



	expirationTime
	Time/date after which the resource will be deleted by the Hosting CSE. This attribute can be provided by the Originator, and in such a case it will be regarded as a hint to the Hosting CSE on the lifetime of the resource. The Hosting CSE shall configure the expirationTime value. If the Hosting CSE configures the new expirationTime attribute value rather than the Originator suggested value, the new value can be sent back to the Originator depending on the Result Content value.

The lifetime of the resource can be extended by providing a new value for this attribute in an UPDATE operation. Or by deleting the attribute value, e.g. by updating the attribute with NULL when doing a full UPDATE, in which case the Hosting CSE can decide on a new value.

If the Originator does not provide a value in the CREATE operation the system shall assign an appropriate value depending on its local policies and/or M2M service subscription agreements.

A resource is known as 'obsolete' when the resource contains the attribute "expirationTime" and the lifetime of this resource has reached the value of this attribute. If the ‘obsolete’ resource had a reference to an Application Entity Resource ID, the Hosting CSE shall send a NOTIFY request to the IN-CSE, requesting to delete the entry from the <AEContactList> resource.

	stateTag
	An incremental counter of modification on the resource. When a resource is created, this counter is set to 0, and it will be incremented on every modification of the resource (see notes 1 and 2). 

	announceTo
	This attribute may be included in a CREATE or UPDATE Request in which case it contains a list of addresses/CSE-IDs where the resource is to be announced. For the case that CSE-IDs are provided, the announced-to CSE shall decide the location of the announced resources based on the rules described in clause 9.6.26.

For the original resource, this attribute shall only be present if it has been successfully announced to other CSEs. This attribute maintains the list of the resource addresses to the successfully announced resources. Updates on this attribute will trigger new resource announcement or de-announcement.
If announceTo attribute includes resource address(s), the present document does not provide any means for validating these address(s) for announcement purposes. It is the responsibility of the Hosting-CSE referenced by the resource address(s) to validate the access privileges of the originator of the Request that triggers the announcement.

	announcedAttribute
	This attributes shall only be present at the original resource if some Optional Announced (OA) type attributes have been announced to other CSEs. This attribute maintains the list of the announced Optional Attributes (OA type attributes) in the original resource. Updates to this attribute will trigger new attribute announcement if a new attribute is added or de-announcement if the existing attribute is removed.

	labels
	Tokens used to add meta-information to resources.

This attribute is optional.
The value of the labels attribute is a list of individual labels, each of them being:

· Either a standalone label-key, used as a simple "tag", that can be used for example for discovery purposes when looking for particular resources that one can "tag" using that label-key
· Or a composite element made of a label-key and a label-value, separated by a special character defined in [3]. 
The list of allowed characters in a label (and in label-keys and label-values) and separator characters is defined in [3], clause 6.3.3.

	e2eSecInfo
	Present in a resource representing an AE or CSE. Indicates the end-to-end security capabilities supported by the AE or CSE. May indicate supported end-to-end security frameworks. May also contains a certificate or credential identifier used by the AE or CSE. May include random values for use in end-to-end security protocols. The details of this attributes are described in oneM2M TS-0003 [2].

This attribute is optional and if not present it means that the represented entity does not support oneM2M end-to-end security procedures.

	dynamicAuthorizationConsultationIDs
	This attribute contains a list of identifiers of <dynamicAuthorizationConsultation> resources. The information defined in a <dynamicAuthorizationConsultation> resource is used by a CSE for initiating consultation-based dynamic authorization requests.

Consultation-based dynamic authorization is only performed for a targeted resource if and only if it is linked to an enabled <dynamicAuthorizationConsultation> resource.

If the attribute is not set or has a value that does not correspond to a valid <dynamicAuthorizationConsultation> resource(s), or it refers to an <dynamicAuthorizationConsultation> resource(s) that is not reachable, then the dynamicAuthorizationConsultationIDs associated with the parent may apply to the child resource if present, or a system default <dynamicAuthorizationConsultation> may apply if present.

	Creator
	The AE-ID or CSE-ID of the entity which created the resource containing this attribute.

	resourceMappingRules
	This common attribute contains a list of rules for mapping a parent resource and/or its attributes on a Registrar CSE to one or more corresponding resources hosted by a Registree AE. Each mapping rule contains various information elements (e.g. retargeting schedule, retargeting filter criteria, etc.) for retargeting a request to a Registree AE. Table 9.6.1.3.2-2 lists all information elements contained in this common attribute. 
The mapping information stored in this attribute enables a Registrar CSE to access the services hosted and offered by a Registree AE by retargeting a received original oneM2M request from an Originator AE/CSE as one or more simplified oneM2M requests to a Registree AE for processing.  Once the Registree AE finishes processing the retargeted requests and returns responses, the Registrar CSE uses the information contained in this common attribute to update its local resource and formulate a oneM2M response that it returns back to the Originator AE/CSE of the original oneM2M request.  

	NOTE 1:
In order to enable detection of overflow, the counter needs to be capable of expressing sufficiently long numbers.
NOTE 2:
This attribute has the scope to allow identifying changes in resources within a time interval that is lower than the one supported by the attribute lastModifiedTime (e.g. less than a second or millisecond). This attribute can also be used to avoid race conditions in case of competing modifications.


Table 9.6.1.3.2-2: Information Elements of the Common Attribute resourceMappingRules
	Informaton Elements Contained in resourceMappingRules attribute 
	Multiplicity
	Note

	name
	1
	This element is configured with either a name of an attribute of the parent resource, or a value of “la” indicating that this rule is applicable to the content attribute of the <latest> virtual child resource of the parent resource.  This latter case is only applicable when the parent resource is a <contentInstance> or <timeSeriesInstance> resource.


	mappedID
	1
	This element contains the identifier of the mapped resource and attribute hosted by a Registree AE.

 

The identifier is configured with the identifier of an <AE> resource followed by a path to the corresponding resource and attribute hosted by the Registree AE.   

 

The following is an example.

AE0001/foo/bar/

 

Where AE0001 is the resource identifier of an <AE> resource and foo/bar is the path to the resource (i.e. foo) and attribute (i.e. bar) hosted by the Registree AE.

 

A Registrar CSE shall use this information to determine the proper pointOfAccess and requestReqchability stored in the <AE> resource.   Based on this information, the Registrar CSE shall determine which underlying protocol, network address (e.g. IP or FQDN) and port to use when issuing requests to this Registree AE resource/attribute.  

 

If a Registrar CSE needs to access multiple attributes of a single Registree AE hosted resource, the Registrar CSE may issue a single request to the Registree AE hosted resource.

 

If a Registrar CSE needs to access multiple attributes of different Registree AE hosted resources, the Registrar CSE may issue separate requests to each Registrar AE hosted resource.    

	retargetCriteria
	0..1(L)
	Defines a list of conditions that the Registrar CSE checks are valid before retargeting received requests that target the named attribute. See retargetCriteria definition in Table 9.6.1.3.2-3.   

	retargetSchedule
	0..1
	Defines a schedule for when the Registrar CSE retargets received requests that target the named attribute. 

	retargetPrivileges
	0..1
	List of identifiers (i.e. AE-IDs) of entities that have privileges to retarget requests that target the named attribute.  


Table 9.6.1.3.2-3: Definition of retargetCriteria as Contaiend in the Common Attribute resourceMappingRules
	Condition
	Interpretation

	operations
	The type of operation defined in the request shall match a specified type of operation defined by this condition.

The types of operations supported in this release of the document include RETRIEVE and UPDATE.  

	attribute
	If the corresponding name element in the resourceMappingRules is configured with the name of an attribute of the parent resource, then its value shall equal the specified value defined by this condition.  

If the corresponding name element of the resourceMappingRules is configured with a value of “la”, then the value of the specified attribute of the corresponding latest <contentInstance> or <timeSeriesInstance> resource shall equal the specified value defined by this condition.
The format of this condition is attrName=Value.  E.g. "creator=Sam".

	createdBefore
	If the corresponding name element of the resourceMappingRules is configured with the name of an attribute of the parent resource, then the creationTime attribute of the parent resource resource shall be chronologically before the specified value defined by this condition.
If the corresponding name element of the resourceMappingRules is configured with a value of “la” then the creationTime attribute of the corresponding latest <contentInstance> or <timeSeriesInstance> child resource shall be chronologically before the specified value defined by this condition.


	createdAfter
	If the corresponding name element of the resourceMappingRules is configured with the name of an attribute of the parent resource, then the creationTime attribute of the parent resource resource shall be chronologically after the specified value defined by this condition.
If the corresponding name element of the resourceMappingRules is configured with a value of “la” then the creationTime attribute of the corresponding latest <contentInstance> or <timeSeriesInstance> resource shall be chronologically after the specified value by this condition.

	modifiedSince
	If the corresponding name element of the resourceMappingRules is configured with the name of an attribute of the parent resource, then the lastModifiedTime attribute of the parent resource resource shall be chronologically after the specified value defined by this conditon.
If the corresponding name element of the resourceMappingRules is configured with a value of “la” then the lastModifiedTime attribute of the corresponding latest <contentInstance> or <timeSeriesInstance> resource shall be chronologically after the specified value defined by this condition.

	unmodifiedSince
	If the corresponding name element of the resourceMappingRules is configured with the name of an attribute of the parent resource, then the lastModifiedTime attribute of the parent resource resource shall be chronologically before the specified value.
If the name element of the resourceMappingRules is configured with a value of “la” then the lastModifiedTime attribute of the corresponding latest <contentInstance> or <timeSeriesInstance> resource shall be chronologically before the specified value defined by this condition.


-----------------------End of change 1-------------------------------------------
-----------------------Start of change 2-------------------------------------------
10.2.X   Retargetting a Request to a Registree AE
10.2.X.1
Introduction

This clause describes the procedures for retargeting a request which a Registrar CSE receives from an Originator, to an Registree AE. 

10.2.X.2
Retargeting Procedure based on the Common Attribute resourceMappingRules
Figure 10.2.X.2-1 illustrates the procedure for a Registrar CSE to leverage the resourceMappingRules common attribute to retarget requests from an Originator AE/CSE to a Registree AE. 
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Figure 10.2.X.2-1: Retargeting a Request to an AE based on resourceMappingRules

Step 000: A Registree AE is registered to a Registrar CSE, and an <AE> resource is created on the Registrar CSE for the Registree AE. In addition, one or more data sharing resources (e.g. <flexContainer>) are created for the Registree AE on the Registrar CSE.

Step 001: The Registree AE sends an oneM2M request to the Registrar CSE to configure the resouceMappingRules for a given resource (e.g. <flexContainer>).  The resouceMappingRules define rules that map the given resource to resource(s) hosted by the Registree AE. 

Step 002: : The Registrar CSE shall check the privileges defined within the <accessControlPolicy> resources of the targeted resource, to determine whether the request Originator (i.e. the Registree AE) has privilges to UPDATE the resouceMappingRules attribute.  If so, the Registrar CSE shall configure resouceMappingRules for the targeted resource.  Otherwise, the Registrar CSE shall reject the request with an error. 

Step 003: The Registrar CSE shall return a response.

Note: The Registree AE may not perform Steps 001-003 itself. Instead, another AE (e.g. a system administrator AE) on behalf of the Registree AE may perform these steps.   

Step 004: An Originator AE (or CSE) sends an original request (e.g. RETRIEVE or UPDATE) to a given resource (e.g. <flexContainer>) that has a resouceMappingRules attribute configured. 

Step 005: The Registrar CSE processes the original request. The Registrar CSE shall check whether it needs to retarget the oneM2M request to mapped Registree AE resource(s) based on the resourceMappingRules defined in the clause 9.6.1.3.2.  The Registrar CSE shall perform the following:

a.  Based on the targeted resource or attribute(s) of the original request received from the Originator AE/CSE (e.g. device1 or device1/doorSensor or  device1/doorLock), the Registrar CSE shall first parse the resourceMappingRules attribute of the targeted resource for each applicable attribute and detect if retargeting the request is required.   This is done by checking if a retargeting rule is defined for each attribute of the targeted resource. 

b. If retargeting is required, the Registrar CSE shall determine which Registree AE(s) to retarget the original request to.  This is done by checking the pointOfAccess information from the <AE> resource associated with the AE-ID configured in the mappedID element(s) of the resourceMappingRules attribute.  The pointOfAccess provides the protocol binding to use, the IP address or FQDN and the port.   A single oneM2M resource can have attributes that are mapped to one or more resource locally hosted by one or more Registree AEs.  Hence a Registrar CSE may need to issue multiple retargeted requests to Registree AEs for a single original request that it receives to a targeted resource. If a Registrar CSE receives an original request that accesses multiple attributes that are mapped to a single Registree AE hosted resource, the Registrar CSE may issue a single retargeted request to the Registree AE which accesses the multiple attributes. During this step, the Registrar CSE shall check whether the Originator of the original request has the proper privileges to retarget requests to the AE.  The Registrar CSE shall perform this check using the retargetPrivileges defined in the resourceMappingRules and the RETARGET privileges defined in the <accessControlPolicy> resource as defined in clause 9.6.2.3.  
c. Depending on the protocol binding (e.g. CoAP, HTTP or MQTT), the pointOfAccess may provide an optional path or topic space (e.g. “r”).  If an additional path or topic (e.g. “/d/dl”) is present in the mappedID element(s) of the resourceMappingRules attribute, then the Registrar CSE shall append this path or topic to any path or topic present in the pointOfAccess (e.g. “r/d/dl”). Based on the applicable protocol, the Registrar CSE shall configure this path or topic as defined in oneM2M TS‑0004 [3]. 
d. The Registrar CSE shall map the operation of the incoming original request to a corresponding operation in the retargeted request that it shall send to the Registree AE in Step 006.  This mapping is dependent on the protocol that is used to retarget the request and further details are defined in oneM2M TS‑0004 [3]
e. If the Registrar CSE supports sending multiple outstanding retargeted requests in parallel to an AE, the Registrar CSE may include a request identifier within the retargeted request to enable the Registrar CSE to properly associate the returned responses with the issued retargeted requests.  Based on the applicable protocol, the Registrar CSE shall bind the request identifier as defined in oneM2M TS‑0004 [3].
f. The Registrar CSE shall determine the supported serialization format from the corresponding <AE> contentSerialization attribute and shall use it to determine which serialization format to use when serializing the payload of the retargeted request that it sends to the Registree AE.

If applicable, the Registrar CSE shall generate the content of the retargeted request (e.g. for an UPDATE request).  Based on the resourceMappingRules of each applicable attribute, the Registrar CSE shall construct the content consisting of serialized attribute names and values in the serialization format specified by the contentSerialization attribute of the corresponding <AE> resource. Based on the applicable protocol, the Registrar CSE shall bind the content as defined in oneM2M TS‑0004 [3].
Step 006: The Registrar CSE shall send the retargeted request(s) to the Registree AE. 

Step 007: The Registree AE receives and processes the retargeted request. 

Step 008: The Registree AE sends a response back to the Registrar CSE. 
Step 009: When the Registrar CSE receives the response from the Registree AE it shall check the status. If the status indicates a success, the Registrar CSE shall extract the content (if present/applicable) from the response payload, parse the attributes and values within the content, and based on the resourceMappingRules, configure the values of any attributes in the content of the response into the Registrar CSE's locally mapped attributes.  If the status indicates an error, the Registrar CSE shall include this error in a oneM2M response that it returns to the Originator AE/CSE. 

Step 010: The Registrar CSE completes processing of the request by returning the oneM2M response to the Originator AE/CSE.

Error Scenarios:

1)  If an Originator of an original request targets a resource with resourceMappingRules defined, and the Originator does not have proper privileges to retarget request(s) to the applicable AE, the Registrar CSE shall reject the request and return an error to the Originator indicating that it does not have sufficient retargeting privileges to perform the request.

2)  If an Originator of an original request targets a resource with resourceMappingRules defined, but the corresponding AE defined in the resourceMappingRules is not reachable by the Registrar CSE, the Registrar CSE shall reject the request and return an error to the Originator indicating that the request cannot be processed since the retargeted AE is not reachable.

3) If an Originator of an original request targets a resource with resourceMappingRules defined, and the corresponding AE defined in the resourceMappingRules is reachable, but the one or more retargeted request(s) sent by the Registrar CSE to the retargeted AE all result in errors being returned to the Registrar CSE, then the Registrar CSE shall reject the request and return an error to the Originator.  The Registrar CSE shall determine the proper error by evaluating the error(s) returned by the retargeted AE and selecting the appropriate error.  The Registrar CSE shall not update the resource hosted on the Registrar CSE in this case.

4)  If an Originator of an original request targets a resource with resourceMappingRules defined, and the corresponding AE defined in the resourceMappingRules is reachable, and the original request from the Originator requires more than one retargeted request to be sent to the retargeted AE, but a subset of the retargeted requests result in errors and a subset are successful, then the Registrar CSE shall process the request in a best effort manner. For this case, the Registrar CSE shall update the resource hosted on the Registrar CSE to reflect the successful retargeted request(s) and return an error to the Originator indicating that the original request couldn’t be fully processed and it is possible that there may be discrepancies between the state of the resource hosted on the Registrar CSE and the resource(s) hosted by the retargeted AE.

-----------------------End of change 2-------------------------------------------
-----------------------Start of change 3-------------------------------------------
9.6.6
Resource Type container
The <container> resource represents a container for data instances. It is used to share information with other entities and potentially to track the data. A <container> resource has no associated content. It has only attributes and child resources.

The <container> resource shall contain the child resources specified in table 9.6.6-1.

Table 9.6.6-1: Child resources of <container> resource

	Child Resources of <container>
	Child Resource Type
	Multiplicity
	Description
	<containerAnnc> Child Resource Types

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30
	<semanticDescriptor>, <semanticDescriptorAnnc>

	[variable]
	<contentInstance>
	0..n
	See clause 9.6.7
	<contentInstance>, <contentInstanceAnnc>

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<container>
	0..n
	See clause 9.6.6
	<container>

<containerAnnc>

	[variable]
	<flexContainer>
	0..n
	See clause 9.6.35
	<flexContainer>

<flexContainerAnnc>

	[variable]
	<timeSeries>
	0..n
	See clause 9.6.36
	<timeSeries>,
<timeSeriesAnnc>

	la
	<latest>
	1
	See clause 9.6.27
	None

	ol
	<oldest>
	1
	See clause 9.6.28
	None

	[variable]
	<transaction>
	0..n
	See clause 9.6.48
	<transaction>

	[variable]
	<action>
	0..n
	See clause 9.6.61
	None


The <container> resource shall contain the attributes specified in table 9.6.6-2.

Table 9.6.6-2: Attribute of <container> resource

	Attributes of 
<container>
	Multiplicity
	RW/

RO/

WO
	Description
	<containerAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3. 
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3. 
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	stateTag
	1
	RO
	See clause 9.6.1.3.
	OA

	announceTo
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	creator
	0..1
	RO
	See clause 9.6.1.3.
	NA

	resourceMappingRules
	0..1
	RW
	See clause 9.6.1.3
	OA

	maxNrOfInstances
	0..1
	RW
	Maximum number of direct child <contentInstance> resources in the <container> resource.
	OA

	maxByteSize
	0..1
	RW
	Maximum size in bytes of data (i.e. content attribute of a <contentInstance> resource) that is allocated for the <container> resource for all direct child <contentInstance> resources in the <container> resource.
	OA

	maxInstanceAge
	0..1
	RW
	Maximum age of a direct child <contentInstance> resource in the <container> resource. The value is expressed in seconds.
	OA

	currentNrOfInstances
	1
	RO
	Current number of direct child <contentInstance> resource in the <container> resource. It is limited by the maxNrOfInstances. The currentNrOfInstances attribute of the <container> resource shall be updated on successful creation or deletion of direct child <contentInstance> resource of <container> resource
	OA

	currentByteSize
	1
	RO
	Current size in bytes of data (i.e. content attribute of a <contentInstance> resource) stored in all direct child <contentInstance> resources of a <container> resource. This is the summation of contentSize attribute values of the <contentInstance> resources. It is limited by themaxByteSize. The currentByteSize attribute of the <container> resource shall be updated on successful creation of deletion of direct child <contentInstance> resource of <container> resource
	OA

	locationID
	0..1
	RO
	An ID of the resource where the attributes/policies that define how location information are obtained and managed. This attribute is defined only when the <container> resource is used for containing location information.
	OA

	ontologyRef
	0..1
	RW
	A reference (URI) of the ontology used to represent the information that is stored in the child <contentInstance> resources of the present <container> resource (see note).
	OA

	disableRetrieval
	0..1
	RW
	Boolean value to control RETRIE/UPDATE/DELETE operation on the child <contentInsance> resource.
When the value is set to 'TRUE', RETRIEVE/DELETE/UPDATE operations for child <contentInstance> shall be rejected at all times.

When the value is updated from 'TRUE' to 'FALSE', all existing <contentInstance> are deleted immediately.

When the value is set to 'FALSE', all operations are permitted on the <contentInstance> resource as per existing procedures.
	OA

	NOTE:
The access to this URI is out of scope of oneM2M.


-----------------------End of change 3-------------------------------------------
-----------------------Start of change 4-------------------------------------------
9.6.15
Resource Type mgmtObj
The <mgmtObj> resource contains management data which represents individual M2M management functions. It represents a general structure to map to technology specific data model e.g. OMA DM [i.3], BBF TR-069 [i.2] and LWM2M [i.4]. Each instance of <mgmtObj> resource shall be mapped to single technology specific protocol.

The <mgmtObj> resource shall contain the child resource specified in table 9.6.15-1.

Table 9.6.15-1: Child resources of <mgmtObj> resource

	Child Resources of <mgmtObj>
	Child Resource Type
	Multiplicity
	Description
	<mgmtObjAnnc> Child Resource Type

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30
	<semanticDescriptor>, <semanticDescriptorAnnc>

	[variable]
	<transaction>
	0..n
	See clause 9.6.48
	<transaction>


The <mgmtObj> resource shall contain the attributes specified in table 9.6.15-2.

Table 9.6.15-2: Attributes of <mgmtObj> resource

	Attributes of <mgmtObj>
	Multiplicity
	RW/

RO/

WO
	Description
	<mgmtObjAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3.
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	announceTo
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	resourceMappingRules
	0..1
	RW
	See clause 9.6.1.3
	OA

	mgmtDefinition
	1
	WO
	Specifies the type of <mgmtObj> resource e.g. software, firmware, memory. The list of the value of the attribute can be seen in annex D.
	MA

	mgmtSchema
	0..1
	WO
	Contains a URI to the <mgmtObj> schema definition which shall be used by the Hosting CSE to validate the syntax of incoming primitives targeting this <mgmtObj> resource.
This URI may refer to a oneM2M specified <mgmtObj> definition as well as other <mgmtObj> definitions.
	MA

	objectIDs
	0..1 (L)
	WO
	Contains the list URNs that uniquely identify the technology specific data model objects used for this <mgmtObj> resource as well as the managed function and version it represents. This attribute shall be provided during the creation of the <mgmtObj> resource and shall not be modifiable afterwards.

If the <mgmtObj> resource is mapped to multiple technology specific data model objects, this attribute shall list all URNs for each mapped technology specific data model objects. This is mandatory for the <mgmtObj>, for which the data model is not specified by oneM2M but mapped from technology specific data model.
	OA

	objectPaths
	0..1 (L)
	WO
	Contains the list of local paths of the technology specific data model objects on the managed entity which is represented by the <mgmtObj> resource in the Hosting CSE.

This attribute shall be provided during the creation of the <mgmtObj>, so that the Hosting CSE can correlate the created <mgmtObj> with the technology specific data model object on the managed entity for further management operations. It shall not be modifiable after creation.

The format of this attribute shall be a local technology specific data model object path in the form as specified by technology specific protocol. (e.g. "./anyPath/Fw1" in OMA DM [i.3], "Device.USBHosts.Host.3." in BBF TR‑069 [i.2]).

The combination of the objectPaths and the objectIDs attribute, allows to address the technology specific data model.
	OA

	mgmtLink
	0..1 (L)
	RW
	This attribute contains reference to a list of other <mgmtObj> resources in case a hierarchy of <mgmtObj> is needed.
	OA

	[objectAttribute]
	0..n
	RW
	Each [objectAttribute] is mapped from a leaf node of a hierarchical structured technology specific data model object (including oneM2M data model and the technology specific data model objects) based on the mapping rules below the table.
	OA

	description
	0..1
	RW
	Text format description of <mgmtObj>.
	OA


When mapping objects from technology specific protocol to a corresponding <mgmtObj> resource, the following rules shall apply:

· The root objects of technology specific data model objects maps to the <mgmtObj> resource.

· For the child of the root of technology specific data model objects:

· Rule1: If the child technology specific data model object cannot have another child technology specific data model object, the technology specific data model object maps to the [objectAttribute] attribute of the <mgmtObj> resource with the same resource name.

· Rule2: If the child technology specific data model object can have another child technology specific data model object, the technology specific data model object maps to a new <mgmtObj> resource. The ID of the new <mgmtObj> resource is stored as an mgmtLink attribute of the <mgmtObj> resource which is mapped from the parent technology specific data model object.

-----------------------End of change 4-------------------------------------------
-----------------------Start of change 5-------------------------------------------
9.6.35
Resource Type flexContainer
The <flexContainer> resource type is a customizable container for data instances. It is a template for the definition of flexible specializations of data containers. Like a <container> resource, specializations of this <flexContainer> resource type are used to share information with other entities and potentially to track the data. While the <container> resources includes data to be made accessible to oneM2M entities inside <contentInstance> children, a specialization of the <flexContainer> resource includes associated content directly inside the <flexContainer> by means of one or more [customAttribute] attribute(s). The attribute name and attribute data type of [customAttribute] attributes are defined explicitly for each specialization of <flexContainer>, i.e. the specific set of attribute name and type are defined in a corresponding XSD-file.

Example usage of <flexContainer>: As a specialization of <flexContainer> that includes two [customAttribute] attributes, named "temperature"(xs:float type) and "humidity"(xs:positiveInteger type) can be specified in some TS. The actual data types of [customAttribute] will be described both in the specification document or XSD file which are referred by the value of containerDefinition attribute.

The <flexContainer> resource shall contain the child resource specified in table 9.6.35-1.

Table 9.6.35-1: Child resources of <flexContainer> resource

	Child Resources of <flexContainer>
	Child Resource Type
	Multiplicity
	Description
	<flexContainerAnnc> Child Resource Type

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30
	<semanticDescriptor>, <semanticDescriptorAnnc>

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<container>
	0..n
	See clause 9.6.6
	<container>

<containerAnnc>

	[variable]
	<flexContainer>
	0..n
	<flexContainer> resource can include any of its specializations as child resource
	<flexContainer>

<flexContainerAnnc>

	[variable]
	<timeSeries>
	0..n
	See clause 9.6.36
	<timeSeries>,
<timeSeriesAnnc>

	[variable]
	<transaction>
	0..n
	See clause 9.6.48
	<transaction>

	[variable]
	<action>
	0..n
	See clause 9.6.61
	None


The <flexContainer> resource shall contain the attributes specified in table 9.6.35-2.

Table 9.6.35-2: Attributes of <flexContainer> resource

	Attributes of 
<flexContainer>
	Multiplicity
	RW/

RO/

WO
	Description
	<flexContainerAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	0..1 (note)
	RW
	See clause 9.6.1.3.
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	creationTime
	0..1
(note)
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	0..1
(note)
	RO
	See clause 9.6.1.3.
	NA

	stateTag
	1
	RO
	See clause 9.6.1.3.
This stateTag attribute value shall be incremented when a custom attribute of the flexContainer is modified.
	OA

	announceTo
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	creator
	0..1
	RO
	 See clause 9.6.1.3.
	NA

	resourceMappingRules
	0..1
	RW
	See clause 9.6.1.3
	OA

	containerDefinition
	1
	WO
	This contains an identifier reference (URI) to the <flexContainer> schema definition which shall be used by the CSE to validate the syntax of the <flexContainer> resource.

This URI may refer to one of the oneM2M <flexContainer> definitions specified in the following documents:

· Generic Interworking [6]]
· AllJoyn Interworking [7];
· Home Domain Information Model [8]
A list of oneM2M <flexContainer> definitions is also provided in clause 9.6.1.2.2 [3].
Other URI for other <flexContainer> definitions may be specified.
	MA

	ontologyRef
	0..1
	RW
	A reference (URI) of the ontology used to represent the information that is stored in the present <flexContainer> resource.
	OA

	contentSize
	1
	RO
	Sum of the size in bytes of all of the custom attributes.
	OA

	nodeLink
	0..1
	RW
	The resource identifier of a <node> resource that stores the node specific information of the NoDN on which the interworked service represented by this <flexContainer> resource resides.
	OA

	[customAttribute]
	0..n
	RW
	Specialization-specific attribute(s). Name and data type defined in each specialization of <flexContainer> resource.
	OA

	NOTE:
When an instance of <flexContainer> is a child of a <flexContainer> resource, these attributes can be optional. Their presence is determined by the respective definition referred to by the containerDefinition attribute.


-----------------------End of change 5-------------------------------------------
-----------------------Start of change 6-------------------------------------------
9.6.36
Resource Type timeSeries
The <timeSeries> resource represents a container for Time Series Data instances. It is used to share information with other entities and potentially to track, detect and report the missing data in Time Series. A <timeSeries> resource has no associated content. It has only attributes and child resources.
Table 9.6.36-1: Child resources of <timeSeries> resource

	Child Resources of <timeSeries>
	Child Resource Type
	Multiplicity
	Description
	<timeSeriesAnnc> Child Resource Types

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30
	<semanticDescriptor>, <semanticDescriptorAnnc>

	[variable]
	<timeSeriesInstance>
	0..n
	See clause 9.6.37
	<timeSeriesInstance>,
<timeSeriesInstanceAnnc>

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	la
	<latest>
	1
	See clause 9.6.27
	None

	ol
	<oldest>
	1
	See clause 9.6.28
	None

	[variable]
	<transaction>
	0..n
	See clause 9.6.48
	<transaction>

	[variable]
	<action>
	0..n
	See clause 9.6.61
	None


The <timeSeries> resource shall contain the attributes specified in table 9.6.36-2.

Table 9.6.36-2: Attributes of <timeSeries> resource

	Attributes of 
<timeSeries>
	Multiplicity
	RW/

RO/

WO
	Description
	<timeSeriesAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3 
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3. 
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	announceTo
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	creator
	0..1
	RO
	 See clause 9.6.1.3.
	NA

	resourceMappingRules
	0..1
	RW
	See clause 9.6.1.3
	OA

	maxNrOfInstances
	0..1
	RW
	Maximum number of direct child <timeSeriesInstance> resources in the <timeSeries> resource.
	OA

	maxByteSize
	0..1
	RW
	Maximum size in bytes of data that is allocated for the <timeSeries> resource for all direct child<timeSeriesInstance> resources.
	OA

	maxInstanceAge
	0..1
	RW
	Maximum age of a direct child <timeSeriesInstance> resource in the <timeSeries> resource. The value is expressed in seconds.
	OA

	currentNrOfInstances
	1
	RO
	 Current number of direct child <timeSeriesInstance> resource in the <timeSeries> resource. It is limited by the maxNrOfInstances. The currentNrOfInstances attribute of the <timeSeries> resource shall be updated on successful creation or deletion of direct child < timeSeriesInstance > resource of <timeSeries > resource.
	OA

	currentByteSize
	1
	RO
	Current size in bytes of data stored in all direct child <timeSeriesInstance> resources of a <timeSeries> resource. It is limited by the maxByteSize. The currentByteSize attribute of the <timeSeries> resource shall be updated on successful creation or deletion of direct child < timeSeriesInstance > resource of <timeSeries > resource.
	OA

	periodicInterval
	0..1
	WO
	If the Time Series Data is periodic, this attribute shall contain the expected amount of time between two instances of Time Series Data.
	OA

	periodicIntervalDelta
	0..1
	WO
	If the Time Series Data is periodic, this attribute contains a +/- delta value relative to periodicInterval for the purpose of detecting missing data.
The value of this attribute shall be less than or equal to (periodicInterval/2).

If the attribute is omitted the hosting CSE can use a local policy to determine a default value.

	OA

	missingDataDetect
	0..1
	WO
	Indicates whether the Receiver shall detect the missing Time Series Data if it is periodic.
	NA

	ontologyRef
	0..1
	RW
	A reference (URI) of the ontology used to represent the information that is stored in the child <timeSeriesInstance> resources of the present <timeSeriesData> resource (see note).
	OA

	missingDataMaxNr
	0..1
	RW
	Maximum number of entries in the missingDataList if the periodicInterval is set and the missingDataDetect is TRUE.
	OA

	missingDataList
	0..1(L)
	RO
	The list of the dataGenerationTime value representing the missing Time Series Data in descending order by time if the periodicInterval is set and the missingDataDetect is TRUE.
	OA

	missingDataCurrentNr
	0..1
	RO
	Current number of the missing Time Series Data in the missingDataList.
	OA

	missingDataDetectTimer
	0..1
	RW
	The missingDataDetectTimer is a duration after which a <timeSeriesInstance> shall be considered missing by the hosting CSE. 
If periodicIntervalDelta is present, the value of this attribute shall be greater than periodicIntervalDelta.

	OA

	contentInfo
	0..1
	WO
	This attribute contains information to understand the contents of the content attribute of <timeSeriesInstance>. It shall be composed of two mandatory components consisting of an Internet Media Type (as defined in the IETF RFC 6838 [i.36]) and an encoding type.  In addition, an optional content security component may also be included. The format of this attribute is defined in oneM2M TS‑0004 [3].
This attribute should be used to represent the content information of the content attribute of child <timeSeriesInstance> resources so that AEs can understand the content.
	OA

	NOTE:
The access to this URI is out of scope of oneM2M.


-----------------------End of change 6-------------------------------------------
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Registree  AE
Registrar CSE
Originator  AE/CSE
001: Configure resourceMappingRules to  a given resource
000: Service Layer Security, Registration and Discovery Procedures
002: Add resourceMappingRules to  the given resource
003: Response
004: oneM2M Request 
(e.g. RETRIEVE or UPDATE )
005: Determine whether to retarget request based on resourceMappingRules of the given resource
006: Retargeted Request (e.g. GET or PUT)
007: Process the Retargeted Request
008: Response
009: Process the Response
010: oneM2M Response
(e.g.  RETRIEVE or UPDATE)

Note: If the Registrar CSE decides to not retarget the Request, Steps 006-009 are not required.



