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Introduction

-----------------------Start of change 1---------------------------------------------
7.4
Conclusions


The key issues and solutions in this clause focus on enforcing privacy policy.

Solution #2.1 proposes using <accessControlCombiningPolicy> resource to store privacy policy that specifies which attributes and child resources of the target resource need to be filtered from the response to the Originator. The privacy policy will be provided to the Hosting CSE when Originator’s request has been agreed.

Solution #2.2 proposes extending <accessControlPolicy> resource for supporting privacy policy through adding accessControlAttributes element in the access-control-rule-tuple. The privacy policy specifies which resource attributes need to be anonymous.
-----------------------End of change 1---------------------------------------------
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