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1. 0 Introduction

This standard defines the requirements of M2M-based remote pulse monitoring system which recognizes the status of the patients in real-time, transmits the measured data to the server in central center, and categorizes the patients status, so that the clinicians or care coordinators can determine appropriate clinical actions and manage the patient care. 


2.0 Constitution and Scope

In order to define the requirements of M2M-based remote pulse monitoring system, this document introduces System Overview in Item 4, and describes the service scenarios in Item 5. Based on the descriptions, this document defines the requirements of remote pulse monitoring system.


3.0 Terms and Abbreviations

N/A.


4.0 Overview of M2M-based Remote Pulse Monitoring

The pulse status of the patient fluctuates at any time in day and night. Clinicians and care coordinators care the patients at constant monitoring in the daytime and the patients can recognize the variation of the body by themselves too. Comparatively the critical event at the patient can hardly occur in the daytime. However, since the patients are managed by the minimum staff in the nighttime, nurses and physicians can hardly monitors all the patients in real time, especially while sleeping. Weak patients become careless by themselves.
When the physical status of the severe patient is changing to abnormal range over sleeping time, care coordinators may not check him immediately and consequently the situation may become the fatal event. 
Remote pulse monitoring system checks the physical status of the patients in real time and analyzes by the systematic decision process, which enables the effective management for the patients with the minimal human resources and costs.  
4.1. Service architecture

(Fig. 4-1) shows the general architecture of M2M-based remote pulse monitoring service.
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(Fig. 4-1) Architecture of M2M-based remote pulse monitoring service

4.2. Device domain

Device domain consists of Pulsimeter and M2M Gateway, and those two entities constitute M2M Area Network by personal area network technologies such as Zigbee or Bluetooth. 
M2M Gateway contains the communication modules which connect to Pulsimeter and wireline/wireless network. 

4.3. Network domain

Network domain constitutes wireless networks such as CDMA, WCDMA, or LTE and wireline networks. 

4.3. Service domain 

Service domain consists of Pulse Monitoring System and the receiver which the clinicians or care assistants carry constantly at working time. 
Pulse monitoring system collects the measured data of the patients, analyzes them and decides the action. In case Pulse monitoring system needs, it transmits the message to the clinicians or care coordinators. 
Receiver can be variable device types such as mobile phone, tablet PC, special receiver, etc. which can receive the message or the event data from Pulse monitoring system. 

4.4. User domain

User domain includes the clinician and care coordinator, and/or the family of the patient.

The clinicians includes physicians, nurses, nurse practitioners, physician assistants, psychologists, and other clinical personnel who clinically evaluate the remote measurements determine appropriate clinical interventions if needed to manage patient care. They also manages the pulse monitoring system and checks the alarm devices. 

The care coordinator includes individuals or applications under clinical supervision that monitor the information received from the patient’s device(s). A care coordinator may intervene if measurements or alerts indicate that there has been a change in the patient’s health status, or if the measurements fall outside of a predetermined range. 

(Fig. 4-2) shows the example screen of the pulse monitoring system which manages the status of the patient based on the information receiving from the pulsimeter.
[image: EMB00000a400f36]

5. Service Scenarios

5.1. Initialization 

At initialization stage, the remote monitoring device is prepared for use and communication by the action of the patient or clinician. This may involve physically attaching or placing the device, registering the device, setting up the communications channels to M2M application entities, and setting up the communications capabilities of the device.

For example, there are pairing process between pulsimeter and M2M Gateway, the verification for the battery state of the pulsimeter, and the system registration for the monitoring device. The initialization may require secure authentication and device state verification of the remote monitoring system by the M2M service capability provider and/or the M2M application entity.

5.2. Measurement for patients
 
Remote monitoring device gathers patient measurements, data and or events. Data may be communicated each time the device gathers the data, accumulated measurements may be communicated periodically (e.g., hourly, daily), or data may be delivered upon request or upon certain events. 
M2M Gateway aggregates the data from multiple pulsimeters and makes further processing, and then transmits to Pulse monitoring system.
5.3. Remote configuration 

Pulsimeter or remote monitoring device can be configured by pulse monitoring system remotely via M2M network. The configuration capability could span simple parametric changes, such as, reporting rates, event or alarm trigger levels, and dosing levels to downloading and securely restarting new operating software. 

5.4. Setting pulse status level

Pulse monitoring system analyzes the pulse information of the patient and decides the patient situation. For example, the system categorizes the measured pulse data and decides the status of the patient as the following table shows. 

(Table 5-1) Categorization of the measured pulse data
(unit: number/min.)
	Status
	Bradycardia
	Normal
	Tachycardia

	Level
	Critical
	Major
	N/A
	Major
	Critical

	No. of pulse
	~5
	6~59
	60~100
	101~199
	200~



5.5. Pre-definition of the alarm level

Pulse monitoring system sets the different alarm levels according to the category of the number of the pulse, and then generates the signal depending on the alarm level in order to send it to the receiver.
For example, the system sets the activity as the following descriptions. 

1) Normal : None of signal is occurred.
2) Bradycardia & Tachycardia 
	Critical: 
-	Critical sign popup on screen
-	High and speedy alarm sound
-	Message transmit to registered clinicians
-	Message transmit to caregivers (option)
	Major: 
-	Major sign popup on screen
-	Low and slow alarm sound
-	Message transmit to registered clinicians

6. Requirements for Remote Pulse Monitoring Service

6.1. Requirements for pulsimeter

Pulsimeter demands the following requirements. 

-	Signals generation for wearing/unwearing by patient
-	Signal generation for battery status 
-	Measurement rate & Transmission rate control
-	Signals generation for Normal/Abnormal operation
-	Minimal power consumption
-	Material to avoid skin trouble of the patient
-	Design for easy control to ware/unwear
-	Convenient user interface by patient and care coordinator 

6.2. Requirements for pulsimeter Pulse monitoring system 

Pulse monitoring system demands the following requirements. 

- Setup function for patient data including max/min pulse and personal information 
- Maintenance function for personal data 
- Setup function for pulsimeter device including serial number and MAC address
- Event popup on screen and alarm signal transmission to pre-assigned receiver 
- Categorization for alarm signals subject to event such as pulse event, battery issue, communication error, etc. 
- Categorization for alarm signals subject to pulse data level
- Alarm signal control (activation/deactivation) by operator
- Support for location recognition of the patient
- Maintenance function for message receiver of the clinician and caregiver
- Support for inter-working with SMS (Short Message System) center in outside 
- Support for remote login from the authorized users (clinicians or others) in outside by their PC or smart phone.
- Systematic logging function for measured data, including event generation/clear time and pulse data 
- Support for open API in order to interconnect with the other systems
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