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1. Introduction

This contribution provides guidelines and templates on how to specify resources. The contribution also includea example definition of resources using the template, such as:

-a resource with attributes only. e.g, <accessRight>
-a resource with attributes and child-resources. e.g., <container>
It may be noted that the illustration for <accessRight> and <container> resoruces is for the purpose of providing an example template only. There is not attempt to infer or agree that the actual <accessRight> and <container> resources will be or are to be structrued in this manner.
It should be noted that for the purpose of defining resources and their attributes long and human readable names are used in this template for now and should be included in the specifications for easier reading. However, a mechanism for cutting the length of corresponding URLs is needed, e.g. by using abbreviations or resource type IDs.
2. Proposal
2.1
Resource Specification Guidelines
Resources shall be specified by a tabular notation. The following conventions are used for the specification of resources:

· oneM2M shall specify resources in association with the CSE. Resources are the representation in the CSE of component and elements in the M2M system. Other CSE, Applications, application data representing sensors, commands, etc are known by the CSE by menas of their resource representation.  

Resource: is a uniquely addressable entity in the RESTful architecture. A resource has a representation that shall be transferred and manipulated with the verbs. A resource shall be addressed using a Universal Resource Identifier (URI).
· A resource may contain child resource(s) and attribute(s). 

child resource: It is a resource that has a containment relationship with the addressed (parent) resource. The parent resource representation contains references to the sub-resources(s) (child resources). The lifetime of a child-resource is limited 
by the parent's resource lifetime.

Attributes: store information about the resource itself. The set of common attributes, which are common to all specified resources, are are not further detailed in the graphical representation of a resource.
· When an instance of a resource is created, a URI is assigned. URI is used to uniquely address the resource. 
· Resources and attributes are addressed in the same manner, e.g., by the use of the URI.

· oneM2M shall support capability to allow new resources to be defined
· Resource names and attribute names are strings in lower case. In case of a composed name, the subsequent word(s) start with a capital letter; e.g., accessRights, searchStrings.
· A string delimited with ‘<’ and ‘>’ like ‘<resourceName>’ is a placeholder for the type of a resource.

· A collection is a parent resources that contains attributes and child resources. All child resources of a collection are of the same resource type. A collection is represented witha collection name and a parallelogram.
· Read/Write access mode can assume the following values:

· Read/Write (RW ),.it can be set by a Create or an update operation.,

· Rread Only (RO), i.e. it is set by the CSE when the resouces is Created and/or Updated
. Such an attribute can only be read,
· Write Once (WO), i.e. it is set by the Create operatoin. It can then only be read.
· The graphical rappresentation is made showing the multiplicity of attributes and child resources. Attributes, child resources and child collection resources have a differentiated graphical rappresentationas shown in the template.
2.2 Resource Template
2.3 __________begin of template
9.5.x
Resource <resourceName>
<Fill a short description of the resource>
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Figure 9.5.x-1: Structure of <resourceName> resource
(only child resources and specific resource attributes are shown)
The resource shall contain the child resource according to their multiplicitly in Table 9.5.x-1 (0 indicated the optionality of the child resource).
Table 9.5-1: Child Resources of <resourceName>
	Child Resource Name
	Multiplicity


	Description

	<Child resource1>
	<Fill in Multiplicity>
	See section <XRef <section> where the child resource is described is described.>

	<Child resource N>
	<Fill in Multiplicity>
	See section <XRef <section> where the child resource is described is described.>

	<Child collection resource1>
	<Fill in Multiplicity>
	See section <XRef <section> where the child collection resource is described is described.>

	<Child collection resource N>
	<Fill in Multiplicity>
	See section <XRef <section> where the child collection resource is described is described.>


<Fill Additional information about child resources (if needed)>.
The resource shall contain the attributes according to their multiplicitly in Table 9.5.x-2 (0 indicated the optionality of the attribute).
Table 9.5.x-2: Attributes of <resourceName>
	AttributeName
	Multiplicity
	RW/
RO/
WO
	Description

	<commonAttribute1>
	<Fill in Multiplicity>
	<Fill in RW or RO or WO>
	<Provide description of this attribute…to be moved later in a common attribute section>

	<commonAttributeN>
	<Fill in Multiplicity>
	<Fill in RW or RO or WO>
	<Provide description of this attribute…to be moved later in a common attribute section>

	<resourceSpecificAttribute1>
	<Fill in Multiplicity>
	<Fill in RW or RO or WO>
	<Provide description of this attribute>

	<resourceSpecificAttributeN>
	<Fill in Multiplicity>
	<Fill in RW or RO or WO>
	<Provide description of this attribute>


<Fill additional information about attributes (if needed)>.
____________End of template
2.3

Examples
2.3.1 Example of a Resource with attributes only
______begin of first example
9.5.x
Resource accessRight
Access rights are defined as "white lists" or permissions, i.e. each permission defines "allowed" entities (defined in the permissionHolders) for certain access modes (permissionFlags). Sets of permissions are handled such that the resulting permissions for a group of permissions are the sum of the individual permissions. I.e., an action is permitted if it is permitted by some / any permission in the set.
By setting an accessRightID attribute on a resource, the permissions for accessing that resource are then defined by the permissions defined in the accessRight resource
.)
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Figure 9.5.x-.1: Structure of accessRight resource
(only specific resource attributes are shown)
The resource shall contain the attributes according to their multiplicitly in Table 9.5.x-1 (0 indicated the optionality of the attribute).

Table 9.5.x-1: Attributes of accessRight resource 
	AttributeName
	Multiplicity
	RW/
RO/
WO

	Description

	expirationTime

	1
	RW

	See section <XRef <section> where the common attribute is described.>

	creationTime

	1
	RO

	See section <XRef <section> where the common attribute is described.>

	lastModifiedTime

	1
	RO

	See section <XRef <section> where the common attribute is described.>

	Permissions

	1
	RW

	The list of permissions defined by this accessRight resource. These permissions are applied to resources referencing this accessRight resource using the accessRightID attribute.

	selfPermissions

	1
	RW

	Defines the list of permissions for the accessRight resource itself.


The permissionFlags and the permissionHolders could then be generalised to actions (which might be granting access, but might also be more specific, like granting access to a subset, i.e. filtering part of the data). The permissionHolders could be generalised to conditions, which may include things like the identity of the requestor, everybody except specified identities, but it might also include time based conditions etc.
______end of first example
2.3.2 Example of a Resource with attributes and child-resoruces
______begin of second example
9.5.y
Resource container
This resource represents a container for instances. It is used to share information among theother entities and potentially to track the data.
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Figure 9.5.x-1: Structure of container resource
(only child resources and specific resource attributes are shown)
The resource shall contain the child resources according to their multiplicitly in Table 9.5.y-1 (0 indicated the optionality of the child resource).

Table 9.5.y-1: Child resources of container resource 
	Child Resource Name
	Multiplicity
	Description

	<container>

	0..n


	See section 9.5.y 

	contentInstances
 (this resource is a collection of resources of type <contentInstance>)
	1

	<XRef <section> where the sub-resource is described.> 


<Additional information about subResources (if needed)>
The resource shall contain the attributes according to their multiplicitly in Table 9.5.y-2 (0 indicated the optionality of the attribute).

Table 9.5.y-2
: Attribute of container resource
	Attribute Name
	Multiplicity
	RW/
RO
/
WO
	Description

	expirationTime

	1
	RW

	XRef <section> where the common attribute is described.

	accessRightID

	0..1

	RW

	XRef <section> where the common attribute is described.

	creationTime

	1
	RO

	XRef <section> where the common attribute is described.

	lastModifiedTime

	1
	RO

	XRef <section> where the common attribute is described.

	maxNrOfInstances

	0..1
	RW

	Maximum number of instances of a <container> resource.

	maxByteSize

	0..1
	RW

	Maximum number of bytes that is allocated for a <container> resource for the overall instances.

	maxInstanceAge

	0..1
	RW

	Maximum age of instances of a <container> resource, the value is expressed in seconds.


<Additional information about subResources (if needed)>
______end of second example
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�A sub-resource could be deleted before a parent  resource


�Is that mean to include update by the CSE? Probably yes…. Just wanted to check.


�This is a short description of the resource and its use


�It clarify if the attribute is:


Read/Write (RW ), i.e.it can be set by an update or a create,


Rread Only (RO), i.e. it is set by the CSE and it can only be read,


Write Once (WO), i.e. it is set by at the creation and then it can only be read.





�This table contains  a list and a short description of all the attributes. Common attributes definition may be relocate dto a common section and referenced


�It clarify if the attribute is:


Read/Write (RW ), i.e.it can be set by an update or a create,


Rread Only (RO), i.e. it is set by the CSE and it can only be read,


Write Once (WO), i.e. it is set by at the creation and then it can only be read.


�Could there be multiple occurrences of this attribute (pointing to multiple accessRights)? That could mean that the sum of the accessRights are valid? Not important for the Template… but may need to be considered.
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