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1.
Introduction
This contribution presents some thoughts on determining the contents of a oneM2M Release and associated Methods. This contribution provides a framework as well, that can be used by various Working Groups for defining and managing a oneM2M Release.

2.  Method for defining content of a Release

The following is a high level illustration of the proposed Method for defining a Release.
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3.  Details on the Method for defining content of a Release
Resource structuring and defining Message Flows for various CSFs is a high-priority activity within WG2. Several companies have volunteered for such work. The definition of the Resource structure within CSE is an essential starting point for defining further details within oneM2M system.
While the definition of the Resource(s) associated for various CSFs is an essential building block, such Resource structure by itself does not provide any services to the stakeholders. Stakeholders derive services by interacting with and manipulating such resources by the use of well known commands and/or APIs over oneM2M specified open-interfaces, such as the APIs to be specified over the X reference point.

Similarly, various entities within the oneM2M system obtain services by interacting with and manipulating the CSE resources at the peer-entities. Again, such services are obtained by the use of well known commands and/or APIs over oneM2M specified Y reference point.

Continuing with similar analogy, entities within the oneM2M system access services from the Underlying Networks by the use of well known commands and/or APIs over the Z reference point. In view of the requirements that oneM2M entities should be able to interact with different types of wireless and/or wireline Underlying Networks; some of the commands and/or APIs to be defined over Z reference point could be common for all Underlying Networks; whereas another set of commands and/or APIs could be specific to the Underlying Networks.

Summing up: in order for oneM2M system to be useful to the stakeholders; in addition to the definition of the Resource(s) associated with the CSFs, a set of commands and/or APIs need to be specified for the X, Y and Z reference points. Such commands and/or APIs provide a tool-kit to the stakeholders for using oneM2M system. Developing such a set of (mature) commands and/or APIs can be be a daunting task and can take a relatively long period of time. In view of the market requirements for making available a useful oneM2M system within a short period of time, we might want to take a different approach though. We will need to be pragmatic about the fact that within a short period of time (such as within the next 6-9 months) we can deliver a system with only a limited set of capabilities. Such limited set of capabilities translate to a limited set of commands and/or APIs.

If we accept the fact that the initial oneM2M system release (e.g., Release 1) will be a system with a limited set of capabilities, the next step will be to identify what capabilities are essential for such oneM2M system to be fully functional system. We might all agree that there is no point in delivering a system that no one can use. This requires us to sit together and identify the set of capabilities that constitutes a minimally workable system. Step 1 in Figure 1 below is a representation of such collaborative activity within oneM2M community to identify the set of "capabilities" (Content Elements) that constitute a minimally deployable system.
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Figure 1: The 3 Step Process
Next, such identified set of "capabilities" then need to translate to information-flows within the oneM2M system. Specifically, the Architecture Working Group (WG2) will need to describe how such capabilities are realized within oneM2M system. Talking in terms of the elements being specified by WG2, for each "capability" identified in Step 1, WG2 will need to specify the open environment (commands and/or APIs) that the stakeholders can use. WG2 will also need to describe associated interactions (information-flows) within the oneM2M system (CSEs). Such interactions within oneM2M system could involve communications between several CSEs, thereby necessitating APIs for Y reference point; and/or interactions amongst the CSFs (and associated resources) within a CSE. Such interactions between the CSEs and amongst the CSFs within a CSE need to be described and documented by WG2 in its deliverables (e.g., in the Functional Architecture Specification TS-0001). Inter-CSF (intra-CSE) interactions, though documented, need not be standardized though via specifying APIs between the CSFs. However, the behaviour of the CSFs and associated resources for realizing such capabilities need to be described and possibly standardized. Extending the same process over the Z reference point, a set of commands and/or APIs common and/or specific to the Underlying Networks also needs to be specified for each identified "capability". Step 2 in Figure 1 is a representation of such activity within Architecture Working Group (WG2).

The task of defining Release 1 is not complete till Protocols (WG3), Security (WG4) and MAS (WG5) working groups translate WG2 deliverable to detailed protocols and procedures. A set of well known protocols may be selected and/or oneM2M specific protocols specified by such working groups. Step 3 in Figure 1 is a representation of such activity in WG3, WG4 and WG5. Needless to say, developing such a complex system is an iterative task, with back and forth feedback between all the steps identified above. 
4.  A proposed framework for defining content of a Release
Table 1 and Table 2 propose a framework (a set of tools) that can be used by oneM2M for managing the process described above.

The first two columns in Table 1 are illustrative of the on-going task in WG2 of describing the Resource Structure and associated message flows for various CSFs. Listed in Column 1 are the CSFs (Functions) that have been agreed so far. Column 2 lists the Sub-Functions associated with each of the CSFs. The list of sub-functions is a starting proposal taken from the oneM2M-TP-2013-0336R01-consolidation_of_inputs. Such list is open for discussions and updates as needed, as we learn more about the CSFs and their behaviour.

Table1:

	CSF

(Function)
	Sub-Function
	Enabling Protocols / Responsible WG(s)
	Essential

(Y/N)
	Release 1
	..

	
	
	
	
	HP
	LP
	NP
	

	AID CSF
	
	
	
	
	
	
	

	
	Management of Identifiers
	
	Y
	Y
	
	
	

	CMDH CSF
	
	
	
	
	
	
	

	
	Communications Management: Best Effort
	
	
	
	
	
	

	
	Communications Policy Management
	
	
	
	
	
	

	
	Communications Path Selection
	
	
	
	
	
	

	
	Underlying Network Connectivity Management
	
	
	
	
	
	

	
	Communications Management: Data Store & Forward
	
	
	
	
	
	

	
	Ability to trigger off-line device
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	DMR CSF
	
	
	
	
	
	
	

	
	Data Storage & Mgmt
	
	
	
	
	
	

	
	Access permission
	
	
	
	
	
	

	
	Semantic support
	
	
	
	
	
	

	
	Data Aggregation
	
	
	
	
	
	

	
	Data Analytics
	
	
	
	
	
	

	
	Device Data Backup & Recovery
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	DMG CSF
	
	
	
	
	
	
	

	
	Configuration Mgmt
	
	
	
	
	
	

	
	Diagnostics & Monitoring
	
	
	
	
	
	

	
	Firmware Mgmt
	
	
	
	
	
	

	
	Software Mgmt
	
	
	
	
	
	

	
	Device Area Network Topology Mgmnt
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	DIS CSF
	Discover Resource - local discovery (within the CSE)
	
	
	
	
	
	

	
	Discover Resource - directed remote discovery
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	GMG CSF
	
	
	
	
	
	
	

	
	Management of a group and its membership
	
	
	
	
	
	

	
	use underlying network group capabiities
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	LOC CSF
	Location mgmt - network provided
	
	
	
	
	
	

	
	Location mgmt - GPS provided
	
	
	
	
	
	

	
	Location mgmt - confidentiality enforcement as it relates to location
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	NSE CSF
	
	
	
	
	
	
	

	
	Access underlying network service
	
	
	
	
	
	

	
	device triggering
	
	
	
	
	
	

	
	small data
	
	
	
	
	
	

	
	policy and charging
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	REG CSF
	
	
	
	
	
	
	

	
	CSE Registration
	
	
	
	
	
	

	
	Application registration
	
	
	
	
	
	

	
	Device Registration
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	SEC CSF
	
	
	
	
	
	
	

	
	Sensitive Data Handling  - secure storage
	
	
	
	
	
	

	
	Sensitive Data Handling - secure execution
	
	
	
	
	
	

	
	Sensitive Data Handling - independent environments
	
	
	
	
	
	

	
	Security Administration - Pre-provisioning
	
	
	
	
	
	

	
	Security Administration - Dynamic bootstrap
	
	
	
	
	
	

	
	Security Administration - Network bootstrap
	
	
	
	
	
	

	
	Security Association Establishment - Link level
	
	
	
	
	
	

	
	Security Association Establishment - Link level
	
	
	
	
	
	

	
	Authorization and Access Control
	
	
	
	
	
	

	
	Identity Protection
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	SCA CSF
	
	
	
	
	
	
	

	
	Charging enablers - sending charging information to charging server
	
	
	
	
	
	

	
	Charging enablers  - subscription based charging
	
	
	
	
	
	

	
	Charging enablers - event based charging
	
	
	
	
	
	

	
	Charging enablers - session based charging
	
	
	
	
	
	

	
	Charging enablers - service based charging
	
	
	
	
	
	

	
	Correlation with underlying network
	
	
	
	
	
	

	
	Charging Management
	
	
	
	
	
	

	
	online charging
	
	
	
	
	
	

	
	offline charging
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	SMG CSF
	
	
	
	
	
	
	

	
	Session management(CSE to CSE)
	
	
	
	
	
	

	
	Session management(Application to CSE)
	
	
	
	
	
	

	
	Session management(Application to Application)
	
	
	
	
	
	

	
	session persistence over link outage
	
	
	
	
	
	

	
	Session management - session context handling
	
	
	
	
	
	

	
	Session management - assignment of session ID
	
	
	
	
	
	

	
	Session management - secure session credentials
	
	
	
	
	
	

	
	Session management - session routing
	
	
	
	
	
	

	
	multi-hop session management
	
	
	
	
	
	

	
	session policy management
	
	
	
	
	
	

	
	session policy management
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	SUB CSF
	Subscribe (CS, Application) - local
	
	
	
	
	
	

	
	Subscribe (CS, Application) - remote
	
	
	
	
	
	

	
	Subscription to a group
	
	
	
	
	
	

	
	Notification - synchronous
	
	
	
	
	
	

	
	Notification - asynchronous
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	


AID CSF
Addressing and Identification CSF

CMDH CSF
Communication Management and Delivery Handling CSF

DMR CSF
Data Management and Repository CSF

DMG CSF
Device Management CSF

DIS CSG
Discovery CSF

GMG CSF
Group Management CSF

LOC CSF
Location CSF

NSE CSF
Network Service Exposure, Service Execution and Triggering CSF

REG CSF
Registration CSF

SEC CSF
Security CSF

SCA CSF
Service Charging and Accounting CSF

SMG CSF
Session Management CSF

SUB CSF
Subscription and Notification CSF

First Column of Table 2 lists the Content Elements (Capabilities) that need to be supported by oneM2M system. The list of such capabilities can be derived from the Use Cases and associated Requirements (work in progress in WG1), input from MARCOM, input from various oneM2M Partners and Associates and other sources as deemed necessary by the Member companies and stakeholders. The next step will be to identify what capabilities are "essential" for a oneM2M system. The capabilities are further categorized as being 'high priority", "low-priority" and "no-priority" for inclusion in the minimally deployable oneM2M Release 1. This sort of constitutes Step 1 in the illustration in Figure 1.
Table 2:

	Content Element

(Capability)
	Essential

(Y/N)
	Release 1
	Enabler
	Remarks

	
	
	HP
	LP
	NP
	CSF(s)
	Sub-Function(s)
	

	Connectivity Handling
	
	
	
	
	
	
	

	
	Device Registration
	
	
	
	
	
	
	How of account for constrained devices

	
	Application Registration
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	Device Management
	
	
	
	
	
	
	

	
	Configuration Management
	
	
	
	
	
	
	

	
	Diagnostics and Monitoring
	
	
	
	
	
	
	

	
	Software/Firmware Updates
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	Accounting Services
	
	
	
	
	
	
	

	
	Offline Accounting
	
	
	
	
	
	
	

	
	Online Accounting
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	Data Exchange Capabilities
	
	
	
	
	
	
	

	
	Store and Forward
	
	
	
	
	
	
	

	
	Real Time
	
	
	
	
	
	
	

	
	Streaming Services
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	Security and Access Control
	
	
	
	
	
	
	

	
	Authentication and Authorization - Device
	
	
	
	
	
	
	

	
	Authentication and Authorization - Application
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	Communication with Underlying Networks
	
	
	
	
	
	
	

	
	BBF specified Networks
	
	
	
	
	
	
	

	
	IP Centric Communications
	
	
	
	
	
	
	

	
	3GPP Networks
	
	
	
	
	
	
	

	
	3GPP2 Networks
	
	
	
	
	
	
	

	
	WiFi Access
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	


HP:  High Priority

LP:  Low Priority

NP:  No Priority

Each capability that is identified as "essential" and "high priority": is taken up by WG2 and translated to information-flows that show interactions between various entities (CSEs) over various reference points. Such information-flows also describe the interactions between CSFs within a CSE (as needed). Such interactions between the entities/CSEs result in the definition of the APIs over various reference points. Time permitting, similar exercise can be taken up for "low-priority" capabilities as well. This constitutes Step 2 in the illustration in Figure 1.

WG3/WG4/WG5 can also help WG2 in the definition of information-flows and for choosing/specifying the Protocols necessary for realizing the capabilities. This constitutes Step 3 in the illustration in Figure 1.

Resulting form such ongoing tasks in various WGs, both Table 1 and Table 2 will get populated, as the work progresses. WPM may want to monitor the status of various tasks from the information available in this framework. Once sufficient information is available in this framework, WPM can be confident in declaring the status and completion of a Release (such as Release 1).

5.  Recommendations
Discuss and consider the process described above for progressing the work in oneM2M. 

--------------
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