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1.
Introduction

This paper proposes a ANNEX on 3gpp-underlying-NW and oneM2M CSE interworking for inclusion in the WG2 Functional Architecture TS-0001, to clarify how connectivity is established between the two systems for realization of M2M services.

Note that this does not intend to exclude other types of underlying network interworking. If necessary, other types of underlay network interworking can be considered on a case by case basis.
2. Items requiring further consideration
During this work we identified the following items that in our view, require further study and analysis:
  1) MT case: According to 3GPP TS 23.682, Mobile Terminated connectivity establishment  is only enabled via T4 reference point triggering scheme (in case of MTC Deployment scenario B), i.e., this implies the target device node should be equipped with SMS capability. In such a case the implications of MTC-IWF in IP native delivery scheme are FFS.
  2) MO case: Mobile Originated connectivity establishment and data delivery to the target CSE would be enabled via IP native delivery scheme, but it is not clear which CSF within the target CSE would be the recipient of the data. This is FFS.
3) This proposal based on 3GPP MTC underlay network based on Rel-11. Further capability in addition to this release is FFS. 
3. Proposal

This document proposes the following sections, describing the interworking between oneM2M platform and the underlying 3gpp network, for inclusion in TS-0001 as a new ANNEX.  
************************ Start of changes **********************
ANNEX X: oneM2M system and 3GPP MTC Rel-11underlying network  Interworking
X.1
3GPP MTC Rel-11 Underlying NW Introduction
To provide M2M services the interworking between oneM2M system and the 3GPP underlying network is required. This entails the following aspects:

· Connectivity establishment between oneM2M system and 3GPP underlying network from CSE initiated scheme and device initiated CSE  scheme.
· Mapping of oneM2M and 3GPP IDs to establish connectivity between specific entities

This section provides system level information on the above aspects specifically related to the interworking i.e., connectivity between oneM2M system and 3GPP underlying MTC system. 
X.2
3GPP Rel-11 MTC functionality
The interworking oneM2M Rel-1 assumes based on the frozen 3GPP Rel-11 specifications. The relevant 3GPP Rel-11 references are as follows:

· TS 23.682 : MTC system Architecture 
· TS 23.401 and 23.402: LTE/SAE system Architecture

· TS 23.060: General Packet Radio Service (GPRS)
Note: Further release upgrade of 3GPP MTC functionality will be incorporated in to this Annex, depends on the progress.   
In Annex A of 3GPP TS 23.682 the following MTC deployment scenarios are depicted:
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Figure X.2-1: MTC Deployment scenarios for direct and indirect model [Ref 3GPP TS 23.682]
The focus of this Annex is on deployment scenario B (Indirect Model), where the M2M Services Capability Server (=CSE) is outside the operator domain.
Editor’s Note: Hybrid model which is a combination of above scenario B and C are also mentioned in TS23. 682.

Editor’s Note: Assuming oneM2M CSE can be mapped onto above all of the CSE.
Taking 3GPP Rel-11 MTC network as an underlying network, the oneM2M CSE functional entity can be considered as Services Capability Server (SCS) function as specified in 3GPP MTC architecture (Ref: TS 23.682) in scenario B shown below:
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Figure X.2-2: 3GPP Architecture for Machine-Type Communication [Ref 3GPP TS 23.682
In the above diagram, the SCS is shown located in the HPLMN and within the operator domain. However, it is assumed that the SCS is the same as oneM2M Common Services Entity (CSE), and is outside the operator domain. When the CSE is outside the operator domain it has to interact with the 3GPP underlying network via MTC-IWF or GGSN/P-GW. This requires mapping of oneM2M reference points (Y, Z) and 3GPP reference points (Tsp, Gi/SGi), along with the usage of the identifiers in the two systems.X.3 Connectivity Establishment between CSE and 3GPP Underlying Network.
X.3
oneM2M Device initiated Connectivity Establishment
It is assumed that there is no connectivity previously established, i.e., no association established between the device and the CSE. When the device has to send data to the CSE it has to first discover the serving CSE, which is a packet data network, and establish connection. Two methods can be used, as follows:

X.3.1
Use of DHCP and/or DNS
If only DHCP method is used, then DHCP provides the domains name and IP address of the CSE to the device.
If DHCP/DNS is used, the DHCP provides the domain name of the CSE and the UE uses DNS to find the IP address of the CSE. The DHCP/DNS mechanism is access independent.
Editor’s Note: How non-CSE resident UE interworks with this system is FFS.
X.3.2
Pre-configuration
The UE is preconfigured with the fully qualified domain name FQDN of the CSE or the IP address of the CSE. If the FQDN is known, DNS resolution is used to obtain the IP address.
Editor’s Note: There might be further device initiated CSE discovery scheme and this section does not intends to exclude them, further description of these schemes is FFS.
X.4
CSE initiated oneM2M Device Connectivity Establishment
It is assumed that there is no connectivity previously established between the device and the CSE. When the CSE has to contact the device to send data to the device or request data from the device, connectivity between CSE and the device has to be established.
Editor’s Note: How non-CSE resident UE interworks with this system is FFS.
X.5
Idle mode Management
Editor’s Note: This section should describe oneM2M system dormant device management capability in conjunction with 3GPP related Idle Mode management.

X.6
Procedure
CSE in device node (ASN) communicates with Infrastructure Node reside serving CSE after completion of underlay network bearer establishment and discovery of a particular Infrastructure Node serving CSE. Data can then traverse between CSEs over the IP connection in the underlay network over 3GPP Gi/SGi interface. In addition, the signalling connectivity between the two CSEs is also realized. The following figure depicts the connectivity between the CSE in the device node and the Infrastructure Node CSE.
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Figure X.6-1: Initial Connectivity Establishment between device and Infrastructure CSE
X.6.1
General
When data has to be exchanged between the device and the CSE, connectivity between them has to be established. The need for this connectivity can arise for two reasons:

1) Device initiated: When the device has to send/receive data to/from the CSE, or

2) CSE initiated: When the CSE has to send/receive data to/from the device.
X.6.1.1
 oneM2M Device initiated Connectivity Establishment Procedure
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Figure X.6.1.1-1: Device initiated Triggering and Connectivity Establishment
1.
Establish an Underlying Network bearer if not already available by using the procedures available in the Underlying Network.

2.
The device node requests a DHCP server and additionally requests the domain name and/or IP address of the CSE and IP addresses of DNS servers. It may require a multiple DHCP Query/Response message exchange to retrieve the requested information.

3.
The device node performs a DNS query to retrieve a list of CSE(s) IP addresses from which one is selected. If the response does not contain the IP addresses, an additional DNS query is needed to resolve a Fully Qualified Domain Name (FQDN) to an IP address.


4. After reception of domain name and IP address of a CSE the device node can initiate communication towards the CSE via IP connection from this procedure.
Editor’s Note: It for FFS how oneM2M and 3GPP IDs map to each other for a particular device node to be able to deliver information to a particular Infrastructure Node serving CSE.

X.6.1.2
 CSE initiated oneM2M Device Connectivity Establishment Procedure
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Figure X.6.1.1-2: CSE initiated Triggering and Connectivity Establishment
1. S-CSE receives a particular Triggering request from Application Server with Terminated-CSE-ID which indicates the destination CSE.

2.  S-CSE determines the need to trigger a particular device. Once S-CSE receives the Terminated-CSE ID, S-CSE deduces 3gpp-External-ID which enables to deliver data to the destination Device Node in 3gpp underlying NW via MTC functions.  
If the serving CSE has no connectivity details for an 3GPP MTC-IWF, it may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS query using the 3GPP External Identifier or using a locally configured MTC-IWF identifier.

3.
The S-CSE sends the Device Trigger Request (includes 3GPP External Identifier or MSISDN, CSE Identifier, trigger reference number, validity period, priority, Application Port ID and trigger payload) message to the MTC-IWF. The CSE includes a trigger payload that contains the information destined for the MTC device.
     Once, 3gpp-MTC-IWF receives the Trigger Request, it deduces particular MSISDN from given 3gpp-External-ID which one-to-one mapping is obtained from a query to 3gpp-HSS.   
4.
The MTC-IWF selects T4 trigger delivery procedure according to the 3GPP TS23.682, based on the information received from HSS/HLR and local policy.

5.
The MTC-IWF sends the Device Trigger Report (External Identifier or MSISDN and trigger reference number) message to the S-CSE with a cause value indicating whether the trigger delivery succeeded or failed and the reason for the failure.

6.
Device Node establishes IP connection with underlying network.

After reception of domain name and IP address of the Device Node the CSE can initiate communication with the Device Node via the IP connection.
************************ End of changes ***********************
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