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1 Introduction

WG member realized some needs to share the understandings regarding interaction between CSF, which was proposed as oneM2M-ARC-2013-0383.
This contribution proposed to add texts and diagram on Architecture-TS to describe possible Usage Scenarios for typical usage of M2M Platform system.
=== PROPOSED TEXTS STARTS HERE ===

Ax

Usage Scenarios
These sections describe typical interactions between CSFs. Since actual interactions between CSFs are up to implementation, these usage scenarios are informative.
Square brackets behind an CSF name indicate a specific CSF instance, e.g. CMDH[D] stands for CMDH on ‘Device’. CMDH[I] stands for CMDH on ‘Infrastructure’.
Ax.1
Storing data to M2M Platform from M2M Device
Ax.1.1
Basic scenario

[Scenario]

· An Application Entity on an M2M Device (e.g. on an Application Service Node) measures a quantity and translates the measured value into a resource value, and it requests the local CSE to upload the resource value to a URI that is pointing to the location where the data shall be stored. It is assumed that this URI points to a resource that is NOT hosted on the device itself (e.g. a URI pointing to an infrastructure node)
· The local CSE, i.e. the CSE that is communicating with Application Entities on the Application Service Node provides API to accept such a request to store the data sent by M2M Device

· When data is successfully updated, URI to access the stored data will be replaced with uploaded data.

[Involved CSFs]

· Communication Management and Delivery Handling CSF on the M2M Device (e.g. Application Service Node) and Infrastructure Node : CMDH[D], CMDH[I]
· Security: SEC[D], SEC[I]
· Addressing and Identification  CSF: AID[D], AID[I]
· Data Management and Repository CSF: DMR[I]
[Pre condition]

· M2M Device(CSE[D]) is configured to report measured data on the Infrastructure Node (CSE[I]) periodically.

· CSE[D] has authentication credential to be authenticated by CSE[I]. 
· CSE[D] has been pre-configured with a URI that points to a resource that hosted on CSE[I] to store the uploaded data 

[Trigger Event]

Scheduled timer managed by AE on CSE[D] is fired
Editor’s Note: How to configure internal timer driven triggering is FFS.
[Interactions]

1. AE[D] on CSE[D] is triggered by internal timer to update measurement value at CSE[D] on CSE[I] periodically.
2. AE[D] requests DMR[D] to execute an UPDATE operation on specified URI (pointing CSE[I]) with current measurement value as pre-configured

3. DMR[D] asks SEC[D] to checks if AE is authorized to make such request

4. SEC[D] determines whether the request can actually be accepted

5. DMR[D] asks AID[D] to determine wheter the target URI is consistent, and if the target URI is local or not. 

6. AID[D] determines that the target URI is pointing CSE[I] which is actually not the local CSE[D], so it needs to involve CMDH to get the data delivered
7.  AID[D] instructs DMR[D] to ask CMDH[D] deliveringo the UPDATE request to the target CSE[I]

8. DMR[D] asks to CMDH[D] to forward the request to CSE[I] along with measured data.

9. CMDH[D] stores data for the UPDATE request and the relevant parameters.
10. CMDH[D] returns the result of request as the request is accepted to be forwarded.

11. DMR[D] returns the result of request as scheduled update  report is accepted.

12. CMDH[D] resolved the address of CSE[I] from the URI to store the data.
13. CMDH[D] establishes the connection to CMDH[I] (as interface to CSE[I]) along with URI for storing data. Note the CSE[D] and CSE[I] have previously already shared a security context with each other.
14. CMDH[I] verifies with SEC[I] whether CSE[D] is authenticated and authorized to forward the request
15. SEC[I] returns the result of check is OK.
16. CMDH[I] triggers AID[I] to check if target of the request is acceptable 
17. AID[I] determines that target of the request is acceptable and consistent.
18. AID[I] returns the result is OK.

19. CMDH[I] accepts the forwarded request from CMDH[D] (as interface from CSE[D]).

20.  CMDH[I] forwards it to DMR[I] asks to store the data from CMDH[D].

21. DMR[I] asks to AID[I] to update the content with new data.
22. AID[I] returns the result of update on the URI information.

23. DMR[I] returns CMDH[I] as forwarded request is successfully processed. 
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 [Post condition]

· The content referred by URI is replaced with uploaded data from CSE[D]
Ax.1.2
Alternate scenario 1 

[Scenario]

· When size of updating data is large, M2M System may provide alternate path to transfer the data
 [Involved CSFs]

· Communication Management and Delivery Handling CSF: CMDH

· Security: SEC
· Addressing and Identification  CSF: AID

· Data Management and Repository CSF: DMR

[Pre condition] (Added)
· M2M Device is configured to transfer the data in two step procedure

[Trigger Event]

Scheduled timer managed by CMDH[D] is fired

 [Interactions]
(Followed from Step.x of Basic Scenario)
13. (Actual interactions are described)
14. ...

[Post condition]

· New URI to refer stored data is assigned

· M2M Device and M2M Platform shares assigned URI

Ax.1.3
Alternate scenario 2
Ax.2
Retrieving data from M2M Platform System
Ax.1.1
Basic scenario
Ax.1.2
Alternate scenario 1 

Ax.1.3
Alternate scenario 2

Ax.3
Subscribing changes of data on M2M Platform System

Ax.4
Notifying change of data on M2M Platform System

Ax.5
Authorizing M2M Application to refer the data on behalf of User

Ax.6
Changing device settings of M2M Device

Ax.7
Updating firmware on M2M Device

Ax.8
Triggering data upload to M2M Platform from M2M Device
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