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1. Introduction
In the current specification, the M2M bootstrapping, registration and M2M service connection are mentioned or implied. Although they are relying on each other, the relationship between them is not clearly described. This contribution tries to address the relationship and the prerequisites on each procedure.
· Below change is proposed to be located at the section 6.2.14 where the Common Service Function descriptions end. After introducing the CSFs, showing how the CSFs are related for the successful M2M Service Function might be better in terms of M2M Bootstrapping, Registration and M2M Service Connection.

· The local CSE is defined in the section 3.1, and it is safe to use the term local CSE in this proposals.
## Beginning of Text ##
6.2.14 
High Level Procedure for Service Connection
This section provides the description of the high level flow for the service connection between an Application and a CSE, or between CSEs.
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Figure 6.2-x High Level Flow for Service Connection
M2M bootstrapping is the procedure to provision essential information (e.g., credentials) into the Application or to the CSE to enable the registration to the corresponding CSE. The Security CSF is involved in the M2M bootstrapping providing the credentials such as the M2M root secret or Application root secret either as post-provisioning or as pre-provisioning. The M2M bootstrapping might require the Application or the CSE uses the Underlying Network services such as transport and connectivity that is assured by the network connection, which is out-of-connection of this specification. The M2M bootstrapping may use the Underlying Network independent credentials or may rely on the Underlying Network for credentials (e.g., 3GPP Generic Bootstrapping Architecture). The M2M bootstrapping methods and procedures are detailed in the <ref>.
After the successful M2M bootstrapping, the Application or the CSE is ready for the registration to the corresponding CSE, and the Registration CSF will perform the registration. During the registration, the context information regarding the Application or the CSE can be delivered to the corresponding CSE, and the credentials provisioned during the M2M bootstrap can be used. For the secure Registration, the Security CSF shall provide the security functions such as the authentication, the authorization and the confidentiality.
Once the Application or the CSE is registered to the local CSE, the Application or the CSE can use the services offered by the local CSE through the M2M service connection. The M2M service connection can be made either in the session-oriented or session-less manner. For the secure M2M service connection, the Security CSF shall provide the security functions such as the authentication, the authorization and the confidentiality. Especially, the session-oriented M2M service connection is managed by the Session Management CSF.
In case of the multi-hop M2M service connection, every Application or CSE involved in the multi-hop M2M service connection shall be registered to the corresponding CSE for the request forwarding. However, the registration order does not matter.
For example, the Application Entity (AEASN) in the Application Service Node (ASN) can have the M2M service connection with the Application Entity (AEIN) in the Infrastructure Node (IN) through the CSE (CSEMN) in the Middle Node (MN) if the followings are met:
· The AEASN and AEIN are bootstrapped
· The CSEASN in the ASN and CSEMN in the MN are bootstrapped
· The AEASN is registered to the CSEASN
· The CSEASN is registered to the CSEMN
· The CSEMN is registered to the CSEIN
· The AEIN is registered to the CSEIN in the Infrastructure Nodes.
## End of Text ##
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