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1. Introduction

This contribution proposes the skeleton of a new Section for Z reference point and to add normative references to 3GPP.
-------------------------------The first change start -----------------------------------------

2.1
Normative references

The following referenced documents are necessary for the application of the present document.
[1]
 ETSI TR 102 473: "<Title>". 
[i]
 3GPP TS 23.682: "<Architecture enhancements to facilitate communications with packet data networks and applications>". 
[i]
 3GPP TS 23.682: "<Architecture enhancements to facilitate communications with packet data networks and applications>". 
[i+1]           3GPP TS 29.368: “<Tsp interface protocol between MTC-IWF and SCS>”.

------------------------------ End of the first change ----------------------------------------
------------------------------- A new chapter start -----------------------------------------

x.


Z Reference Point
Z reference point is for communication between CSE and Underlying Networks, accessing network service functions provided by Underlying Netwokrs, and optimizing network service processing for Underlying Networks. Such services do not include the general transport services. 
Z reference point shall be taken into account the type of CSE, type of Underlying Network, and provided network functions, how control the connection link and the procedure of requests.
This chapter includes following sub-clauses.
· General communication flow scheme (mainly link management)

· Network Service Exposure functions for different type of CSE

· Type of Underlying networks, NSE, and Protocol characteristics

· Protocol specific message flow

x.1

General Communication Flow Scheme

x.1.1  Description
As Z reference point, following common flows mainly as link managements are described on this sub-clause.
- Link Connection

- Link Disconnection

- Link Monitoering

These procedures are applied for connection oriented.

Editor’s Note; another opinion says that link management depends on selected protocol. So oneM2M does not necessary to standardize the link management. Just mentioning to adapt some protocols is enough. This is FFS.

- Request
- Successful Response
- Unsuccessful Response

- Asyncronous response toward previous request
- Procedure for accessing resources in CSE
Editor’s Note; How to ensure the request to be confirmed for connection-less is FFS.
x.1.2 
Link connection

Editor’s Note; Description is FFS.
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x.1.3 
Link disconnection
Editor’s Note; Description is FFS.






x.1.4 
Link monitoring

Editor’s Note; Description is FFS.






x.1.5 
Request
Editor’s Note; Description is FFS.






x.1.6 
Successful response
Editor’s Note; Description is FFS.





x.1.7 
Unsuccessful response

Editor’s Note; Description is FFS.





x.1.8 
Asyncronous response toward previous request

Editor’s Note; Description is FFS.








x.1.9 
Procedure for accessing resources in CSE

CSE can have possibility to help M2M application developers.

One of them is a protocol conversion.

In oneM2M, RESTful in X reference point converted into another protocol in Z reference point for example Tsp Diameter protocol.

And for X reference point, something resources are necessary.

So end-to-end communication between X and Z reference points are following principles.

· Communication from AE to NSE via CSE;

Step-1. AE requests to update the resource (attributes or contents) in CSE

Step-2. CSE updates the resource

Step-3. CSE triggers communication to NSE by the updating of the resource

· Communication from NSE to AE via CSE;

Step-1. NSE requests to communicate with CSE

Step-2. CSE updates some resources by the receiving from NSE

Step-3. CSE informs the updating of the resources to AE if it has been subscribed in advance
Case-1) Originator is AE

Editor’s Note; Description is FFS.







Case-2) Originator is NSE

Editor’s Note; Description is FFS.







x.2
Network Service Exporsure Functions for different type of CSE
Editor’s note; Description is FFS.
x.2.1 
NSE for Application Service Node(ASN)

Editor’s note; Description is FFS.

x.2.2 
NSE for Mddle Node(MN)

Editor’s note; Description is FFS.

x.2.2 
NSE for Infrastructure Node(IN)

Editor’s note; Description is FFS. Requirement OSR-006 mentionded following.
The M2M System shall be able to reuse the services offered by underlying networks to M2M Applications and/or M2M Service Layer, by means of open access models (e.g. OMA, GSMA OneAPI framework). An example of available services is:

· IP Multimedia communications
· Messaging
· Location
· Charging and billing services
· Device information and profiles
· Configuration and management of devices
· Triggering, monitoring of devices
· Small data transmission
· Group management
The set of features or APIs to be supported depends on the M2M Service Capabilities and access to available APIs.
x.3
Type of Underlying networks, NSE, and protocol characteristics

Editor’s note; Description is FFS.
x.3.1 
3GPP Tsp Reference Point

This sub-clause summarizes 3GPP MTC architecture and its protocol characteristic based on 3GPP specifications (ref.[i], ref.[i+1]). 
Editor’s note; Description is FFS.
x.3.1.1
 MTC Architecture

Editor’s note; Description is FFS.
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     Figure x.3.1-1  3GPP Architecture for Machine-Type Communication
x.3.1.2
 Tsp reference point requirements

Editor’s note; Description is FFS.
x.3.1.3
 A 3GPP Network Element (MTC-IWF) related to oneM2M

Editor’s note; Description is FFS.
x.3.1.4
 Device Triggering Function
Editor’s note; Description is FFS.
x.3.1.5
 External Identifier
Editor’s note; Description is FFS.
x.3.1.6
 Security Requirements on Tsp Reference Point
Editor’s note; Description is FFS.
x.3.1.7
 Device triggering procedure over Tsp
Editor’s note; Description is FFS.

[image: image2.emf] 

UE  

MSC   /  

SGSN  /  

MME  

PGW   /  

GGSN  

HSS /HLR   SCS   DNS   SMS  -  SC   MTC  -  IWF  

2  .    Device Trigger Request  

A  .    T  5    device trigger delivery procedure  

7  .    Device Trigger Report  

B  .   T  4    device trigger delivery procedure   

5  .    Subsc riber Information Response  

1  .    Query DNS  

4  .    Subscriber Information Request  

8  .     Action in response to Device Trigger  

6  a  .    Trigger delivery   

selection  

3  .    Authorization    &   

load control  

6  b  .    T  5    failure or T   4   

trigger delivery   

selection  


                  Figure x.3.1-2 Device triggering procedure over Tsp
x.3.1.8
 Procedures over Tsp reference point
Tsp reference point provides following procedures. Detail procedures are given by 3GPP Tsp interface protocol specification (ref.[i+1]).

· Request and confirmation of a device trigger
· Notification of Device trigger
· Reference number handling
· MTC-IWF selection
· MTC-IWF load control
x.3.1.9  Tsp protocol characteristics

Tsp protocol has following characteristics. Detail features are given by 3GPP Tsp interface protocol specification(ref[i+1]).

· Use of Diameter base protocol
· Transport protocol
· Advertising Application Support
· Initialization and maintenance of connection and session
· Mutual authentication
· Security profiles
· Tsp Messages
· Table x.3.1-1: Command-Code values for Tsp

	Command-Name
	Abbreviation
	Code
	Section

	Device-Action-Request
	DAR
	8388639
	6. 6.2

	Device-Action-Answer
	DAA
	8388639
	6. 6.3

	Device-Notification-Request
	DNR
	8388640
	6. 6.4

	Device-Notification-Answer
	DNA
	8388640
	6. 6.5


· Tsp specific AVPs
· Table x.3.1-2: Tsp specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (note 1)

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not

	Device-Action
	3001
	6. 4.2
	Grouped
	M,V
	P
	
	

	Device-Notification
	3002
	6.4.3
	Grouped
	M,V
	P
	
	

	Trigger-Data
	3003
	6.4.4
	Grouped
	M,V
	P
	
	

	Payload
	3004
	6.4.5
	OctetString
	M,V
	P
	
	

	Action-Type
	3005
	6.4.6
	Enumerated
	M,V
	P
	
	

	Priority-Indication
	3006
	6.4.7
	Enumerated
	M,V
	P
	
	

	Reference-Number
	3007
	6.4.8
	Unsigned32
	M,V
	P
	
	

	Request-Status
	3008
	6.4.9
	Enumerated
	M,V
	P
	
	

	Delivery-Outcome
	3009
	6.4.10
	Enumerated
	M,V
	P
	
	

	Application-Port-Identifier
	3010
	6.4.11
	Unsigned16
	M,V
	P
	
	


x.4
Protocol specific message flow

Editor’s note; Description is FFS.
This sub-clause provides message flow for each protocol with relation of oneM2M part (i.e. X and/or Y reference points).
x.4.1 
3GPP Tsp protocol

Editor’s note; Description is FFS.
------------------------------ End of second change -----------------------
--------------------------- End of contribution ---------------------------------
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