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1. Introduction

This contribution proposes the skeleton of a new Section for Mcn reference point and to add normative references to 3GPP.
-------------------------------The first change start -----------------------------------------

2.1
Normative references

The following referenced documents are necessary for the application of the present document.
[1]
 ETSI TR 102 473: "<Title>". 
[i]
 3GPP TS 23.682: "<Architecture enhancements to facilitate communications with packet data networks and applications>". 
[i+1]           3GPP TS 29.368: “<Tsp interface protocol between MTC-IWF and SCS>”.
------------------------------ End of the first change ----------------------------------------
------------------------------- A new chapter start -----------------------------------------
8.
Descriptions and Flows of Reference Points

8.1
Descriptions and Message Flows on Mca and Mcc Reference Points
Procedures involving a CSE and Applications are executed the exchange of data according to message flow described in clause 8.1.
The exchange of data consists of the information transferred across the reference points, and stored in a standardized resource structure as described in clause 9.
The use of the addressable resources also enables the “store-and-share” paradigm of application information and Big Data.  Access and manipulation of the resources is subject to their associated permissions.

Some of the procedures on the Mca and Mcc reference points may adopt a different approach than the ones described in this clause. Such procedures are described in <reference to be included when available>.

Editors Note: Which of the procedures do not adopt the approach described in this clause and how they are performed is FFS.

8.1.1
General Communication Flow Scheme

8.1.1.1
Description

Figure 8.1.1-1 shows the general flow that governs the information exchange within a procedure, which is based on the use of Request and Response scheme. The scheme applies to communications such as: 

· between an Application and a CSE (Mca reference point), and

· among CSEs (Mcc reference point).

The communications can be initiated either by the Applications or by the CSEs.
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Figure 8.1.1-1: Resource Manipulation by an Application within an Entity
8.1.1.2
Request

Request from an Originator to a Receiver includes the following information:

op:  operation to be executed: Create (C), Retrieve (R), Update (U), Delete (D),

to:  address of target resource, e.g. /m2m.provider1.com/netBase/temp1,

fr:  address of the resource representing the Originator. Used for access control, e.g., /m2m.provider2.com/remBase/app1,

mi:  meta-information about the Request,

Editor's Note: Defaults for meta-information are FFS.

cn:  resource content to be transferred.

Note: The to target resource needs to be known by the Originator. It can be known either by pre-provisioning or by discovery.

Editor’s Note: How pre-provisioning and discovery are performed is FFS.

The op information shall indicate the operation to be executed at the Receiver:

Create (C):  a new resource addressable with to parameter is created,

Retrieve (R):  an existing to addressable resource is read and provided back to the Originator,
Update (U):  the content of an existing to addressable resource is replaced with cn new content,

Delete (D):  an existing to addressable resource and all its sub-resources are deleted from the Resource Storage.

Editor’s Note: This is an initial list of the verbs. The need for more verbs is anticipated to cover all use cases, configuration and functions.

The to information shall address the target resource in the Receiver. 

The fr information shall be used by the Receiver to check the Originator identity for access permission verification.

The cn information shall be present in Request for the following operations:

Create:  cn is the content of the new resource,

Update:  cn is the content to be replaced in an existing resource,

Retrieve:  cn is the filter to be applied for discovery purposes.

The mi information shall be as follows:

ot:  optional originating timestamp of when the message was built,

Example usage of the originating timestamp includes: to measure and enable operation (e.g. message logging, correlation, message prioritisation/scheduling, accept performance requests, charging, etc.) and to measure performance (distribution and processing latency, closed loop latency, SLAs, analytics, etc.)
et:  optional expiration timestamp,

Example usage of the expiration timestamp includes to indicate when messages (including delay-tolerant) should expire due to the freshness of the responses being no longer of value, and to inform message scheduling/prioritisation.
rt:  optional response type: indicates whether response should contain content or the address of the content,

Example usage of the response type set to "address of the content" includes when the response content is extremely large, or when multiple response content from a target group are to be aggregated asynchronously over time
rp:  optional response persistence: indicates the duration for which the address containing the responses is to persist.

Example usage of response persistence includes requesting sufficient persistence for analytics to process the response content aggregated asynchronously over time. If an expiration timestamp is specified then the response persistence should last beyond the Request expiry time.
Once the Request is delivered, the Receiver shall analyze the Request to determine the target resource.

If the target resource is addressing another M2M node, the Receiver shall route the request appropriately.

If the target resource is addressing the Receiver, it shall: 

· Check the existence of to addressed resource,

· Identify the resource type,

· Check the permission for fr Originator to perform the requested operation, 

· Perform the requested operation (using cn content when provided),

· Respond to the Originator with indication of successful or unsuccessful operation results. In some specific cases (e.g. limitation in the binding protocol or based on application indications), the Response could be avoided.

The message flow procedure started with an Originator Request shall be considered closed when either:

· A Request is received with an expired et (expiration timestamp),


· A Response is delivered to the Originator,

· The requested operation at the Receiver is successfully completed and no Response is needed.

8.1.1.3
Successful Operation 

The Response from the Receiver of a Request to the Originator of that Request, in the case of a successful completion of the requested operation includes the following information:

op:  operation being executed: Create (C), Retrieve (R), Update (U), Delete (D) (optional),

mi:  meta-information about the Request, 

Editor's Note: Defaults for meta-information are FFS.

rs:  operation result: e.g. Okay, Okay and Done; Okay and Scheduled; Okay and In Progress, etc.,

cs:  optional additional result information, e.g. status codes,

to:  address of target resource, e.g. /m2m.provider1/netBase/temp1,

cn:  resource content to be transferred (optional).

The mi information includes:

ot:  optional originating timestamp of when the message was built,

et:  optional expiration timestamp.

The cs information includes:

ra:  optional, address for the temporary storage of end node Responses.

The cn information may be present in a Response in the following cases:

Update:  cn is the content replaced in an existing resource,

Delete:  cn is the content actually deleted.

The cn information shall be present in a Response in the following cases:

Retrieve:  cn is the retrieved resource content or aggregated contents of discovered resources.

8.1.1.4
Unsuccessful Operation 

The Response from the Receiver of a Request to the Originator of the Request, in the case of unsuccessful completion of the requested operation includes the following information:

op:  operation being executed: Create (C), Retrieve (R), Update (U), Delete (D) (optional),

mi:  meta-information about the Request, 

Editor's Note: Default for meta-information are FFS.

rs:  operation result: e.g. Not okay.

cs:  optional additional result information, e.g. status codes.

The mi information includes:

ot:  optional originating timestamp of when the message was built,

et:  optional expiration timestamp.

8.1.2
Procedures for Accessing Resources

This clause describes the procedures for accessing the resources. The procedures include: 

· Generating Responses to the Requests for accessing resources,

· Accessing the resources that may be located in different CSEs.

Editor’s Note: Other procedures related to accessing the resources are FFS.

8.1.2.1
Generating Responses

The following types of Responses are supported for accessing the resources over the Mca and Mcc reference points:

· Success: indicates to the Originator that the Request has been executed successfully by the Hosting CSE.
· Failure: indicates to the Originator that the Request has not been executed successfully by the Hosting CSE.

Both, the Success and the Failure Response types may convey other information also to the Originator of the Request. 

Detailed Success and Failure codes are provided in the Protocol specifications.

Editor’s Note: References to Protocol specifications will be provided when available.

· 
In addition to the above mentioned Success and Failure Response types, there is another Response type that indicates an Acknowledgement of the Request. This indicates to the Originator that the Request has been received by the Hosting CSE, but not executed yet. The Success or the Failure of the execution of the Request is to be conveyed later.

Editor's Note: Details of Acknowledgement Response type is FFS.
8.1.2.2
Accessing Resources in CSEs

For the procedures described herein, the addressed resource can be stored in different CSEs. Table 8.2.2-1 describes the possible scenarios, where the addressed resource may be on the local-CSE or on a CSE located elsewhere in the oneM2M System.

Editor’s Note: How the target of a Request (i.e, an Application or local/hosting CSE) is identified and addressed, is FFS.

Editor’s Note: A message (Request, Response) can be forwarded immediately or forwarded at a later time (e.g in the case of congestion).The procedures related to the forwarding of the Request at a later time are FFS.

Table 8.1.2.2-1 Accessing Resources in different CSEs
	Traversals across X/Y Reference Points
	Description
	Reference

	No Hops
	· The Originator of the Request accesses a resource.

· The Originator of the Request can be an Application or a CSE.
· Local CSE and Hosting CSE are the same entity.

· The CSE shall check the Access Rights for accessing the resource.

· The CSE shall respond to the Originator of the Request, either with a Success or Failure Response.
	Figure 8.2.2-1

	1 Hop
	· The Originator of the Request accesses a resource.

· The Originator of the Request may only be an Application.

· Local CSE and Hosting CSEs different entities.

· Local CSE shall forward the Request to the Hosting CSE, after an optional checking of the Access Rights for accessing the resource and the syntax of the Request message. 

· Hosting CSE shall check the Access Rights for accessing the resource and respond with a Success or Failure Response.
	Figure 8.2.2-2

(Editor's Note-1)

	Multi Hops
	· The Originator of the Request accesses a resource.

· The Originator of the Request may be an Application or a CSE.

· Local CSE, Intermediate CSE(s) and the Hosting CSE are different entities.

· Local CSE shall forward the Request to an Intermediate CSE (e.g. MN-CSE) that the Local CSE is registered with, if it cannot communicate with the Hosting CSE directly. An optional checking of the Access Rights for accessing the resource and the syntax of the Request message may be performed prior to forwarding the Request.
· Intermediate CSE may forward the Request to another Intermediate CSE (e.g. another MN-CSE) that the Intermediate CSE is registered with, if it cannot communicate with the Hosting CSE directly. An optional checking of the Access Rights for accessing the resource and the syntax of the Request message can be performed prior to forwarding the Request.

· The Intermediate CSE shall forward the request to the Hosting CSE. An optional checking of the Access Rights and the syntax of the Request message can be performed prior to forwarding the Request.

· Hosting CSE shall check the Access Rights for accessing the resource and respond with a Success or Failure Response.
	Figure 8.2.2-3

(Editor's Note-2)


	Editor's Note-1: One-Hop case could potentially include the CSE-to-CSE communication also. The need for such procedures is FFS.

Editor's Note-2: The multi-hop procedures addresses the scenario when the target is on a specific remote CSE. How a flow will works when the target is distributed on multiple remote CSEs is FFS.
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Figure 8.1.2.2-1: Originator accesses a resource on the Local CSE (No Hops)
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Figure 8.1.2.2-2: Application accesses a resource at the Hosting CSE (One Hop)
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Figure 8.1.2.2-3: Originator accesses a resource at the Hosting CSE (Multi Hops)


8.2.
Description and Message Flows on Mcn Reference Point
8.2.1 General Description

 Communications between CSEs and NSEs (Network Service Entities) pass over the Mcn reference point, which includes CSE accessing network service functions provided by Underlying Networks, and optimizing network service processing for Underlying Networks. Such services normally include more than just the general transport services. 
Communications which pass over the Mcn reference point to Underlying Networks include multiple mechanisms such as: 

· Messaging services are widely deployed by applications and network operators using a number of existing mechanisms, 

· Network APIs defined by other SDOs (for example, OMA and GSMA), are used by network operators for their services,
· Interworking for services and security aspects for MTC (Machine Type Communications) has been defined by 3GPP.
· 

Examples of service requests a CSE can communicate to underlying networks are: 

· Connection request with/without QoS requirement,

· Payments, messages, location, bearer information, call control and other network capabilities, (currently supported by GSMA oneAPI now), 

· Device triggering, 

· Device management, 

· Management information exchange such as charging/accounting records, monitoring and management data exchange. 
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------------------------------ End of second change -----------------------
--------------------------- End of contribution ---------------------------------
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